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Foreword

The marine industry experiences incidents that range from major accidents to near misses. These
incidents should be investigated since many flag administration regulations require it; international
agreements mandate it (such as the IMO “International Safety Management Code”); and industry
initiatives encourage it. Incident investigation is a process that is designed to help organizations learn
from past performance and develop strategies to improve safety.

The ABS Marine Root Cause Analysis Technique (MaRCAT) provides an effective and efficient
approach for investigating marine incidents of any magnitude. ABS developed the MaRCAT
methodology by customizing and combining the best techniques available and by proving and
improving the overall approach through MaRCAT’s application during numerous investigations. The
ABS MaRCAT approach to incident investigation caters to the unique needs of the marine industry,
including human element; machinery and engineering; structural and security concerns. The
objectives of the ABS MaRCAT approach are as follows:

e Provide ABS clients with a technique that will guide incident investigators in the conduct of root
cause analyses and in identifying, documenting and trending the causes of accidents and near
misses.

e Assist clients with the investigation of a variety of types (e.g., groundings, collisions, fires, etc.)
and sizes of incidents (minor to major, including near misses) related to their vessels and facilities
(ashore and at sea).

o Allow analysis of losses whether they are related to safety, the environment, human element
concerns, security, reliability, quality or business losses.

e Support Class-related activities such as ABS Safety, Quality and Environment (SQE) notation, as
well as the International Safety Management Code (ISM Code) and the International Ship and
Port Facility Security (ISPS) Code.

e Provide a technique that is sufficiently flexible to allow customization to a client’s own
management system, Health, Safety and Environment (HSE) programs or related initiatives.

These Guidance Notes provide instructions for the performance of incident investigation activities,
including:

¢ Incident Investigation Initiation

e Data Gathering

e Data Analysis

e Root Cause Determination

e Generating Recommendations

e Reporting and Trending of Incident Investigation Results

The ABS Guidance Notes on the Investigation of Marine Incidents provide a structured approach to
the investigation of incidents and near-miss events. The information contained can also assist with
identifying and documenting root causes as required by the ISM Code. These Guidance Notes
describe an incident investigation methodology that was expressly developed for the maritime
industry, and so it reflects those elements of maritime operations and incident causation particular to
the industry.

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 iii



This Page Intentionally Left Blank



FOUNDED 1862

GUIDANCE NOTES ON
THE INVESTIGATION OF MARINE INCIDENTS

CONTENTS

SECTION 1  INtroduction .........ccccoiiciiemeinniisssssrr s
1 Background..........cccuviiiiiii i
2 The ABS Incident Investigation Model: MaRCAT ..................
3 Scope of the Guidance Notes..........ccceeeeiiiiiiiiiiiiiecceeeie,
4 Contents of the Guidance Notes...........ccocccceeiiiiiiiiiien e,
5 TermMiNOIOGY .....ueeeieiiie e
51 INCIAENT ...

5.2 CONSEUUENCES ....eeeeieeeieiiiiiee e et e et e e e e

5.3 LOSS EVENL ...

54 ACCIAENE ...

5.5 NEAI MISS ...

5.6 EVENL...ooi

5.7 (07073 To 1170 ] o SRR

5.8 Causal FaCtor........ccoooiiiiiiiiie e

5.9 Structural/Machinery/Equipment/Outfitting Problems........

5.10 HUMAN EITOrS...cooiiie e

5.11 External Factors.........coooueeeiiiii e

5.12 Intermediate CauSe........ccooeviiiiiiiiiiieeiee e

5.13 ltem-of-Note (ION) ......ccoiiiiiii e

5.14 ROOt CAUSE ...

5.15 Management System (MS) .......ccoviiiiiiiireeeee e

5.16 Safeguard ...

5.17 Recommendation............coooiiiiiiiiiiee e

5.18 RESOIULION ...

5.19 Root Cause Analysis (RCA)......cccocoeeeiiieeeiee e

5.20 Apparent Cause Analysis (ACA) .....coooiereeriieeeeeee e
FIGURE 1  ABS Incident Investigation Model .............cccccccvvieeennns
FIGURE 2  Relationship of Incident Investigation Terms...............

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



SECTION 2 Basics of Incidents and Investigations.............cccccuuernnnnnn. 11

1 The Need for Incident Investigation ...........ccccceeviieiinnneen. 11
1.1 Rationale for Taking a Structured Approach to Incident
INvestigation ... 11
1.2 Depths of ANalYSES ....cocveeeiiiiieeee e 12
1.3 Structured Analysis Process........c.ccccovveveeeiiieeennieneennne 14
2 Selecting Incidents to Investigate ..........ccccccceiiiinie. 14
3 The Investigation Thought Process .........ccccccoiiiiiiieennennnn. 15
3.1 Differences Between Traditional Problem Solving and
Structured Incident Investigation .............ccccccveeiieinnne. 15
3.2 An Incident Investigation Approach to the Analysis......... 15
4 Incident Investigation within a Business Context................. 18
5 The Elements of an Incident ... 19
6 The Goal of the Incident Investigation Process................... 19
7 The MaRCAT Marine Incident Investigation Process.......... 20
71 Step 1: Should the Incident Be Analyzed Now? .............. 21
7.2 Step 2: Initiating the Investigation...............cccccoooeinnne. 21
7.3 Step 3: Gathering and Preserving Data..............cccceveee... 21
7.4 Step 4: Analyzing Data..........coocciiiiiiiiiie e 21
7.5 Step 5: Identifying Root Causes..........cccccveviieeeenieeeenee. 21
7.6 Step 6: Developing Recommendations ...............cc......... 21
7.7 Step 7: Completing the Investigation............cccccoeiiennne. 22
7.8 Step 8: Selecting Problems for Analysis.............cccuuee.. 22
7.9 Step 9: Trending ... 22
7.10 Step 10: Following up an Investigation..............c.cccccco...... 22
7.11 Developing an Overall Incident Investigation Program
Management ISSUES ... 22
8 Levels of the Analysis: Root Cause Analysis and Apparent
Cause ANAIYSIS .....ooiiiiiiiii i 22
9 T84 0] 0 0 =1 o SRR 24

FIGURE 1 Task Triangle Showing Possible Depths of

ANAIYSES.....ouiieiiiee et 13
FIGURE 2  Overlap of Multiple Task Triangles ...........c.ccccceeenen. 13
FIGURE 3  Differences Between Traditional Problem Solving

and Structured Root Cause Analysis..............c......... 16
FIGURE 4  Relationship Among Proactive Analysis, Reactive

Analysis and Management Systems.......................... 18
FIGURE 5 The MaRCAT Marine Incident Investigation

PrOCESS ... 20
FIGURE 6  Levels of Analysis .........cccoviviiiiiiiiiiiiieee e 23
FIGURE 7  Connection Between Causal Factors and Root

CAUSES ...ooie et 23

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



SECTION 3 Initiating Investigations..........ccccceviiimmmiincccieeee, 25

1 Initiating the Investigation ............ccci 25
2 NOIfICAtioN ... 26
3 Emergency Response Activities ........c.coocceveiiiieiiineee 26
4 Immediate Response Activities.........ccccceeeeeiiiiiiiiiiiiieeeeee, 26
5 Beginning the Investigation............ccccooiiiiiiiiiiiiiiiiieeeeeee, 27
6 Corrective Action Requests ... 27

6.1 Reasons to Generate @ CAR .......ccccovviiriiiiiieeiee e 28

6.2 Typical Information Contained ina CAR ..........cccceevneeee. 28

6.3 Using the CAR in the Incident Investigation Process ...... 29
7 Incident Classification ... 29
8 Investigation Management Tasks..........ccccceeeeeiiiciiiienneeenn, 30
9 Assembling the Team ... 31
10 Restart Criteria........cccveeiiiiiiiicie e 31
11 Gathering Investigation Resources...........cccocceveeiiiiiinnnen. 32
12 SUMIMATY ...ttt e e et e e e sbae e e e ennaeeeeaas 32
TABLE 1 Incident Classification Criteria..............ccccooiiiiinii. 30

FIGURE 1 Initiating Investigations within the Context of the

Overall Incident Investigation Process............c.......... 25

SECTION 4 Gathering and Preserving Data ..........cccccciiiiciinennnncnnnnee 33
1 INtrOdUCHION ... 33
1.1 Importance of Data Gathering.............occcveviiiiiiiiiiennnee. 34

1.2 Overall Types of Data ........ccccovvveeiiciiiicc e 34

1.3 Prioritizing Data-gathering Efforts ...........cccccocviiiinnnne. 34

14 Types of People Data............cccceevviiiiiieeceecieieee e 35

15 Types of Electronic Data............ccocccvveeeeiiiiicciiiieee e, 36

1.6 Types of Position Data..........cccoovieiiiiiiiiieece 36

1.7 Types of Physical Data ..........ccoceeeiiiieiiiiecc e 37

1.8 Types of Paper Data ..........cccceevveiiiiiie e 37

2 Gathering Data..........coooiiiiiiiii e 37
3 Gathering Data from People...........ccccveveiiciiieiiiiiiee e 37
3.1 Initial Witness Statements...........cccoceviiiiiiiie e 39

3.2 The Interview ProCess............coiiiiiiiieiiiiiiieeeee e 39

4 Physical Data .........cceeeiiiiiiie e 43
41 Sources of Data .....ccccvveeiiiiieiee e 43

4.2 Types and Nature of Questions...........cccccveveeiiiiineeee 44

4.3 Basic Steps in Failure Analysis ...........cccccovveeveeeieccnnnnn.. 44

4.4 Use of TeSt Plans.........coocveiiiiiiiiiiieiecc e 47

4.5 Chain-of-Custody ... 48

4.6 Use of Outside EXperts ........cccoccuvveeeeeeiiiiiiieee e 48

5 Paper Data........ccooiiiiii e 49
6 Electronic Data............oooiiiiiiie e 49

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 vii



7 Position Data.........ccvuiiiieeiiee e 50

71 UNIQUE ASPECLES ... et 50
7.2 Data ColleCtion ...........coveiiiiiiiiiiie e 50
7.3 Documentation of Data Collection.........c...cccceeviiiiennenen. 50
7.4 Alternative Sources of Position Data .........c...cccccoeeen. 51
8 Overall Data Collection Plan..........ccccceeeeiiiieeiiiiee e 51
9 Application to Apparent Cause Analyses and Root Cause
ANAIYSES....eeeeiiie s 52
10 SUMMAIY ...ttt e e e e s e e e e e e e e eaaes 52
TABLE 1 Forms of Fragility ........coooviiiiiiii e 35
TABLE 2 Application of Data Collection Methods...................... 53

FIGURE 1 Gathering Data within the Context of the Overall

Incident Investigation Process .......cccccccoevecvviieeeneennn. 33
FIGURE 2  Overall Types of Data Resources.........ccccccceeeiiunnnee. 34
FIGURE 3  Flowchart of Typical Interview Sequence. .................. 40
FIGURE 4  Basic Steps in Failure Analysis..........ccccccoviieienninenn. 45
SECTION 5 Analyzing Data ........ccccccoiniiiiinmmmnnesnnsssses s ssssssssssne e 55
1 INErOdUCHION ... 55
2 Overview of Primary Techniques..........c.cocceeeeiiieeiiiiieenes 56
3 Fault Tree AnalysSis ......ccoeeeiiiiiiiiiiieee e 57
4 The 5-Whys Technique........cccoooiiiiiiii e, 58
5 Causal Factor Chars..........ccceevviiieeiiiiiiee e 60
6 Using Causal Factor Charts and Fault (or 5-Whys) Trees
Together during an Investigation .............cccociiiiiie e, 64
7 Application to Apparent Cause Analyses and Root Cause
ANAIYSES....oeeiiiie ettt 64
8 S T0 L1010 0= o SRR 64
TABLE 1 Applicability of Analysis Techniques.............cc........... 56
TABLE 2 Guidance on Using Causal Factor Charts and Fault
TrEES e 65

FIGURE 1  Analyzing Data within the Context of the Overall

Incident Investigation ... 55
FIGURE 2  Tank Spill Example Fault Tree...........cccocovevveeeeeiinnns 57
FIGURE 3  Sandblasting Fault Tree Example............cccccceevnnnen. 58
FIGURE 4  5-Whys Technique Example.......ccccccooiiiiiiiceneennen. 60
FIGURE 5  Sandblasting Causal Factor Chart Example.............. 62

viii ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



SECTION 6 Identifying Root Causes.........ccccocvvimmmmreiiinnncisisneseeec s 67

1 INtrodUCHION ..o 67
2 Root Cause Analysis Traps ......cccceecveeeeeiiiieee e 68
2.1 Trap 1 — Hardware Problems ............ccccccoeeiiiiiiiieeeeis 68
2.2 Trap 2 — Personnel Problems .........ccccoviiiiiinieciiiee, 68
23 Trap 3 — External Event Problems ...........cccccoveeinineenn. 69
3 Procedure for Identifying Root Causes...........cccccceecveveeneee. 69
4 Using the ABS Marine Root Cause Analysis Map............... 69
5 Observations About the Structure of ABS’s Marine Root
Cause ANalysis Map ........cceeveeiiiiiiiiiiieee e 69
6 The ABS Marine Root Cause Analysis Map...........cccocueee.. 70
6.1 Multiple COdiNg .....cccvviiiiiiiiiie e 70
6.2 Using the ABS Guidance Notes on the Investigation of
Marine InCidents...........eueiiiiiiii e 71
6.3 Typical Problems Encountered When Using the ABS
Marine Root Cause Analysis Map .........cccccoeceeeeicenennnnee. 7
6.4 Advantages and Disadvantage of Using the ABS
Marine Root Cause Analysis Map .........cccccocceeeenceeennnnee. 73
7 Documenting the Root Cause Analysis Process................. 73
8 Application to Apparent Cause Analyses and Root Cause
ANAIYSES ..o 74
9 SUMMAIY ...t e e e e e 74
TABLE 1 First Example of a Root Cause Summary Table ....... 75
TABLE 2 Second Example of a Root Cause Summary
TaADIE ... 76
TABLE 3 Third Example of a Root Cause Summary Table....... 77

FIGURE 1 Identifying Root Causes with the Context of the

Overall Incident Investigation Process....................... 67
FIGURE 2  Document Hierarchy ...........ccccooiiieiiiiiciiiniiieceeee, 71
SECTION 7 Developing Recommendations..........ccccccccnnnnnnnnnnnnnnnnnnns 79
1 INtrOdUCHION .. 79
2 Timing of Recommendations ..........c..ccccceeiiiieiiniiieee e, 80
3 Levels of Recommendations ...........ccccceciveeiiiiieeccciee e, 81
3.1 Level 1 — Address the Causal Factor .............ccceecveeenneee. 81

3.2 Level 2 — Address the Intermediate Causes of the
Specific Problem ..........ccoeviiiiiiiee e 81
3.3 Level 3 — Fix Similar Problems............coccoiiiiieiiiiiiienn. 81

3.4 Level 4 — Correct the Process that Creates These
Problems ... ... 82
4 Types of Recommendations ............coccceeeeviiieeeiniiiee e, 82
41 Eliminate the Hazard.............ccccooiiiiiii 82
4.2 Make the System Inherently Safer/More Reliable ........... 82
4.3 Prevent the Occurrence of the Incident........................... 82
4.4 Detect and Mitigate the LOSS..........cccoeiiiiiiieiieiiiiiee, 82

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 ix



SECTION 8

5 Suggested Format for Recommendations...............ccccee... 83
6 Special Recommendation Areas ........ccccccoevecciiiiieieee e 83
7 Management Responsibilities ...........cccccviieiiiiiis 83
8 Examples of Reasons to Reject Recommendations ........... 84
9 Benefit-Cost Ratios .......ccooviiiiiiie e 85
9.1 Estimating the Benefit of a Recommendation.................. 85
9.2 Estimate the Costs of Implementing a Recommendation
by Considering the Total Life-cycle Costs of the
L0 =T oo - 85
9.3 Cost-Benefit Ratio ..........cccveiiieiiiiieeeee e 85
10 Assessing Recommendation Effectiveness..........ccccccc....... 86
11 Application to Apparent Cause Analyses and Root Cause
ANAIYSES....oeiiiiie et 87
12 S T0 L4010 0= o SRR 87

TABLE 1 Effectiveness of Various Shift Turnover

AREINALIVES ..eeeiiieeee e 87
TABLE 2 Recommendations for Apparent Cause Analyses
and Root Cause Analyses ..........cccccvevvcieeeeeniieeeeeee 88

FIGURE 1 Developing Recommendations within the Context of

Overall Incident Investigation Process....................... 79
Completing the Investigation...........ccccoocmreriiiiiiiiiinennnee, 89
1 INErOAUCHION .o 89
2 Writing Investigation Reports...........occviiiiiiiiiiiiiee, 90

2.1 Typical Items to Be Included in an Investigation
ReEPOrt....ccc o 90
2.2 Tips for Writing Reports...........ccooveiiiiiiieeiiiiiieeeee e 91
3 Communicating Investigation Results............cccoccciinen. 94
3.1 Decide to Whom ... 94
3.2 Decide HOW .....oooiiiiiiiiiie e 94
3.3 Document the Communication ...........cccceeiieeinieneiiieenn. 95
4 Resolving Recommendations and Communicating
RESOIULIONS ...coiiiiiiiieeeee e 95
4.1 Tracking Recommendations............cccceeeiiiiiiiiiieeieenins 95
4.2 Resolution Report Phase and Closure of Files................ 95
5 Addressing Final ISSUES...........cooiiiiiiiiii e, 97
51 Enter Trending Data ..o 97
5.2 Evaluate the Investigation Process ..........ccccccoviiiieenennn. 97
6 Application to Apparent Cause Analyses and Root Cause
ANAIYSES....coiiiiiii 98
7 T84 0] 0 0 =1 o SRR 98
TABLE 1 Typical Items to Include in Reports..........cccccceeieennni. 90
TABLE 2 Investigation Completion Activities for Apparent
Cause Analyses and Incident Investigations ............. 98

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



FIGURE 1 Completing the Investigation within the Context of

Overall Incident Investigation Process....................... 89
FIGURE 2  Tracking Recommendations ............cccccevviiieiiiiiiennn. 96
SECTION 9 Selecting Incidents for Analysis........cccccceeerinnnnnnnnnnnnnnnnnns 99
1 INtrOdUCHION ... 99
2 Why Be Careful when Selecting Incidents for
INVeStigation?..........eviiiii 100
3 Some General GUIdanCe ..........ccccveviiieeeeniiee e, 101
3.1 Incidents to Investigate (High Potential Learning
ValUB) ...ttt 102
3.2 Incidents to Trend (Moderate to Low Potential
Learning Value)..........cooviiiiiiiiii e 102
3.3 No Investigation — Behavior-based Risk Management
(BBRM) (Low Potential Learning Value) ...........c.cccuoe.... 102
4 Performing the Investigation ............cccccooviiiiiies 102
4.1 Incidents to Investigate Immediately (Acute
INCIAENES) . 102
4.2 Incidents to Trend (Potentially Chronic Incidents)......... 102
5 NEAr MISSES ......eiiiiiiiiie it 103
51 Factors to Consider When Defining Near Misses.......... 103
5.2 Reasons Why Near Misses Should Be Investigated ..... 103
5.3 Barriers to Getting Near Misses Reported .................... 103
54 Overcoming the Barriers ...........ccccoveeiieeieccciiiieee e 105
5.5 Acute Analysis versus Chronic Analysis ..............c........ 105
6 Identifying the Chronic Incidents that Should Be
ANAIYZEA ..o 105
6.1 Pareto AnalysSis ........ccouvviiiieeiiiieee e 105
6.2 Examples of Pareto Analysis .........ccccooceeviiiiieiiniinenne 106
6.3 Weaknesses of Pareto Analysis..........cccocvveiniieciiinnennn. 107
6.4 Other Data Analysis TOOIS .......cccceeviieeeeiiiieeeee e 107
7 Application to Apparent Cause Analyses and Root
Cause ANAlYSES .....ccouiiiieiiiiee s 108
8 T84 0] 0 0= SRR 108
TABLE 1 Learning Potential from Incidents .............ccccceene 101

FIGURE 1 Selecting Incidents for Analysis Within the Context

of the Overall Incident Investigation Process............. 99

FIGURE 2 Investigation Cycle if Too Many Investigations Are

Performed .........oooviiiieeieeeee e 100

FIGURE 3  Pareto Charts Developed Using Two Different

ARIDULES ..o 106

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 Xi



SECTION 10 Results Trending.......ccccccvniiiiinmmmmsessesss e sssssssssssnenes 109

SECTION 11

1
2
3

INtrodUCHION ..o 109
Benefits of a Trending Program...........ccccccveveviiieeenciinennn. 110
Determining the Data to Collect...........ccooiieiiiiiiniiieen, 110
3.1 Deciding What Data to Collect.............cccoieeiiiiiiiinen. 111
3.2 Defining the Data to Collect...........oooiiiiiiiiiiiiiie. 111
3.3 Other Data Collection Guidance...........cccccevvceveenciieennns 112
Data ANalySiS ......coiiiiiiieieee e 112
4.1 Interpreting Data Trends..........ccoccvviiiieeeniiee e, 113
Application to Apparent Cause Analyses and Root

Cause ANAlYSES .....cooouiiiieiiiiee e 114
SUMMAIY .ttt e e e e e e e e e e e e aenenes 114

FIGURE 1 Results Trending Within the Context of the Overall

Incident Investigation Process .........ccccceeiiiiiiineeen. 109
Developing Incident Investigation Programs.................. 115
1 INtrOdUCHION ... 115
2 Program Implementation Process ...........ccccccevviiiviiniiiennn. 116
2.1 Design the Program ... 116
2.2 Develop the Program ... 118
2.3 Implement the Program ...........ccocceeieiiiiiiieeee e, 119
24 Monitor the Program’s Performance.............ccccccevennen. 119
3 Key Considerations.........cccueeeeiiiieeiiieiee e 120
3.1 Legal Considerations...........ccocccvvveeieeeieciiiieeeee e 120
3.2 General Legal Guidelines..........ccccveeeeeeiiieieeeeeeeie. 120
3.3 Media Considerations............cccevviiiiiniiee i 122
3.4 Some Regulatory Requirements and Industry
Standards .........eeiiiii e 122
4 Management Influence on the Program ..............ccccccvveee.. 124
5 Typical Reasons Why an Incident Investigation Program
May NOT WOrK ... 124
51 There Is No Business Driver to Change............cc........... 124
5.2 There Is No Organizational Champion for the
Programe.........cooo oo 124
5.3 The Organization Never Leaves the Reactive
MOAE .o 125
5.4 The Organization Must Find an Individual to
Blame ... 125
55 You Are Unwilling to Critique Management
SYSIEMS ... 125
5.6 The Organization Tries to Investigate Everything.......... 126
5.7 The Organization Only Performs Incident
Investigations on Large Incidents...............ccccceeveennn. 126
5.8 Recommendations Are Never Implemented.................. 126
6 SUMMAIY ...t e e e e e e e eeannes 126

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



TABLE 1 Regulations and Codes.........cccecviveeiicieeeenieee e 123

TABLE 2 Classification Information and Rules ....................... 123
TABLE 3 Guidelines from Organizations...........ccccccovviieeennne. 123
TABLE 4 Destructive and Supportive Investigation

Evaluation Criteria.........cccccccveeiiiiiceee e 124

FIGURE 1 Overall Incident Investigation Process..................... 115

APPENDIX 1 Marine Root Cause Analysis Map Guidance.................... 127

1 Background............ooiiiiiii e 127
2 Instructions for Using this Appendix with the ABS Marine

Root Cause Analysis Map ........ccoovveeeeiiiieie e 127

21 Types of Information Provided ...........ccccociviiniiiiinienn. 127

2.2 Method ... 129

2.3 Special Considerations ............cccccevvveieeeeeeiiiiiiieee e 129

FIGURE 1 Numeric Identification of ABS Marine Root Cause

Analysis Map fems ........ccccoiiiiiiieee 128
FIGURE 2  Page 2 of the ABS Marine Root Cause Analysis
VD e e 129
APPENDIX 2 Fault Tree Details ..........ccccceviiiiiiiiiisieeeeeeeneeeeen 409
1 Introduction to Fault Tree Analysis ........cccccceeeeviiciiiieenenn.n. 409
2 Fault Tree EXamples.........oooiiiiiieiiiiieeiiee e 409
2.1 Example 1: Spill from a Tank ..........cccoeeeeeiiieeeiniieene 409
2.2 Example 2: Lighting Failure...........cccccooiiiiie. 410
2.3 Example 3: Hand Injury During Sandblasting................ 414
3 Fault Tree SymbolS........c.oeiiiiiiiii e 416
4 Using AND and OR Gates .......cccceevvveeeiiiiiiie e 417
4.1 With Multiple Elements...........cccceoeviiiiiiieieeceeeeee 417
4.2 With Multiple Pathways ..........ccccoiieiiiiniiieiec e 417
4.3 With Redundant Equipment ltems...........cccccoeiiiiiinenen. 418
4.4 With Safeguard Failures...........cccoviiniieeiiiiieee 418
5 Using “OR” Gates .......uvvviieeeiiiiiiiieeee e 419
5.1 With Multiple Elements..........ccooooiiiiiiiiiic e 419
5.2 With Part Failures...........ooooiiie e 419
5.3 With Safeguard Failures.........ccccccovrviiieeiieeeeeee e 420
6 Example Fault Tree Structures...........coooccvivieeeiiieiiicinne, 420
7 Procedure for Creating a Fault Tree..........cccocveeeiiiieeens 422
71 Step 1: Define an Event of Interest as the Top Event
of the Fault Tree......oooceiiiiee e 422
7.2 Step 2: Define the Next Level of the Tree. ..................... 423
7.3 Step 3: Develop Questions to Examine the Credibility
Of BranChes .......coociviiiiiii e 425
7.4 Step 4: Gather Data to Answer Questions ................... 426
7.5 Step 5: Use Data to Determine the Credibility of
BranChes ... 426

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 xiii



7.6 Step 6: Determine if the Branch Is Credible .................. 427
7.7 Step 7: Determine if the Branch Is Sufficiently

Developed ... 427
7.8 Step 8: Stop Branch Development.............ccccoeennnneee.e. 428

7.9 Step 9: Stop When the Scenario Model Is
COMPIELE” ... 428
7.10 Step 10: Identify Causal Factors ...........ccccceveeevecinnnennn. 428
8 Drawing the Fault Tree ..., 428
FIGURE 1 Tank Spill Example Fault Tree..........oooocceeen. 410
FIGURE 2  Circuit Diagram ..........cccceeviieeeiiiieee e 411
FIGURE 3  Lighting Failure Fault Tree .........cccccooviieiiiiiineee, 412
FIGURE 4  Fault Tree with Events A, Band C Only .................. 413
FIGURE 5  Sandblasting Fault Tree Example..........ccccccceeeennn. 415
FIGURE 6  Fault Tree Symbols........ccoccoiiiiiiiiiiiiiece e, 416
FIGURE 7  Multiple Elements........ccccccooieiiiiiieiie e 417
FIGURE 8  Multiple Pathways — No Flow...........cccccoeiiiiiiennnnnn. 417
FIGURE9  Multiple Pathways — Misdirected Flow..................... 418
FIGURE 10 Redundant Equipment Fails............cccoceeiiinennnnen. 418
FIGURE 11 Safeguards Fail..........cccccooniiiiiiiie 418
FIGURE 12 Safeguards Fail.........cccccceeeiiiiiieee e, 419
FIGURE 13 Multiple Elements.........ccccoiiiiiiieeeeee 419
FIGURE 14  Part Failures.........cccociiiiiiiiiieesiecec e 420
FIGURE 15 Safeguard Failures..........cococeiiiiiiiiiiiieeeee e, 420
FIGURE 16 Common-mode Failure ............cccocevevviieeeiiiiee e, 421
FIGURE 17 Human Error with Impact ...........cccccooiiiiiiie, 421
FIGURE 18 Procedure for Creating a Simplified Fault Tree ....... 422
FIGURE 19 Testing OR Gate LOgiC ........ccccuvvveeiieeeeiiiiiiieeee e, 424
FIGURE 20 Testing AND Gate LOgiC .........coocueveiniieeeiiiiieeeee, 424
FIGURE 21 Testing Credibility.........cccoocveiiiiiiieeeee e, 425
FIGURE 22 Data-gathering Results .............ccccooiiiiiiiniii e, 426
FIGURE 23 Determining Branch Compatibility..............cccce....... 427
FIGURE 24 Determining Branch Development..............cccc....... 427
FIGURE 25 Branch Development Results .............cccccooien. 428
APPENDIX 3 Causal Factor Charting Details...........ccccccvniiiiinnennneennnnn. 431
1 INtrOdUCHION ..o 431
2 Causal Factor Chart Example.........cccccooeiiiiiiiiiiieeeeee 431
3 Overall Causal Factor Chart Guidance............ccccocceeennene 432
3.1 Use Different Colors for Different Types of Data............ 432
3.2 Use a Simple, Flexible Format .............ccooooiiiiiiie. 432
3.3 Keep the Level of Detail to a Manageable Level ........... 432
4 Defining Building BIOCKS ..........ccccuiiiiiieeeieiicieieeeee e, 435
41 Use Complete Sentences........cccocvvveiiieeiiiiieceecieeee 435
4.2 Only One Idea per Building Block..........cccccoouveiiniinennns 435

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



43

Be as Specific as Possible ...........ccoccooviiiiiiiieiiiiee 435

4.4 Document the Source for Each Event and
(07073 To 1170 o U 435
5 Causal Factor Chart Construction ...........cccccevviiieeeiiinennn. 435
5.1 Step 1 — Identify the Loss Event(s) .......cccccevviveiirniennn. 435
5.2 Step 2 — Take a Small Step Back in Time and Add a
Building Block to the Chart...........ccocoooviiiiie 436
5.3 Step 3 — Test for Sufficiency .......cccccoeeeeeciiine 436
54 Step 4 — Generate Questions and Identify Data
Sources to Fill in Gaps........ceeeeeeiiiiiiiieie e 440
5.5 Step 5—GatherData.........cc.ocooeiiiiiiiiceeee, 440
5.6 Step 6 — Add Additional Building Blocks to the
(0] =T o SO RSP 440
5.7 Step 7 — Check to see if the Sequence of Events is
COMPIEte.....eeiiiiii e 441
5.8 Step 8 — Repeat Sufficiency Testing for all Items on the
Chart .. 441
5.9 Step 9 — Perform Necessity Testing.........ccccovceevinnieenn. 442
5.10 Identify Causal Factors ..o, 442
6 Types of Building BIOCKS...........ccooviiiiiiiiiiiieeciieeeee e, 443
6.1 Events and Conditions ...........coccciiiiiiiiiiciieee e, 443
6.2 QUESTIONS ... 443
6.3 LOSS EVENLS ..o 444
FIGURE 1 Causal Factor Chart for Hand Injury During
Sandblasting .......ccceeeiiiiiie i 433
FIGURE 2  Step 1 — Identify the Loss Event(s)........cccccceeeennns 435
FIGURE 3  Step 2 - Take a Step Backward ............cccccceeeenees 436
FIGURE 4  Step 3 — Sufficiency Testing — Question A .............. 437
FIGURE 5  Step 3 — Sufficiency Testing — Question B .............. 438
FIGURE 6  Step 2 — Take a Small Step Back in Time ............... 438
FIGURE 7  Step 3 — Sufficiency Testing — Question A .............. 439
FIGURE 8  Step 3 — Sufficiency Testing — Question B .............. 439
FIGURE9  Step 4 — Generate QUeStioNs .........ccccceeeeviiieeeenee. 440
FIGURE 10 Step 6 — Add Additional Building Blocks to the
Chart ... 441
FIGURE 11 Step 9 — Perform Necessity Testing ..........ccccccen.... 442
FIGURE 12 Step 10 — Identify Causal Factors.........c...cccceeenneee. 443
APPENDIX 4 Marine Organizations of Interest ...........ccccceeeeveeveeeeeeeee, 445
TABLE 1 Regulations and Codes...........cccoeveuviiiiieeeeeec i, 445
TABLE 2 Regulatory Organizations ..........ccccccovieiiiiineene 446
TABLE 3 Classification RuUles...........cccccveiiiiiiee i 446
TABLE 4 Organizations of Interest............ococciiviiinii 447
APPENDIX 5 Acronyms and Abbreviations ..........cccccoeoimriinncinnnieenns 449

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005

XV



APPENDIX 6 GlOSSary.......ccoooimiiimeiisis s sssss s nsssss s ssnnns 451

FIGURE 1 Relationship of Incident Investigation Terms........... 451

APPENDIX 7 MaRCAT TOOIKit ........cceeemeemmmmmmmmmmmmmmmmmmmeemmemmmmemmmemmmmmmmmmmmnnnn 457
1 General Resource Materials ...........cooocvveiiiieeeiiieee e, 457
2 General Data Gathering Resource Materials..................... 457
3 People Data Gathering Resource Materials....................... 457
4 Data Control Resource Materials...........ccccceviiieienninnnnn. 458
5 Physical Data Gathering Resource Materials.................... 458
6 Paper Data Gathering Resource Materials..............c......... 458
7 Position Data Gathering Resource Materials..................... 458
8 Data Analysis Resource Materials.............cccoovveeeieeeeiiinnnns 458
9 Report Resource Materials ............cccoooiiiiiiiiis 458
10 Investigation Resource Materials............ccccceeeiiiiiiiieenen. 459
11 Causal Factor Charts, 5-Whys and Fault Trees

RESOUICES ... ..o 459

APPENDIX 8 Cross References between ABS Root Cause Analysis

Map and Industry Standards............cccoeriiiniiiiiinennneennnnn. 559
TABLE 1 Referenced Standards .........cccccooveciiiiiiieecinice, 559
TABLE 2 Problem TYPeS ... 560
TABLE 3 Problem Categories ..., 560
TABLE 4 Design Input/Output Cause Category with Cause

Types and Intermediate Causes..........ccccceveevcvveeennns 561
TABLE 5 Design Review/Verification Cause Category with

Cause Types and Intermediate Causes .................. 561
TABLE 6 Maintenance Program Design Cause Category

with Cause Types and Intermediate Causes........... 562
TABLE 7 Maintenance Program Implementation Cause Category

with Cause Types and Intermediate Causes........... 562
TABLE 8 Equipment Records Cause Category with Cause

Types and Intermediate Causes...........ccccceeeveeeeenes 564
TABLE 9 Management Systems Cause Category with

Cause Types and Intermediate Causes .................. 565
TABLE 10 Procedures Cause Category with Cause Types

and Intermediate Causes...........cccceevviiieeiiiiieeeens 569
TABLE 11 Human Factors Cause Category with Cause

Types and Intermediate Causes...........ccccccceeeeeene. 571
TABLE 12  Training/Personnel Qualifications Cause Category

with Cause Types and Intermediate Causes........... 573
TABLE 13 Responsibility/Authority Cause Category with

Cause Types and Intermediate Causes .................. 575
TABLE 14 Human Factors Cause Category with Cause

Types and Intermediate Causes...........ccccceeeveeeeennes 576
TABLE 15  Communications Cause Category with Cause

Types and Intermediate Causes...........ccccccceeeeeennee. 577

XVi ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



TABLE 16

TABLE 17

TABLE 18

TABLE 19

Communications Cause Category with Cause
Types and Intermediate Causes...........ccccceeeeeeeennns 579

Company Standards, Policies or Administrative
Controls (SPACs) Root Cause Types and Root
CaAUSES ..o 580

Company Standards, Policies or Administrative
Controls (SPACs) Not Used Root Cause Types

and Root CauSes .........cceeeeiiiiiiiiiiee e 580
Industry Standards Root Cause Types and Root
CAUSES ..ottt 580

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 xvii



This Page Intentionally Left Blank



S
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SECTION 1 Introduction

1 Background

The marine industry experiences incidents that range from major accidents to near misses. These
incidents should be investigated since many flag administration regulations require it; international
agreements mandate it (such as the IMO “International Safety Management Code™) and industry
initiatives encourage it. Incident investigation is a process that is designed to help organizations learn
from past performance and develop strategies to improve safety.

The American Bureau of Shipping’s (ABS’s) MaRCAT™ (Marine Root Cause Analysis Technique)
marine incident investigation methodology presented in these Guidance Notes is designed for use in
investigating and categorizing the underlying causes of incidents, including accidents and near misses,
with safety, health, environmental, quality, reliability, production and financial impacts. Although the
examples used within these Guidance Notes are predominantly those having safety and health
impacts, the term “incident” is used to generically identify situations that have any one or more of
these types of consequences.

MaRCAT provides an effective and efficient approach for investigating marine incidents of any
magnitude. ABS developed the MaRCAT methodology by customizing and combining the best
techniques available and by proving and improving the overall approach through MaRCAT’s
application during numerous investigations. ABS’s MaRCAT approach to incident investigation
caters to the unique needs of the marine industry, including human element, machinery and
engineering, structural and security concerns. The objectives of the ABS MaRCAT approach are as
follows:

e Provide ABS Clients with a technique that will guide incident investigators in the conduct of root
cause analyses and in identifying, documenting and trending the causes of accidents and near
misses.

e Assist clients with the investigation of a variety of types (e.g., groundings, collisions, fires, etc.)
and sizes of incidents (minor to major, including near misses) related to their vessels and facilities
(ashore and at sea).

o Allow analysis of losses whether they are related to safety, the environment, human element
concerns, security, reliability, quality or business losses.

e Support Class-related activities such as ABS Safety, Quality and Environment (SQE) notation, as
well as the International Safety Management Code (ISM Code) and the International Ship and
Port Facility Security (ISPS) Code.

e Provide a technique that is sufficiently flexible to allow customization to a client’s own
management system, Health, Safety and Environment (HSE) programs or related initiatives.
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2 The ABS Incident Investigation Model: MaRCAT

The ABS Incident Investigation Model (See Section 1, Figure 1, “ABS Incident Investigation Model”)
encapsulates a process for conducting investigations following losses whether they are related to
people, structures, machinery, equipment, outfitting or other factors.

FIGURE 1
ABS Incident Investigation Model
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Note:CAR is an acronym for Corrective Action Request

3 Scope of the Guidance Notes

The focus of these Guidance Notes is on the application of structured analysis techniques, including
the use of ABS’s Marine Root Cause Analysis Map, to the incident investigation process. There are
two levels of analyses that can be used as part of the incident investigation process: apparent cause
analyses (ACAs) and root cause analyses (RCAs). Root cause analyses involve a deeper level of
analysis than apparent cause analyses. The sections in these Guidance Notes generally apply to both
levels of analyses. For example, data gathering is performed for both apparent cause analyses and root
cause analyses. However, more effort is usually required to gather data for a root cause analysis than
for an apparent cause analysis. This is usually true for most analysis activities.

These Guidance Notes provide instructions for the performance of incident investigation activities,
including:

e Incident Investigation Initiation. How to determine if an incident has occurred, then how to
classify and categorize the incident, and how to decide whether to conduct an in-depth
investigation.

e Data Gathering. How to collect data related to people, processes, procedures, documents,
position of the vessel and physical evidence associated with an incident.
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e Data Analysis. How to analyze incidents to determine causal factors using tools such as causal
factor charts, fault trees and the 5-Whys technique. Guidance is also provided regarding the
identification of root causes, using the ABS Marine Root Cause Analysis Map.

o  Generating Recommendations. How to document causal factors and root causes identified during
an analysis, including how to identify what changes may be needed to enhance management
systems and reduce risks.

e Reporting and Trending. How to archive findings and recommendations to allow review and
trending of incident patterns after some period of MaRCAT use.

4 Contents of the Guidance Notes

These Guidance Notes focus on ten aspects of incident investigation. These Guidance Notes also
discuss the process for setting up an incident investigation program. The Guidance Notes Sections are:

o Section 2, Basics of Incident Investigation presents a basic overview of the MaRCAT (e.g.,
Marine Root Causes Analysis Technique) investigation process. It describes the reasons why an
organization should perform investigations.

e Section 3, Initiating Investigations describes the steps the organization must perform before the
actual investigation is begun, such as setting up processes for incident classification and team
selection.

e Section 4, Gathering and Preserving Data provides guidance for gathering and preserving the
different types of data that are usually collected as part of an investigation.

e Section 5, Analyzing Data discusses three different methods (fault tree analysis, 5-Whys analysis
and causal factor charting) for analyzing the data that have been collected.

o Section 6, Identifying Root Causes describes the use of ABS’s Marine Root Cause Analysis Map
to assist in the identification of the underlying causes of incidents.

o Section 7, Developing Recommendations explains the different types of recommendations that
should be developed to ensure that the highest return is obtained from the analysis.

o Section 8, Completing the Investigation describes the activities that should be performed to
complete an investigation.

o Section 9, Selecting Incidents for Analysis provides guidance on selecting appropriate incidents
for analysis

e Section 10, Results Trending, explains the factors that should be considered when setting up an
incident investigation trending program. Trending will allow an organization to look across all the
investigations that have been performed and see if common factors are related to different
incidents.

o Section 11, Developing Incident Investigation Programs describes the process of setting up the
overall investigation program.

Additional information that can help the reader to use the MaRCAT approach is provided in the
following Appendices. The Appendices include:

o Appendix 1, Marine Root Cause Analysis Map Guidance describes each segment of the Marine
Root Cause Analysis Map and presents detailed descriptions of the individual items or nodes on
the map. The ABS Marine Root Cause Analysis Map itself is included as an insert at the back of
these Guidance Notes.
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Appendix 2, Fault Tree Details provides in-depth information about the use, development and
construction of fault trees. Some example fault trees are also included. This Appendix
supplements information provided in Section 5, “Analyzing Data”.

Appendix 3, Causal Factor Charting Details provides in-depth information about the use,
development and construction of causal factor charts. Some example causal factor charts are also
included. This Appendix supplements information provided in Section 5, “Analyzing Data”.

Appendix 4, Marine Organizations of Interest provides listings of marine organizations (and
website addresses) that may provide additional information to those interested in learning more
about incident investigation.

Appendix 5, Acronyms and Abbreviations defines those used in these Guidance Notes.
Appendix 6, Glossary provides definitions and notes on terms used within these Guidance Notes.

Appendix 7, MaRCAT Toolkit provides summary guidance and resources such as checklists and
forms that can be used to document incident investigation activities. This same material can be
obtained electronically from the ABS website at “http://www.ecagle.org/rules/downloads.html”
under the publication entitled “ABS Guidance Notes on the Investigation of Marine Incidents”.

Appendix 8, Cross References between ABS Root Cause Analysis Map and Industry Standards
provides a cross-reference between the ABS Root Cause Analysis Map and industry standards
such as ISM, ISO documents API RPTS and OCIMF TMSA.

5 Terminology

The same terms, relating to incident investigations, are often used differently by different
investigators, different organizations or sometimes within the same organization. For the purpose of
clarity, a listing of terminology complete with definitions and notes is provided so that the user of
these Guidance Notes can better understand the information within the context in which it was
created. Section 1, Figure 2, “Relationship of Incident Investigation Terms,” is provided to show the
interrelationship of the various terms defined here.

FIGURE 2
Relationship of Incident Investigation Terms
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5.1 Incident

An unplanned sequence of events and/or conditions that results in, or could have reasonably resulted
in, a loss event.

Notes:
o This definition includes both accidents and near misses (defined below).

e Incidents are a series of events or conditions that contain a number of structural/machinery/
equipment/outfitting problems, human errors, external factors as well as positive actions and
conditions.

e An incident can be depicted using a timeline that includes the events and conditions that occurred
during the incident. However, it also includes information about the context in which the events
and conditions were performed.

5.2 Consequences

Undesirable or unexpected outcomes may result in negative effects for an organization. These
consequences can range from minor injuries to major events involving loss of life, extensive property
loss, environmental damage, and breaches related to security.

Notes:

o Negative effects can include property damage or loss, personnel injury or illness, spills, loss of
marine commerce, loss of reputation, etc. Consequences can be of different magnitudes. For
example, grounding can result in no damage to the vessel and just a short delay in completing the
voyage. Another grounding can result in hull damage and a large release of cargo. The same
level of effort may be put into investigating these two incidents, the first based on the potential
consequences (a near miss) and the second based on the actual consequences (an accident).

e The consequences and potential consequences of the incident should determine the level of effort
to invest in the analysis.

5.3 Loss Event
Undesirable consequences resulting from events or conditions or a combination of these.
Notes:

o Loss events will appear as statements within fault trees, 5-Why trees or causal factor charts. They
are developed by the investigator/investigation team to define the scope of the investigation or
analysis.

o The way the loss event is stated and understood will define the scope of the incident analysis. For
example, selecting engine failure as the loss event will result in focusing on the engine failure.
Selecting vessel grounding after engine failure as the loss event will result in focusing on the
engine failure as well as the grounding incident. Selecting oil release after grounding following
engine failure as the loss event will result in the investigation of all three aspects of the incident.
Because of this, the loss event should be stated carefully and be precisely defined. A loss event
definition that only includes the immediate consequences results in recommendations that are
fairly narrow in scope. A loss event definition that also includes the subsequent consequences of
the incident results in recommendations that are broader in scope.

e Multiple loss events may be identified as part of a single investigation. Multiple loss events are
usually needed when there are different types of consequences and/or the consequences affect
different stakeholders.

o Consequences of loss events can be realized immediately, or they can be delayed (for example,
future expenses incurred during repairs and costs of lost time of a vessel in service).
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5.4

5.5

5.6

5.7

Accident

An incident with unexpected or undesirable consequences. The consequences may be related to
personnel injury or fatality, property loss, environmental impact, business loss, etc. or a combination
of these.

Near Miss

i) An incident with no consequences, but that could have reasonably resulted in consequences
under different conditions.

OR

ii) An incident that had some consequences that could have reasonably resulted in much more
severe consequences under different conditions.

Notes:

e An incident can be both an accident and a near miss, an accident because it has immediate
consequences, but also a near miss because the incident could have resulted in more severe
consequences.

e Everyone in the organization needs to have an understanding of how near misses are defined by
the organization so that they can report appropriate incidents that meet the definition. An incident
can not be investigated if it is not reported. Examples of what is and what is not a near miss are
usually required. To define a event that “almost was” is difficult, but near misses can be
operationally defined, for example, a near miss can be operationally defined as:

- Passing a ship or fixed structure by 50 meters
- Touching soft bottom without grounding or stranding
- Restarting a lube oil system before vital system damage or failure occurs.

e [t should be evident that there are very many possible operational definitions for a near miss.
More global definitions are more easily achievable, such as:

- Anunexpected deviation from a passage plan
- A period of operations where emergency or unusual rapid action is required

- An event that, under more usual circumstances would have resulted in a loss

Event

A happening caused by humans, automatically operating equipment/components, external events or
the result of a natural phenomenon.

Note: Event descriptions typically include action verbs such as walked, turned, opened, said, radioed,
discovered, decided, saw, etc. If negative (an error, failure or external factor), then the event may also
be a causal factor, intermediate cause or root cause.

Condition
A state of being.

Notes:

e Includes process states, such as pressure, temperature, composition and level. Also includes the
state of training of an employee, the condition of supplies and cargo and the state of
equipment/structure/outfitting. If negative, then it can be a causal factor, intermediate cause or
root cause.

o These typically include passive verbs such as “was” and “were”. No time is typically associated
with a condition.
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5.8

5.9

5.10

5.11

5.12

Causal Factor

Structural/Machinery/Equipment/Outfitting problems, human errors and external factors that caused
an incident, allowed an incident to occur or allowed the consequences of the incident to be worse than
they might have been.

Notes:
e For a typical incident, there are multiple causal factors.
e (Causal factors are identified during the first stage of the analysis.

e Each causal factor is an event or condition for which steps should be taken to reduce or mitigate
its occurrence.

e For each causal factor, underlying causes will be identified and recommendations will be
developed.
Structural/Machinery/Equipment/Outfitting Problems

Structural/Machinery/Equipment/Outfitting performance that deviates from the desired performance
of the item.

Note: The definition is not failure to perform as designed, but failure to perform as desired. This
means that items can perform as designed and still fail or be degraded, because it fails to perform as
desired (i.e., there is a gap between actual and desired performance). By defining failures in this way,
structural/machinery/equipment/outfitting design issues can cause failures/degradations.

Human Errors
Performance of humans that deviates from the desired performance.

Notes:

e This definition is not a failure to perform as directed, but failure to perform as desired. An
individual can follow the procedure precisely and still perform a human error, because the
individual does not perform as desired (i.e., there is a gap between actual and desired
performance). In this situation, the procedure specifies the incorrect method for performing the
task.

e Human errors that are causal factors are might be performed by frontline personnel on the vessel.
Human errors performed by support organizations and management are commonly classified as
root causes.

External Factors

Issues outside the control of the organization. Examples include uncharted/unknown hazards to

navigation, some sea or weather conditions, suicides or homicides and external events.

Intermediate Cause

An underlying reason why a causal factor occurred, but it is not deep enough to be a root cause.

Note: Intermediate causes are underlying causes that link causal factors and items-of-note to root
causes.
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5.13

5.14

5.15

5.16

5.17

5.18

Item-of-Note (ION)

A deficiency, error or failure that is not directly related to the incident sequence that is discovered
during the course of the investigation.

Note: 10ONs are usually at the causal factor or intermediate cause level. IONs are similar to audit
findings. If left uncorrected, these IONs may become causes of future incidents. Underlying causes
and recommendations can be developed for IONs as part of the investigation. Some organizations
assign responsibility for causal analysis of IONs to the individual departments.

Root Cause
Deficiency of a management system that allows the causal factors to occur or exist.
Notes:

e Root causes must be within the control of management to address. For a typical causal factor,
there are one to four root causes.

e Root causes are usually as deep as a typical root cause analysis will go in attempting to identify
the underlying causes of an incident. Organizational culture issue, which are deeper than root
causes, could also be identified and addressed, but most root cause analyses do not go to this level
because developing effective recommendations at the organizational culture level may be
difficult.

Management System (MS)

A system put in place by management to encourage desirable behaviors and discourage undesirable
behaviors.

Note:  Examples of management system elements include policies, procedures, training,
communications protocols, acceptance testing requirements, incident investigation processes, design
methods and codes and standards. Management systems strongly influence the behavior of personnel
in an organization.

Safeguard

A physical, procedural or administrative control that prevents or mitigates consequences associated
with an incident.

Note: These are physical, procedural and administrative systems controlled by the organization’s
management systems. For example, a design process (the management system) will result in
installation of dual electric generators (the safeguard). The procedure development process (the
management system element) will result in a procedure on how to perform vessel loading of fuel (the
safeguard).

Recommendation

A suggestion to develop, modify or enhance management systems or safeguards.

Note: Recommendations can be made to address the causal factor, intermediate cause and/or root
cause levels of the incident. Recommendations are the most important product of the analysis. They
are what will be implemented to change the organization’s behavior and prevent recurrence of the
incident or to minimize the consequences of the incident.

Resolution

The disposition of a recommendation.

Note: Often, recommendation resolution results in implementation of the recommendation. However,
resolution could also result in implementing an alternate recommendation or no action at all.
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5.19 Root Cause Analysis (RCA)

An analysis that identifies the causal factors, intermediate causes and root causes of an incident and
develops recommendations to address each level of the analysis.

5.20 Apparent Cause Analysis (ACA)

An analysis that identifies the causal factors for the event and develops recommendations to address
them, but does not necessarily identify the root causes of the incident.
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SECTION 2 Basics of Incidents and
Investigations

1 The Need for Incident Investigation

Question: If an organization has never had a means for formally investigating incidents and yet still
learns something from past mistakes, why is a structured approach needed? Why should time be
invested in performing an incident investigation?

Answer: While something may be learned from every incident by performing even a cursory
investigation, much more can be learned by using a more structured approach. If the structured
approach is efficient, the user can obtain an increased level of learning without much additional effort.

1.1 Rationale for Taking a Structured Approach to Incident Investigation

Unstructured approaches can allow an organization to prevent the same incident from recurring, but
often unstructured approaches simply delay the recurrence (or change the specifics of) the incident.

Example 1. A bearing on a pump fails. During an unstructured analysis, when it is discovered that a
pump failed because of a bad bearing, the bearing would be replaced and the pump started again. But
with this approach was anything learned from this failure? No. How might something be learned? One
means would be to ask questions in a structured fashion, such as:

e Why did the bearing fail?

e  Was the correct bearing for the pump used?

e Was it installed correctly?

e  Was the bearing made of the correct material?

e If it is made of the wrong material, how did our organization allow that to occur?
e Why did a bearing of the wrong material get installed?

o How is it determined which bearings to use when a repair is needed?

The answers to all of these questions allow a more thorough analysis of the incident.

Example 2. A deckhand slips and falls on the deck. Once medical treatment is administered, is there
anything else that should be done? How can something be learned from this incident? Applicable
questions that could be used to further examine the situation could include:

e  Where did the person fall?
e  What were the deck conditions?
e  What was the weather like?

e  What shoes did the person have on?
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¢ Did any of these factors contribute to the incident?
e Are there conditions like this on other vessels in our fleet that could prove problematic?

e What can be done by the organization to prevent or minimize the consequences of this type of
incident?

Yet many within an organization might question, “Why should we take the time to answer these
questions? The equipment has been repaired and the deckhand is working again. In addition, the
deckhand has been told not to fall down anymore (to be more careful). Aren’t we done?”

Depths of Analyses

A structured or systematic approach to incident investigation allows a deeper look into management
and work processes to determine the underlying causes of incidents. This allows more fundamental
changes to be made in processes. Section 2, Figure 1, “Task Triangle Showing Possible Depths of
Analyses,” shows potential levels of analyses. At the top, human errors, problems (including those
related to structure, machinery, equipment or outfitting items) and/or external factors are analyzed.
Farther down in the triangle are more fundamental causes and aspects of organizations. These include
controls for the task and for the process. Eventually management systems and the organization’s
culture can be analyzed. Analyzing deeper into the triangle allows organizations to increase the level
of learning about how the organization functions and, therefore, develop corrective and preventative
actions that are more fundamental in nature and broader in scope. These fundamental changes allow
problems to be solved once instead of several times.

Vessel operations actually consist of many hundreds or thousands of these triangles, one triangle for
each task. Section 2, Figure 2, “Overlap of Multiple Task Triangles,” shows three task triangles. The
triangles have some areas in common and some that are not. At the bottom levels of the triangles, the
three task triangles have more in common with each other. All share the same organizational culture.
The different tasks have many management systems in common. As one moves to higher levels, there
is less and less in common between the tasks.

To demonstrate how the commonality of management systems could affect different tasks, suppose
that there is a problem with one aspect of a management system. For example, a limitation in a
maintenance scheduling system could make it difficult to assign personnel to tasks. As a result, some
maintenance tasks may not get completed on schedule. This could affect not only the proper
performance of the maintenance tasks, but it could impact operational tasks too. If an equipment
failure occurs because of lack of proper maintenance, operational workarounds might be used that
could also lead to losses. If this management system issue is situated at Location 1 on Section 2,
Figure 2, then it is in the task triangles for all three tasks. This management system problem will make
performing all three tasks difficult, resulting in an increased potential for human errors and failures
for all three tasks.

Traditional problem solving would try to correct the situation at the human error, failure/degradation
or external factor level. To do so requires solving the problem multiple times (whenever an error is
committed during performance of any of these tasks).

What if an incident investigation went deeper into the task triangles and solved the problem at the
management system level? This only requires solving the problem once. Solving the problem once is
much more efficient than solving it three times.
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Structured Analysis Process

First, the problems at the top of the task triangle almost always make themselves known without
having to do in-depth analysis. For example, a human error results in a failure of the pump or the
failure of the pump itself causes a loss of propulsion. In both cases, not much investigation has to be
done to figure out what to correct. In the case of trying to solve the problem at the management
system level, some investigative work will need to be done. The symptom (the failed pump or loss of
propulsion) can be seen at the top of the task triangles, but the causes are buried within deeper levels
of the triangle. Some work (an investigation) will need to be done to identify what is happening at
these deeper levels. The question, “What is it about the way we operate our business or vessel that
caused or allowed this to occur?” must be answered. If an answer to this question can be found, the
investigation will have dug deep into the task triangle. This will allow the issue to be addressed once,
not three times. In addition, the problem will be solved the first time so that the other two failures can
be avoided.

So the tradeoff is this: do more work now to understand the underlying causes and solve them. In
return, solve one problem instead of many and avoid future failures. Avoiding failures allows (vessel)
operations to run more smoothly, allows personnel to plan with more confidence and reduces the
stress associated with always having to “fight the latest fire.”

Selecting Incidents to Investigate

Although root cause analysis (RCA) is a good process, sometimes the investment in the up-front
analysis will not provide enough return in the end to justify the investment in an investigation. For
example, suppose that a light in a passageway burns out. Should a root cause analysis be done? Will
digging deeper into the levels of the task triangle help solve the problem once and avoid future losses?
Will it help with understanding how to change our operations to prevent or minimize the
consequences of this failure? Probably not. When bulbs fail after an expected lifetime, they are
replaced. Even if one or two burn out prematurely, there is probably not much to be learned from an
investigation into why this occurred. For lights in passageways, the consequences of the failure of the
bulb are small enough that the failure can be tolerated for a short period. For this particular failure,
one could choose to wait for the failure to occur and then respond to it by replacing the bulb. Could
some proactive strategy be identified for preventing bulb failures? Maybe, but it probably would not
be worth the effort because the consequences of the failure are so small.

So, rather than investigate every incident, when should investigations be undertaken? There are three
types of incidents that should be analyzed in depth.

o The first type is the large consequence incident. For these incidents, the actual consequences are
large enough that a single incident is intolerable to the organization. Examples of this type of
incident would be groundings, allisions, collisions, fatalities, lost-time accidents and
environmental spills.

e The second type of incident is a near miss to one of these large consequence incidents. Often
these are referred to as near-miss (or near-hit) incidents. The actual consequences of the actual
experienced incident are small, but there is a reasonable potential for a large consequence.
Examples of these types of incidents might include near-miss allisions, near-miss groundings,
medical treatment incidents and small spills with the potential for a much larger spill. Individuals
involved in such incidents may say, “It was lucky that ...” or “I’m glad this happened out at sea.
If this had happened during close maneuvering, we would have rammed something for sure” or
“We’re lucky this happened when we were empty. If we had been full, we would have been
leaking stuff all over.” For these types of incidents, it is prudent to investigate proactively before a
large loss occurs.
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e The third type of incident is actually a set of incidents. In this case, there are a number of small
incidents that collectively add up to something big. As with the example above, if a passageway
light burns out, there probably wouldn’t be too much thought about it and a root cause analysis
would not be performed. On the other hand, if 150 lights all burned out in the last week, there
would probably be enough concern to warrant an analysis. Something new is going on in the
lower levels of the task triangle, and it would be important to figure out what it is before replacing
another 150 bulbs.

3 The Investigation Thought Process

Incident investigations require a different thought process than is often used in solving the small daily
problems that are encountered. This section describes the differences between incident investigations
and traditional problem-solving approaches, as well as the approach needed to perform a good
analysis.

3.1 Differences Between Traditional Problem Solving and Structured Incident
Investigation

Not only are the outcomes of an incident investigation fundamentally different from traditional
problem solving, the overall approach is different, too. Section 2, Figure 3, “Differences Between
Traditional Problem Solving and Structured Root Cause Analysis,” shows some of the differences
between the two approaches.

In traditional problem solving, the approach to gathering, organizing and analyzing data is usually
unstructured. As a result, the conclusions and recommendations that are generated are often
ineffective in preventing or mitigating the incident. In addition, the recommendations usually focus on
correcting the individual and ignore the environment in which the individual performs the task.

An incident investigation approach looks at all of the factors that affect the performance of the task:
the individual, the work environment and processes, the structure, the machinery, the equipment, the
outfitting and external factors. Effective solutions often involve changes to the way the organization
functions or how it deals with external factors. Traditional problem-solving approaches lack the
structure and rigor to ensure the identification of effective solutions that are logically connected to the
causes of an incident.

3.2 AnIncident Investigation Approach to the Analysis

When performing an incident investigation, the investigator must question many of the “givens” of a
situation. In a proactive analysis, such as a process hazard analysis or reliability analysis, many
assumptions are made to expedite the analysis. However, assumptions should be questioned when
performing incident investigations.
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The following are examples of common questions that must be asked when performing an incident
investigation to prevent making assumptions about the organization:

e Have changes to vessel design been adequately addressed? Often changes are made to a vessel
after initial design work is completed or delivery has been taken. Such changes can affect how
the vessel operates or responds or how the machinery systems work. Changes in procedures may
also affect operations. Have such changes been made?

e Have changes in operation been adequately addressed? Changes to structure, machinery,
equipment or outfitting may have been made to address changes in organizational needs and
economic pressures to haul different cargo or operate under different environmental conditions
than originally anticipated.

o Are personnel well trained? 1t is assumed that personnel are well trained to perform the majority
of the tasks they encounter. However, changes from the normal situations and practices are often
not addressed in the training or procedures provided to personnel.

e Are written procedures accurate and clear? Procedures are always clear to those who wrote the
procedures. However, they are often vague and unclear to those who use them. As a result, users
are forced to interpret the procedures for situations not explicitly covered by the procedures.

e Are policies enforced? Many policies are written but not enforced by the organization. As a
result, there are often many deviations from these written and unwritten policies.

In addition, there may be other items that are not properly understood by personnel. Two examples of
such circumstances are provided below.

o Example 1. A tank has two level sensors, one for normal operations and one for a safety cutoff.
The normal indication has a span that is the same as that of the tank. However, the safety system
has a much narrower range; it can only detect level in the top 25% of the tank. This is fine
because the only function of the safety system is to provide an independent cutoff of flow into the
tank to prevent an overflow. Maintenance personnel are directed to set the safety system to 80%.
The person who wrote the procedure meant this as 80% of the tank level (20% of the output of the
level sensor). However, the maintenance personnel assumed this to be 80% of the span of the
detector (80% of the output of the sensor), so they set the system to actuate at 95%. As a result, a
small spill occurred.

e FExample 2. Personnel have two temperature detectors to monitor the temperature of the cooling
oil. When the temperature gets too high, they are supposed to operate an auxiliary oil cooler.
However, too much cooling of the oil is also a problem, so the auxiliary cooler should not be used
when it is not required. The procedure only tells the personnel to operate the auxiliary cooler
“when the local temperature indicators read more than 130°F (55°C)” It is clear that when both
indications are above 130°F (55°C), the auxiliary cooler should be turned on. However, what
about the situation where one indication is above 130°F (55°C) and one is below 130°F (55°C)?
What should the personnel do under these conditions? What will the personnel do? Will different
personnel respond to this situation differently?

No possibilities within the scope of the investigation should be prematurely excluded. Often the root
causes of incidents are deficiencies in the management systems that are designed to ensure that these
assumptions will be valid. The investigation process is designed to ensure that assumptions are
questioned and confirmed by the investigator.
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Incident Investigation within a Business Context

Root cause analysis (RCA) is just one of many activities that an organization should undertake.
Section 2, Figure 4, “Relationship Among Proactive Analysis, Reactive Analysis and Management
Systems,” shows three general activities that an organization needs to operate: proactive analysis,
reactive analysis and management systems.

FIGURE 4
Relationship Among Proactive Analysis, Reactive Analysis
and Management Systems

-

PROACTIVE ANALYSIS \ / MANAGEMENT SYSTEMS \

* What changes should be made to the proactive analysis process and the management
system to adequately control risk?
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* What could go wrong? management system elements include:
* What are the consequences of these »| * Equipment design Operation of the facility
incidents? * Maintenance strategies, methods, and in accordance with the
* What could cause these consequences? procedures management system
* How likely are these consequences? * Administrative processes
* Training
k ) Qmployee screening j
A J
( REACTIVE ANALYSIS (Incident Investigation/Root Cause Analysis) \ A

Perform reactive analysis to identify improvements in the safeguards to prevent and mitigate the

associated consequences to adequately control risk

* What did go wrong? Unacceptable failures,
* What were the consequences of these incidents? losses, and

* What caused these consequences? inefficiencies

J
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Proactive analysis is designed to determine what might go wrong and how can strategies be developed
to avoid these losses or reduce the losses to acceptable levels. Proactive analysis methods include
failure modes and effects analyses, reliability-centered maintenance analyses, what-if analyses and
human reliability analyses. The results of these assessments are usually implemented through
management systems, such as design control processes, maintenance strategies, procedure
development processes and human resources policies.

The management systems are designed to minimize the probability and/or the consequences of a loss.
In addition, they are designed to maximize efficiency, profitability and employee satisfaction. The
results of using these management systems are the procedures, training, equipment, communications
protocols, procurement processes and maintenance strategies that are used in daily vessel or dock
operations.

If the proactive analysis has been done well and the resulting management systems have been
implemented perfectly, there would be no need to do reactive analyses. Because it is impossible to
perform a perfect proactive analysis or implement management systems perfectly, losses do occur.
When they occur, these can be investigated using reactive analysis methodology, Root Cause
Analysis. The results of root cause analyses are fed back into the first two types of activities described
above. Root cause analyses result in improvements in how proactive analysis is performed or lead to
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changes in management systems used to control work processes. All of these tools are closely related
to each other. Having a great incident investigation program is not enough. Unless the results of the
investigation are fed back to improve the proactive analyses and management systems, the effort put
into the investigation will be wasted.

Incident investigation methods are typically used to discover underlying reasons for poor or
undesirable performance. However, these same methods can be used to discover the underlying
factors that contribute to positive aspects of the operations. For example, if it is found that the
methods used to track crew qualifications on one vessel are working very well, the incident
investigation technique could be used to discover what factors contribute to this positive performance.
Then, improvements can be made with proactive analysis and management systems to take advantage
of this knowledge on other vessels and in other parts of the organization.

5 The Elements of an Incident

Every process has a number of key stakeholders. A key stakeholder is anyone who is interested in the
performance of the system. Key stakeholders can be interested in safety, environmental, quality,
reliability and financial performance. An incident is an unplanned sequence of actions and conditions
that results in, or could have reasonably resulted (a near miss) in, consequences for a system
stakeholder.

Incidents result in unintended consequences. They occur as the result of a combination of human
errors, structural/machinery/equipment/outfitting problems and/or external factors that occur within
the context of the work environment. These incidents have significant impacts on equipment/property,
business continuity, safety/health and the environment. Generally, they have underlying causes that
create error-likely situations for people and vulnerabilities for equipment.

Organizations have many methods for protecting themselves against these loss events, including
hardware, procedural and administrative controls. The types and complexity of the controls depend on
the perceptions of the risks. The proactive analyses influence the organization’s perceptions of the
types and magnitudes of the risks. Incidents occur when the safeguards for unacceptable risks are
deficient, missing or fail. Sometimes safeguards are not incorporated because the proactive analysis
did not result in the proper identification or understanding of the risks.

Another common cause is the result of changes that introduce unidentified risks or defeat safeguards
(failure in management of change). Management of change programs can often control the risks
associated with single changes. However, proactive analysis of the synergy of the changes is very
difficult to perform. Therefore, reactive analyses are often required to understand these adverse
cumulative effects.

6 The Goal of the Incident Investigation Process

The overall goal of the incident investigation process is to ensure that the proper safeguards are in
place and functioning to prevent and mitigate incidents. If adequate safeguards are provided, any
losses that do occur will be acceptable losses. This is the same goal as proactive analysis.

Individuals in the organization may have specific investigation objectives, such as the following:
e Protect the safety and health of workers and the public

e Preserve the organization’s human and capital resources

e Improve quality, reliability and productivity

e Ensure continued service to clients and customers

e Comply with regulatory and insurance requirements
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e Comply with organizational and industry policies

e Respond to legal, regulatory, organization, community and/or employee concerns

¢ Educate management, staff and employees

¢ Demonstrate management concern and promote employee involvement

e Advise others of unrecognized risks and/or more effective risk management strategies

All of these specific objectives are enveloped by the overall goal of ensuring that adequate safeguards

are developed and are functioning within the organization.

The MaRCAT Marine Incident Investigation Process

Section 2, Figure 5, “The MaRCAT Marine Incident Investigation Process,” shows an overall process
diagram for the MaRCAT Marine incident investigation process. This process applies to incidents of
all types (safety, quality, reliability, environmental) although the implementation of the individual
steps may be somewhat different for each type of incident. The steps also apply to incidents of various
magnitudes. In other words, the process applies to small investigations that involve one person and

last a few minutes and also to those that involve a large team and last for several weeks or months.

Again, the steps in the process will be implemented differently, depending upon the depth of the

analysis. An overview of each step is provided below:

Investigation
Needed?
(Section 2)

Generate a
CAR*?
(Section 3)

_Yes

No

A 4

No formal
analysis

20

Step 1

Analyze now?\Yes
(Section 9)

FIGURE 5

The MaRCAT Marine Incident Investigation Process

Step 3 Step 4 \Step 5 s
Step 2 T j """" “_\' = l\tep 6
T 1
*Initiate * Identify root Develop
. o Gather data Analyze data .
investigation : ; > causes [—Pp{recommendations
(Section 3) (E2Elm ) (EEiEm ) (Section 6) (Section 7)
A l l
’T’Yend incident Trend root Step 7
SteP 914@&%_ causes P
(Section 10) || ®Section 10) | x
Analyze datak Step 8 Complete the
to find chronic l | Investigation
incidents (Section 8)
(Section 9)
t :
Enter into Follow up on
incident Step 10 mvest\gatlwon and
— resolve
datgbas1e recommendations
(Section 10) (Section 8)

*CAR is an acronym for Corrective Action Request
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7.1

7.2

7.3

7.4

7.5

7.6

Step 1: Should the Incident Be Analyzed Now?

The first decision to be made is whether an incident merits an investigation on its own. After
documenting some cursory information about an incident (e.g., Who? What? Where? Extent), a
decision should be reached as to whether an incident should be investigated. When the actual or
potential consequences of the incident are small, it may be sufficient to just enter the incident into a
database. If the decision is for “No Investigation Necessary”, relevant facts will be documented and
filed.

If the incident is deemed worthy of further investigation, a corrective action request (CAR) should be
started. Following the generation of a corrective action request (CAR) that formally reports an
incident, a decision needs to be made whether the incident should be analyzed now or if a later time
could be more appropriate.

The decision about whether to launch a full formal investigation or merely document facts is needed
in order for the organization to use its investigation resources wisely; that is, on those incidents where
the potential return on the investment is believed to be sufficiently large so as to justify a formal
investigation.

Step 2: Initiating the Investigation

In this step, preparation for conducting an investigation occurs. Activities in this step include ensuring
that there is a precise and agreed-upon definition of the issue, determining how much effort to invest
in the investigation, putting together a team and gathering the resources needed to perform the
investigation.

Step 3: Gathering and Preserving Data

In this step, data is gathered. There are five basic types of data: people, paper, electronic, physical and
position. Methods are available for efficiently and effectively gathering each type of data. These data
are vital for ensuring that an understanding can be reached about what, how, and eventually, why the
incident occurred. Some initial data analysis is also performed at this time.

Step 4: Analyzing Data

The MaRCAT methodology uses three basic tools to perform this step: the causal factor chart, the
fault tree and the 5 Whys technique. However, other tools can also be used, such as hazard and
operability analysis. Any of these analysis techniques can be used to organize the data that has been
collected in Step 3. The data analysis techniques also help identify the data that still needs to be
collected and the questions that need to be answered to understand the incident and its causes. By
specifically identifying the needed data, the data gathering and preservation step (Step 3) is made
more efficient. As a result, the data analysis step often sends us back to Step 3 to gather more data.
This loop may occur many times during an investigation. The end goal of this step is to identify the
causal factors.

Step 5: Identifying Root Causes

Once the who, what, where and when of the incident is understood and the human errors,
structural/machinery/equipment/outfitting problems and external factors that led to the incident have
been identified, the underlying causes of the incident can be understood. Root cause identification
methods assist us in probing deeply enough to understand the underlying causes of the incident.

Step 6: Developing Recommendations

Identifying causes is not enough. Changes need to be made that address each of the underlying causes
that have been identified. In this step, short-term, medium-term and long-term recommendations are
developed to address the causes identified in Steps 4 and 5. Measures to assess the effectiveness of the
recommendations are also developed.
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Step 7: Completing the Investigation

To complete the investigation process, everything needs to be pulled together in a report. In this step,
the results of the analysis are communicated to those who were not on the team. Then it needs to be
ensured that the recommendations developed in Step 6 are implemented. Finally, the investigation
process itself is critiqued and improved.

Step 8: Selecting Problems for Analysis

In this step, a method to select incidents for analysis is determined. Guidance is provided for
determining if an immediate analysis is performed or if the incident data are only documented or
trended. Investigation of near misses and chronic event analyses are also addressed.

Step 9: Trending

Steps 2 through 8 were performed on those incidents that had sufficiently large actual or potential
consequences to warrant an investigation on their own. This step looks at all the data from incidents
that have been analyzed, as well as all of those that it was decided not to analyze, to see if a group of
incidents should be analyzed together. Are the same types of problems occurring repeatedly? If so, it
may be decided that an investigation of this group of incidents is warranted.

Step 10: Following up an Investigation

Finally, once an investigation is completed and recommendations accepted, follow-up is needed to
determine the effectiveness of the implemented preventative and correction actions. No matter how
thorough the analysis, it is possible that the recommended actions are not completed or that they were
not effective is solving the original problem.

Developing an Overall Incident Investigation Program Management Issues

This step really surrounds the remaining steps. It asks, “Are the management systems put in place to
ensure that the other steps are properly performed?”

Levels of the Analysis: Root Cause Analysis and Apparent
Cause Analysis

Section 2, Figure 6, “Levels of Analysis,” shows the various levels of the analysis in a flow diagram
format. The analysis begins with an understanding of the sequence of events that led up to the
incident. The underlying causes (or the causal factors) of the losses are structural/machinery/
equipment/outfitting problems; human errors and external factors. Underlying these are the root
causes. However, it is not possible to move directly from causal factors to the root causes since there
will be a number of intermediate causes between the causal factors and root causes.

The analysis requires the identification of intermediate causes to connect the causal factors to the root
causes. Section 2, Figure 7, “Connection Between Causal Factors and Root Causes,” shows the
typical progression of the analysis down to the root cause level. This is consistent with the view of the
organization through the task triangles examined earlier.

Root cause analyses investigate the causes of the incident down to the root cause level. Apparent
cause analyses only investigate the causes of the incident down to the causal factor level. Apparent
cause analyses are typically performed on events with smaller consequences. Apparent cause analyses
may be time driven. In other words, a certain level of effort is allocated to the analysis. Root cause
analysis efforts are typically goal driven. The level of effort is determined by what it takes to achieve
the goal of the analysis.
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Analysis Levels

FIGURE 6
Levels of Analysis
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Summary

The goal of incident investigation is not only to understand the “what” and “how” of an incident, but
also why it happened. The analysis of an incident begins with the gathering of data. As the data are
gathered, they are organized and analyzed using causal factor charting, fault tree analysis or the
5-Whys technique (or other appropriate tools). The goal is first to identify the causal factors for the
incident. Causal factors are those contributors (human errors, problems and external factors) that, if
eliminated, would have either prevented the occurrence or reduced its severity. Once the incident is
understood, root causes are identified for each causal factor. Root causes are deficiencies of
management systems that allow the causal factors to occur or exist. Finally, recommendations are
developed and implemented to eliminate the root causes and prevent the causal factors from occurring
again.

Two levels of analysis can be performed. For an apparent cause analysis, the analysis only goes to the
causal factor or intermediate cause level. Root cause analyses identify deeper underlying causes.

Root cause analysis differs from traditional problem solving in that the root cause analysis approach is
more structured. The structure of the approach is intended to ensure that a more thorough analysis is
performed and assumptions are examined.
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SECTION 3 Initiating Investigations

1 Initiating the Investigation
Initiating an investigation or analysis involves many tasks. The following is a list of the typical tasks
involved. Each of these issues will be reviewed briefly.
e Notification
e Emergency response activities
e Immediate response
e Beginning the investigation
e Corrective action request (CAR)

e Incident classification

e Investigation management tasks
e Assembling the team

e Restart criteria

e QGathering investigation resources

Section 3, Figure 1 shows where initiating an investigation falls within the context of the overall
incident investigation process.

FIGURE 1
Initiating Investigations within the Context
of the Overall Incident Investigation Process
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Notification

A notification process is needed to ensure that all appropriate personnel are notified of the incident.
Designated individuals should report incidents to key individuals within an organization and outside
of the organization. Statutory requirements and organizational policies usually specify the personnel
who need to be notified, as well as the timing and content of such notifications.

A predefined process (often a contingency plan) should be used to perform internal and external
notifications. The organization should develop call lists and procedures to ensure that the correct
personnel are promptly notified of incidents. Individuals in the organization should know the internal
process used to report incidents and the types of incidents they should report. By completing internal
notifications promptly, the appropriate external notifications can be performed within the applicable
time requirements. Usually notification of these individuals is outside the scope of the investigation
team’s responsibility. Appendix 7 provides an Initial Call Checklist to illustrate some of the
information that should be documented.

Emergency Response Activities

Emergency response personnel cause problems for investigators. During performance of their duties,
they alter data. This makes it more difficult to recreate the sequence of events that led to the incident.
Despite the alteration of data, the primary goal during the emergency response phase must be
preventing further injuries, property damage and environmental impact. The investigation activities
should not be allowed to interfere with the proper performance of emergency response activities.
However, if the investigation can begin concurrently without interfering, hindering or delaying
emergency response activities, then preservation and collection of data can be performed in parallel.

The adequacy of the emergency response may or may not be within the scope of the investigation.
The instructions provided to the incident investigation team should specify if the team is supposed to
assess the adequacy of the emergency response. The loss events/conditions defined by the team will
also determine if emergency response will be within the scope of the investigation.

Immediate Response Activities

Some thoughts that should be kept in mind by the incident investigation team immediately following
an incident include:
e Ensure that actions of investigators do not lead to another incident.

e Follow all directions and limitations issued by the onsite incident commander.

e Follow all directions and limitations with regard to safe work practices for isolating energy
sources and controlling hazards.

e Remember that following an incident, there are often unusual hazards with the potential to create
dangerous situations.

e A job risk analysis or job safety analysis may have to be performed to determine how the
investigation activities can be performed safely.

Access to the incident site (and any associated records) should be controlled to preserve all relevant
incident data. Only personnel specifically authorized by investigation team personnel should be
permitted entry to the site.
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It is important to determine the data that may be useful in investigating the incident — equipment,
personnel, paper, photos, position information, electronic data, etc. — and preserve it for analysis. It is
prudent to preserve more than may seem necessary. Unneeded items can always be released later;
however, once released, the data from the item can often become useless. A timesaving approach is to
develop a generic list of data that are typically useful during investigations. A document entitled Data
Needs Checklist in Appendix 7 provides some suggestions for the types of data that might be useful to
collect. The checklist should be reviewed at the beginning of an investigation, The Data Needs Form,
also in Appendix 7, can be used to document data requirements. Data requirement can be based on the
Data Needs checklist, with entries added and deleted, as appropriate. During the investigation,
reference back to the checklist and entries on the completed Data Needs form is recommended..
Developing a Data Needs list should ensure that the incident investigation team does not forget to
obtain key data.

Once access to the incident scene is granted, the Initial Incident Scene Tour checklist and the Post-
Tour checklist provided in Appendix 7 can assist with focusing your attention on relevant items to
observe and document.

Preliminary photographs should be taken and/or initial sketches made of the incident scene. Having a
still camera and a video camera readily available will help in gathering preliminary data. Again, take
more photos than may seem necessary. Specific guidance for taking photographs and videos is
contained in Section 4, “Gathering and Preserving Data”.

5 Beginning the Investigation

The investigation should begin as soon as possible. Legal and organizational requirements may
impose a specific time limit. An investigation can get started even while emergency response
activities are still being conducted (as long as it does not interfere with emergency response
activities).

The loss events/conditions associated with the incident should be specifically identified. As noted in
Section 1, the definition of the loss event/condition determines the scope of the analysis, and the
magnitude of the consequences determines the level of effort. Therefore, a precise definition of the
loss event is vital to the success of the analysis. What equipment, structures, items, cargo and systems
were involved should be identified; as well as who was involved; when it occurred (day, date, time,
watch); and how much or how many were involved (how much material was released, how many
items were damaged).

Multiple loss events/conditions may need to be identified to address the different types of losses and
the different stakeholders affected by the incident. For example, a fire could damage equipment in one
area of the vessel. The smoke from the fire could be transported to another vital area of the vessel and
affect personnel there. The fire could also damage a portion of the cargo. Separate loss events will be
needed to address each of these. By having multiple loss events/conditions, it is ensured that the
causes of each are identified as part of the analysis.

Loss events/conditions are the starting point for causal factor charts, 5-Whys and fault trees.
Therefore, the issue of specifically defining loss events/conditions will be addressed in Section 5,
“Analyzing Data”.

6 Corrective Action Requests

For most organizations, the first step towards performing an investigation is the generation of a
Corrective Action Request (CAR). Although CARs can be generated for many reasons, some of the
CARs will result in triggering an investigation. (Note: Not all companies use the “CAR” acronym,
but the meaning is the same.)
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Reasons to Generate a CAR

CARs are often the first form completed when problems arise. CARs can be generated as the result of
the following activities:

6.1.1

6.1.2

6.1.3

6.1.5

Audits

Following the completion of an audit, nonconformities that need corrective actions are
identified. The CAR is initiated to document the corrective actions and relate the corrective
actions to the source (in this case, an audit).

Inspections

During inspections of materials, nonconformities may be identified that require further action
to resolve. As an example, a purchase order specifies Model 42XP breakers that are purchased
from Company A. During receipt inspection, it is noted that Model 52PX breakers from
Company B have been received. A CAR may be generated to determine if the substitute
breakers are acceptable for use.

Preventative Actions

CARs may be generated for preventative actions (e.g., near-misses, opportunity for
improvement or to alleviate conflicts within the management system).

Meetings

During meetings, corrective actions may be identified. By generating a CAR, the action items
can be easily tracked.

Training/Drills

During training and drills, performance problems may be identified that require corrective
actions to resolve. Generation of a CAR identifies these corrective actions and allows them to
be tracked.

Incident

When a performance problem is observed in the field, a CAR is generated to identify and
track any additional actions that are needed to respond to the incident.

Typical Information Contained in a CAR

CAR formats vary somewhat from one organization to another. However, the forms typically contain
information such as the following:

e Source/type: audit, inspection, meeting, training, drill, incident

e Audit, investigation, inspection, meeting, training or drill: date, reference number and initiator

o Title

e Description

e Immediate corrective actions taken (i.e., to stabilize the situation or fix the broken item)

e Remarks/comments

e Category

e Applicable regulations/standards

e Status (pending review, approved, etc.)
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e Corrective actions (recommendations)
Description
Assigned to
Date to be completed
Follow-up actions
Date verified

A CAR can be generated in response to any of these items. As part of generating the CAR, corrective
actions can be developed and assigned to individuals. If a more detailed analysis of the issue is
desired, an incident investigation can be performed for any of these issues. For example, an incident
investigation could be performed to determine what caused the nonconformities that were identified
by an audit. An incident investigation could be used to determine why substitutions occurred during
the procurement process. An incident investigation can also be used in the traditional sense, following
a typical safety or reliability incident.

As shown on the process flow diagram (Section 3, Figure 1, “Initiating Investigations within the
Context of the Overall Incident Investigation Process”), the CAR process is not considered part of the
investigation process itself. This is because CARs can be generated from many different processes, as
described above. For root cause analyses, the CAR is only used to start the process.

6.3 Using the CAR in the Incident Investigation Process

As can been seen from the information normally contained in a CAR, an entire analysis can be
performed with the CAR process. The process is much more simplified than an Apparent Cause
Analysis or Root Cause Analysis approach. However, it certainly is appropriate for situations where
the organization believes there is not much to learn from a more detailed analysis of the situation.

If more details on the sequence of events, the interactions between personnel, the interactions of the
management systems and the underlying causes of the incident are needed to generate effective
corrective actions (recommendations), then an Apparent Cause Analysis or Root Cause Analysis) is
probably appropriate.

The incident reported by the CAR is then assessed against the incident classification criteria discussed
in the next subsection.

7 Incident Classification

Once the loss event/condition and consequences are defined, the incident should be classified. By
classifying the incident, the organization can appropriately allocate resources to the investigation,
identify a qualified team leader and determine team composition (e.g., organizational personnel,
outsiders, contractors as required). Typically, the classification scheme is based on the actual or
potential consequences of the incident. Organizations typically define two or three levels of analysis.

For each level, the organization provides guidance on the amount of effort appropriate for the
analysis. For example, for the lowest level of analysis, a single individual may spend less than one
hour and complete a standard report form. For the highest level of analysis, a team of six personnel
may spend weeks determining the deep underlying causes and developing a detailed report of their
findings.. Example investigation plans are provided in Appendix 7 that can aid with either Simple or
Detailed Investigations.

Setting up classification schemes can convey clear expectations for investigations. Classification
schemes can account for all types of losses. For example, thresholds can be identified for safety,
reliability, environmental, security and quality incidents. Section 3, Table 1, “Incident Classification
Criteria,” shows some sample classifications.
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TABLE 1
Incident Classification Criteria
Applicable
Operations Complexity Type of Incident Severity Regulation

High Accident Multiple fatalities/serious IMO
« Inerting « Collision injuries + SOLAS
* Vessel gas freeing « Spill/Release Fatality « MARPOL
* Maneuvering * Grounding Injury + ISM

- traffic » Explosion » Hospitalization + STCW

- restricted waters + Fire * Lost time accident *» COLREGS

- weather * Sinking * Recordable + ISPS
+ Tanker operations + Personnel harm * Medical treatment only ILO
* Bunkering Near miss + First aid Flag Administration
+ Stability calculations * Near collision Evacuation Port State
» Cargo operations » Dragging anchor Abandonment Port Authority

- start up * Failure of critical safeguard Reportable Class Society

- rate down * Challenge last line of defense | Level of business None
+ Hazardous materials use/storage | * Serious process excursion Z}tleg : :’i tion/product
Moderate Other
* Navigation at sea * Machinery upsets Levels of equipment damage
+ Engine operation * Quality variations
* Maintenance activities + Downtime
Simple
+ Taking on stores
» Housekeeping

30

Investigation Management Tasks

From a project management standpoint, incident investigations should be treated like any other
project. All of the problems that can be encountered during any other project can also be encountered
during an incident investigation. However, because of the short time frame involved, any problem that
is encountered during an incident investigation tends to have larger, more immediate effects. Incident
investigations should have a project manager and project staff with clearly stated goals from the
individual or group commissioning the investigation. This helps keep the investigation on track.

Like any other project, ill-defined goals will often result in the team failing to meet the objectives that
were expected of it. Although it may initially appear to be a waste of time, determining a very specific
goal generally pays off in the end by eliminating any investigation efforts that are not within the scope
of the analysis.

Like any other project, the team leader should establish schedule requirements and commitments and
arrange for funding consistent with the objectives, scope and schedule. In addition, the team leader
needs to assign roles and responsibilities to the team members and augment the team with outsiders,
as required. Communication protocols and logistics arrangements should also be handled by the team
leader.

All of these investigation management issues are dealt with on both small and large investigations.
However, for the small investigations, only a few moments may be spent on these planning tasks. The
Team Leader Responsibilities Checklist, included in the MaRCAT Toolkit in Appendix 7, lists
specific tasks the team leader should address. Other forms are provided that can assist with
investigation management, such as an Investigator’s Log, Open Issues Log, meeting forms and a
Contacts form.
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9 Assembling the Team

The composition of the team depends primarily upon the characteristics of the incident (recall the
classification scheme discussed above). Teams can range from a single investigator to a large,
multidisciplinary group of onboard, shore-based, corporate and/or outside personnel. The largest
workable team usually has a core group of about eight. However, two to six is the optimum number.
Other people may assist the team, but they usually have very specific tasks assigned to them.

A typical team consists of shipboard personnel, operations personnel, naval architects, marine
engineers, safety/reliability/quality department representatives and an individual with investigation
expertise. Many others can help with the investigation, even if they are not on the team. Examples
include vendor representatives, fire investigators, chemists, company attorneys, instrument designers,
reliability engineers/specialists and technicians.

In general, individuals who have one or more of the following characteristics should NOT be on the
investigation team:

e People too close to the incident. They often cannot see what occurred during the event because
they were too involved in the event.

e People with insufficient time to participate in the investigation. The investigators need to be able
to devote adequate time to the investigation in order to obtain acceptable results.

e People who already know the answer. 1f someone believes that he or she already ‘“knows” the
answer, the investigation becomes just a way to confirm what he or she already believes instead of
an investigation that explores all the possibilities. Often by the questioning the assumptions about
how the organization and systems operate helps to identify the causes of the incident. Someone
who already “knows” the answer never questions these assumptions.

e People too high up in the management chain. Individuals too high up in the management chain
tend to dominate the investigation and intimidate the individuals involved. This can lead to
limited data being uncovered during the analysis. Thorough data are needed in order to understand
the underlying causes and develop effective recommendations.

Exceptions may need to be made to these rules as a matter of practicality. There are a limited number
of shipboard personnel. As a result, providing the investigator or investigation team with the skills and
knowledge needed to perform the investigation may require assigning individuals to the team who
have one or more of these undesirable characteristics.

10 Restart Criteria

In some instances, restart criteria may need to be established before the equipment or system or even a
voyage can be restarted. For example, if a pump malfunctions and is damaged, criteria should be
established for its return to operation to ensure that it does not fail again. In most cases, it is not
practical to wait for the root causes of the incident to be identified before the equipment is released for
restart. However, at least one of the causal factors needs to be identified and addressed before the
pump is restarted. By identifying and correcting at least one of the causal factors, there is some
assurance that the pump will operate without failing or that the consequences of its failure will be
reduced while the underlying causes of the failure are identified and corrected. As described in
Section 7, recommendations may be short-term, medium-term or long-term in nature. Restart criteria
usually involve implementation of short-term recommendations to ensure that the incident does not
recur before implementation of medium- or long-term recommendations.

Restart criteria may also apply to personnel safety incidents. For example, if someone is injured
because of an electrical system malfunction, short-term recommendations will need to be
implemented to prevent further injuries to personnel. These short-term recommendations may consist
of repair of the equipment (correcting a short-to-ground condition) or involve a lockout of the
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equipment until the underlying causes of the problem can be identified. Medium- and long-term
recommendations will need to be implemented to ensure that malfunctions of other electrical
equipment are prevented or their consequences are minimized.

Restart criteria have another purpose. In addition to ensuring that the consequences of future failures
are avoided or minimized, restart criteria are also used to ensure that the appropriate data are collected
before the equipment is released. For example, photographs of scratches on the surface of a failed
shaft may be needed to understand the failure. Restart criteria may involve obtaining these photos
before returning the component to service. Another example would be collecting oil samples from
various portions of a diesel engine before flushing it.

In some cases, development of specific restart criteria may not be possible. For example, following a
loss of propulsion, equipment may have to be restarted as soon as possible without regard to the
investigation objectives. Because of the immediate need for the operation of the equipment,
investigation objectives are a lower priority during the short-term emergency response efforts. Once
normal operation is restored, personnel can then begin the investigation process.

Gathering Investigation Resources

The team will need some basic tools to perform its investigation. Most of these tools are commonly
available items. Examples include:

e Measuring devices — ruler, tape measure
e Markers — pens, pencils

e Self-stick removable (Post-it®) notes

e Flipchart paper

e Forms

e Office supplies — paper clips, stapler

e Gloves

e Plastic bags

e Plastic tarp

e Camera (preferably digital or with film, batteries, etc.)
o Flashlight with extra batteries

e Clipboard

e Personal protective equipment (PPE)

Most of these items can be put together in a kit so that they can be quickly obtained by investigation
team members when they begin their work. Suggestions for materials to be included in such a kit can
be found in the document entitled “Investigation Tools Checklist” in Appendix 7.

Summary
Preplanning must be performed to ensure that the investigation is initiated quickly. The faster the
investigation is started, the easier it will be to complete the investigation.

Classifying the incident will help organizations allocate their resources properly. For larger
investigations, an effective team leader is needed to manage the investigation process and the
investigation team.
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SECTION 4 Gathering and Preserving Data

1 Introduction
This Section addresses methods for gathering and preserving data as well as analyzing the data.
Section 4, Figure 1 shows this step in the context of the overall incident investigation process.
The topics covered in this Section include:
e Types of data
e Prioritizing data-gathering efforts
e Gathering, preserving and analyzing:
People data
Physical data
Paper data
Electronic data
Position data

e Overall data collection plan

FIGURE 1
Gathering Data within the Context of the
Overall Incident Investigation Process
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Importance of Data Gathering

Factual information derived from data-gathering activities serves as the basis for all valid conclusions
and recommendations from an investigation. Without effective data gathering, the incident cannot be
truly defined and investigated. Gathering data usually takes more time than other investigation steps.

Overall Types of Data

There are five basic types of data as shown in Section 4, Figure 2, “Overall Types of Data Resources”

and listed below.

People — interviews with or written statements from witnesses, participants, etc.

Physical — parts, chemical samples, personal protective equipment (PPE), structures, outfitting

items, logs, paper charts, correspondences, etc.

Paper — hard copies of procedures, policies, administrative controls, drawings, sketches, notes,
performance and operational data, analysis results, procurement specifications, navigational

charts, loading specifications, etc.

Electronic — electronic copies of procedures, policies, administrative controls, drawings,
performance and operational data, analysis results,

navigational charts, loading specifications, etc.

Position — locations of people and physical data.

FIGURE 2

procurement specifications,

Overall Types of Data Resources
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Prioritizing Data-gathering Efforts

The fragility of data is the prime criterion used to determine the order in which data should be

gathered. Generally, the data types from most fragile to least fragile are:

People
Electronic
Position
Physical
Paper
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The investigator or investigation team cannot gather all of the data simultaneously. They must set
priorities for what to gather first and what can wait until later. The fragility of the data should be the
primary guide in setting these priorities. Waiting too long to obtain the data from people, for example,
can result in changes to the data that can never be recovered.

Section 4, Table 1, “Forms of Fragility,” shows some of the forms of fragility for the various data
types. Some examples of the primary issues for each of the data types are discussed below:

TABLE 1
Forms of Fragility
Form of Fragility
Data Source Loss Distortion Breakage
1. People/Position Forgotten Remembered wrong Transferred
Overlooked Rationalized Influenced
Unrecorded Misrepresented Personal conflicts
Misunderstood
2. Physical/Position Taken Moved Dispersed
Misplaced Altered Taken apart
Cleaned up Disfigured
Destroyed Supplanted
3. Paper Overlooked Altered Incomplete
Misplaced Disfigured Scattered
Taken Misinterpreted
4. Electronic Overlooked Altered Incomplete
Deleted Diluted Scattered
— by design Corrupted
— inadvertently

1.4 Types of People Data

1.4.1 Unrecorded

The personnel involved in the event will often not remember the details of the event,
including their own actions. The information asked of them to remember is usually not
required for the normal performance of their duties. So, there is little reason for them to pay
attention to the details typically being asked during an investigation. This is true for all
personnel, including those who have a strong motivation to do a good job. Think about the
last time you drove to work. Do you remember all of the cars you passed? All the cars that
passed you? All of the intersections you went through? Your life depends upon proper
performance of this task, yet you cannot remember the details. This is because people
normally do not need to remember these details in order to do a good job of driving. Do not
be surprised when personnel cannot remember the details of the activities they were
performing.
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1.4.2

1.4.3

Rationalized

In most cases, the raw data is needed from personnel: what they did, what they saw, what they
heard. Investigators are supposed to draw conclusions from the data collected. However,
personnel often present conclusions (some valid and others not) as part of the information
they provide without realizing they are drawing conclusions. For example, someone might
say, “The pump froze up at that point because of overheating.” The fact that the pump stopped
is not a conclusion; it was a direct observation they made. The fact that the pump was hotter
than normal is also a direct observation. However, the conclusion that the pump stopped
because it overheated may not be valid. It may have been hotter than normal, but not hot
enough to cause the pump to seize. Investigators must carefully separate the observations
from the conclusions. In this case, it would be important to understand the basis for the stated
conclusion. Additional data (questions and physical data) will be needed to confirm that the
pump seized from overheating.

Personal Conflicts

Personnel will generally not reveal information that has a high potential for causing them
personal harm. This is the primary reason for setting up interviews in the most non-
threatening environment possible. Many investigations rely heavily upon the data provided by
personnel. The personnel have the data and they do not have to give it to the investigation
team. Being respectful of the witnesses so that they can relax may be the only way to get the
data from them.

Types of Electronic Data

1.5.1

1.5.2

1.5.3

Deleted

Electronic data can be easily deleted. Deletion may occur on purpose or unintentionally. A
few keystrokes can often delete a great deal of data. Policies and processes for backing up
data and duplicating are often needed to address this issue.

Diluted

Some electronic systems contain detailed information for the most recent period, but
automatically delete some of the details after a set period of time. For example, information
on system performance may be available in 5-second intervals for the last 24 hours, but only
once per minute for the last 7 days, and once per hour prior to that. Therefore, it may be
necessary to capture electronic data quickly after an incident in order to save detailed data.

Scattered

The information that is needed may be scattered among many different computer systems. For
example, procurement information may be available in the corporate office, warechouse
records in a remote facility and installation records onboard the vessel. Connecting the
information from these three different systems can prove difficult and time-consuming.

Types of Position Data

1.6.1

Cleaned Up

Position data are often altered by our efforts to clean up the incident scene. For example,
cleaning up a spill will alter the size and position of the spill. Unless the original size and
position of the spill is noted, it will be difficult to recreate. Cleanup efforts should be balanced
with the need to obtain data.
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1.6.2 Taken Apart

Investigators often destroy and alter data in the process of discovering the causes of the
failures. When equipment is taken apart in an effort to understand the causes of the failure,
position data are altered and destroyed. For example, if an operational test is performed on a
seized pump, the position the shaft was in when it seized is lost when the shaft is rotated.
Connections between items can also be lost. For example, it can be difficult to determine how
electrical or control cables were connected once they are disconnected.

1.7  Types of Physical Data

Investigators often destroy and alter data in the process of discovering the causes of the failures.
When equipment is taken apart in an effort to understand the causes of the failure, physical data are
altered and destroyed. Test plans are normally developed to help prevent the inadvertent alteration of
the data by the investigator. However, in some cases, the investigation team has no choice but to
destroy some data.

To obtain some data requires the alteration of other data. For example, consider a pump that is
suspected of seizing from overheating. It might be desirable to rotate the pump shaft to see if the
pump is still seized even after it has cooled down. However, even hand rotating the shaft could further
scratch the internal parts of the pump, making it harder to determine the original extent of damage to
the pump. If the pump is disassembled first, it cannot be reassembled to its original condition to
perform a subsequent operational test.

1.8 Types of Paper Data

Paper data are the most stable of the data types. Therefore, there are usually no significant problems
with the loss of the data. However, like electronic data, paper data can be scattered throughout an
organization or across multiple organizations. As a result, the data may be very difficult to locate.

2 Gathering Data

The next five subsections provide guidance on gathering, preserving and analyzing data from the five
data types. In addition to the guidance provided here, numerous data collection forms are included in
the MaRCAT Toolkit in Appendix 7. They are referenced at the appropriate location in the text.

3 Gathering Data from People

Data from people is one of the primary sources of information for most investigations. People data
tend to be one of the most fragile of the data types, so it needs to be gathered quickly.

Most data from people are gathered during interviews. The primary focus of most interviews should
be on the witnesses’ direct sensory observations (I saw ..., [ smelled ..., etc.) and their memories of
their own actions. The investigator will then use the data collected from the interviews, along with the
other data collected, to draw conclusions about what occurred.

Witnesses’ conclusions and opinions may prove interesting, but these are generally not as important
as the factual data provided. The conclusions and opinions of personnel may not be valid because they
often have only part of the data needed to draw a valid conclusion. Nevertheless, it is a good idea to
ask for their opinions. Besides showing them that their opinions are valued, personnel sometimes
identify rather simple and elegant solutions to the problems.
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Many factors affect the information provided by witnesses. What actually happened and what
witnesses say may differ significantly. Some examples of typical influences include:

e Location of the witness (downwind versus upwind, on deck versus below deck, etc.)
e Relative location of nearby equipment and structures

e Ambient conditions

e Relative location of the sun

e Number of people nearby

e Common optical illusions

e Relative motion

e Vertigo

e Medication effects

e Absence of shadows

e Night vision limitations

e Refraction of light

e Intensity of lights over a distance

e Age, long-term physical condition and short-term physical condition
e Emotional status

e Individual sensitivity

e Intelligence

o Knowledge/familiarity with the process and overall experience
e Emotions

e Position/job threat

e [Exaggeration

e External influences

e Tendency to underestimate long distances or periods of time or overestimate short distances or
periods of time

Often what witnesses report does not ultimately prove to be the truth. However, in most cases, it is the
truth as best they know it. Try this exercise:

Draw both sides of a coin you use on a frequent basis (e.g., a penny) on a piece
of paper. Then find that coin and compare your drawing to the real thing.

How did you do? Did you get all the details? If it was a penny from the United States, did you
remember the word “LIBERTY” on the front, “E-PLURIBUS-UNUM?” with the dots on the back?
No? Maybe your poor performance has something to do with your poor attitude towards coins. Maybe
if you paid more attention you would have done better in the drawing exercise. Maybe a few days off
will help you remember how to draw a penny better next time.

On the other hand, maybe you cannot draw a very good picture of the coin because you are an average
human. Unless you are a coin collector, you probably cannot do a very good job with the drawing
because that skill is not vital to you. During most events, there is no reason for workers to notice
everything that is going on during their job until after a loss occurs. So, do not think that a witness is
purposely trying to withhold information or is being purposely misleading you when they state
something that is incorrect.
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Initial Witness Statements

Investigators rarely are able to start interviewing personnel as quickly as they would like. A quick
method to obtain some general information from each of the personnel involved in an incident is to
use an Initial Witness Statement form. The form can be distributed by the master, first officer or chief
engineer to personnel who are believed to have information related to the incident. Using the form
allows a single investigator to collect data from multiple personnel simultaneously. The completed
forms can then be reviewed by the investigator to determine the order of the interviews and potential
issues or questions to discuss during the interview. An Initial Witness Statement form is included in
the MaRCAT Toolkit in Appendix 7.

Some personnel may have difficulty completing the forms because of their reading or writing ability
or the language used on the form. Alternative methods may be needed to address this issue, such as
translation of the form into other languages.

The Interview Process

The goal of interviewing is to obtain as much information from the witness as possible. Most
individuals will provide more data if they are relaxed. Therefore, most of the guidance in this
subsection is designed to relax the witness. Section 4, Figure 3, “Flowchart of Typical Interview
Sequence” shows the interviewing process. Each of the items in the figure is discussed. The Interview
Preparation Guidelines are included in the MaRCAT Toolkit in Appendix 7. An Interview
Documentation form is also provided.

3.2.1 Identifying Witnesses

The first step in the interviewing process is to locate potential witnesses. Many methods can
be used to locate potential witnesses. Examples include referrals made by current witnesses,
lists of personnel responding to the emergency associated with the vessel and/or operation,
crew lists, visitor sign-in sheets, work orders, logs and any other documents that have
individuals’ names on them. A Contacts form is included in the MaRCAT Toolkit in
Appendix 7. This form can be used to record names and contact information for potential
interviews.

3.2.2 Selecting the Interviewer

Matching the interviewer to the witness is very important. The interviewer should be someone
with whom the witness will feel comfortable. The witness will be more relaxed if he or she is
matched with someone who is (1) at a similar level in the organization (not too high up or too
low), (2) familiar with the system and its terminology and (3) good at interviewing. By having
the individual be more comfortable with the interviewer, it is more likely that the individual
will share information with the interviewer.

The best setup for an interview is one-on-one or two-on-one. No more than two people should
interview a witness. With a one-on-one interview, the person asking the questions is also
responsible for taking notes. This can slow down the interview. A second interviewer can help
by taking notes during the interview. This allows the individual asking the questions to
concentrate on what the witness is saying and formulate the next question. To keep the
witness focused on the interviewer, the person taking the notes should not ask any questions
until the end of the interview when the primary interviewer asks the note taker if he or she has
any other questions. At this point, the witness can focus on the note taker. By having only one
person at a time asking questions, the impression that the investigation team is ganging up on
the witness can be avoided.

Group interviews can also work, but the level of trust in the group must be very high before
individuals will share sensitive information in a group setting.

Group interviews can also work later in an investigation when a few minor details are being
resolved. However, care must be taken not to embarrass individuals during these meetings.
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FIGURE 3

Flowchart of Typical Interview Sequence
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3.2.3 Selecting the Interview Location

The best location for an interview is one that is familiar to the witness. In general, the incident
scene is the most desirable location. It allows the witness to share with the interviewer
additional information that might not be shared if the interview took place at another location.
Other possible locations include the galley, recreation areas and work stations. The witness
may be embarrassed or worried about being seen with the investigator in these public areas.
So, the investigator should move the interview to a more private location when necessary.
Never perform an interview at a location unfamiliar to the witness, such as the captain’s
quarters.

3.2.4 The Sequence of Witnesses

In developing a schedule for interviews, consider the fragility of the data and the availability
of the data. Interviews should be scheduled promptly. The first witnesses should be those
individuals:

e  With the most fragile information
e  With the most detailed information

e Most likely to want to provide information

3.2.5 Interview Schedule

Adjust the schedule/interview list based on the data as they appear. Select a schedule that
minimizes contact between witnesses to reduce the sharing of information. Provide time
between the interviews to finish documentation of the prior interview, analyze the data
provided and prepare for the next interview. An Interview Scheduling form is included in the
MaRCAT Toolkit in Appendix 7. This form can be used when numerous interviews are to be
performed.

3.2.6 Core Topics and Issues

Develop a list of core topics and issues that need to be resolved during the interview. This is
not a list of questions to ASK, just topics to cover or issues to resolve. Hopefully, these topics
and issues will be addressed and resolved by the open-ended questions asked at the beginning
of the interview. The list of specific topics/issues can be developed from the questions and
data needs identified on a causal factor chart or fault tree (these tools will be covered in
Subsection 4 of Section 4, “Physical Data”).

3.2.7 Documentation

Interviews should be documented to provide a record of the interview. Try to record as many
details as possible. Use the witness’s exact wording, if possible, especially when the witness
describes what he or she said to other people. Writing notes should be done unobtrusively to
avoid distracting the witness. Avoid using taping devices (audio or video). The witness may
feel very uncomfortable being taped and, as a result, will probably not speak as freely. Notes
are not as accurate as a tape, but more information is usually obtained during an interview
when notes are used versus a tape recorder. Interview Guidelines and an Interview
Documentation form are included in the MaRCAT Toolkit in Appendix 7.

3.2.8 Establishing Rapport

To open the interview, explain the purpose and objectives. The purpose should be to help the
organization understand what happened and how it happened so that it can change the way the
organization operates and avoid problems like this in the future. Warm up with non-business
issues and routine matters such as the witness’s name, position, years at the company/
position, etc. This will get them to relax a bit and start talking.
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3.2.9

Be respectful of the witness during the interview. Be friendly, listen attentively and
reflectively. Show compassion and avoid attitudes that destroy rapport. Do not be
overbearing/commanding, proud/overly confident, overeager or timid. Do not judge, refute or
anger the witness. Do not suggest answers to questions or lead the witness. Do not rush the
witness, even if little new information is appearing. Relax and let the witness control the pace.
It may feel like a waste of time, but this is the quickest way to get to the vital data the witness
has.

Conducting the Interview

Promote an uninterrupted narrative by asking open-ended questions (questions that require
long answers). Ask the witness for an initial statement. For example, “Tell me what you saw
or did when you first knew of the problem.”

Avoid the urge to interrupt with questions after asking open-ended questions. Be quiet and let
the witness talk. The point of asking these open-ended questions is to let the witness take you
wherever he or she wants to go.

Near the end of the interview, ask closed-ended questions (questions that only require short
answers). For example, “Do you use a procedure to start the system?” instead of “How do you
start up the system?”

Resolve to remain unbiased and to avoid any actions/questions that may lead the witness. For
example, ask, “In what order do you open the valves?” instead of “’You open valve 21 before
valve 31, right?”

Pretending ignorance usually results in obtaining more information than acting too smart.
Remember, the point of the interview is to obtain information from the witness, not to show
the witness how smart you are.

Avoid accusatory questions. For example, ask “How does the procedure say to do it?” instead
of “That’s not the way you’re supposed to do it, is it?”

Pursue specifics. Do not let general statements stand. For example, if the witness says “At this
point, I ran up the speed quite a bit,” ask for a clarification. How fast? Faster than normal? To
a specific value such as 90%? Try to get the witness to be as specific as possible. Other
examples of specific issues that may need to be pursued are items such as the following:

e Timing of events

e Location of personnel

e Environmental conditions

e Anything moved/repositioned during or after the incident
e Emergency response activities

e Indicators of conditions

e Actions of other people

e Training and preparation

e Histories of similar incidents

e Information gaps

e Inconsistencies in data

e Shore-based personnel involvement
e Possible causal areas

e Beliefs, opinions and judgments related to the incident
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3.2.12

Concluding the Interview

Conclude the interview by asking the witness for his or her opinions and recommendations.
Most witnesses want to give their opinions and they often have good suggestions for
resolving the problems that have been identified. However, wait until the end of the interview
to ask about this to minimize influencing the witness. If these questions are asked too early in
the interview, the witnesses may do much more filtering of their data.

Finally, ask who else may be able to contribute valuable information and invite additional
input if the witness has new information or remembers or discovers other relevant data.
Express appreciation for the witness’s time, information and cooperation. Gain consent to
contact the witness later, if necessary, even if you are confident you will not need to. This
ensures that some personnel will not feel singled out for follow-up interviews. At the end of
the interview, the notes should be reviewed with the witness. There are two primary reasons
for this. First, it helps to ensure that the notes are accurate, and secondly, you will probably
gain more information from the witness during this review.

Follow-up Activities

Once the interview is complete, the investigator/investigation team should use the data
obtained from the interview to update the analysis tool being used (e.g., causal factor chart or
fault tree). This will provide the rest of the team with the information obtained from the
interview as well as identify additional data that need to be collected.

Follow-up Interviews

When conducting follow-up interviews, follow the same general format as initial interviews,
but use a more structured, straight-to-the-point interview style. Follow-up (closed-ended)
questions should be asked sooner than they would be asked during the initial interview. Focus
on gaps in information and apparent inconsistencies. Ensure that witnesses do not
misunderstand and believe that the follow-up interview indicates the interviewer doubts their
credibility.

4 Physical Data

4.1 Sources of Data

Physical data consist of a wide variety of different items. Examples include components of systems,
tank samples, control systems, safety systems, support systems, auxiliary systems and personal items
[including tools and personal protective equipment (PPE)].

The first step in physical data preservation and analysis is the identification of physical data of
interest. Typically, the investigator is looking for items used by personnel or the systems in use during
the incident. Specific examples include:

e Fractures, distortions, surface defects/marks and other types of damage on equipment/structural
items/outfitting items

e Items suspected of internal failure or yielding

e Secized parts

e Misaligned/misassembled parts

e Control/indicating devices in the wrong position

e Chemical samples

e Pools of residues of chemicals/materials
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e Stains and oxidization

e Foreign objects

e Hull structure, decks, outfitting

e Machinery, equipment, components

¢ Loading/unloading equipment (cranes, conveyors, etc.)
e Vessel control systems

e Buildings and structures (for dock facilities)

e Support systems (HVAC, compressed and instrument air, inerting systems, electrical and lighting
equipment, piping systems, power generation equipment, ballast and trim systems)

e Temporary equipment

o Safety equipment (PPE, survival craft, etc.)

Types and Nature of Questions

Before looking at the specific steps involved in analyzing this type of data, it is important to compare
and contrast the analysis of physical data with that of collecting data from people. When collecting
people data, open-ended questions are asked about what the person did in the past. For example, “Tell
me what happened when you first noticed there was a problem.” This is a good question for an
interview of a person, however, this approach does not work for obtaining information about physical
data. Closed-ended questions work best.

It is important to plan the questions that will provide relevant information. Most of the questions to be
asked will need to be stated in the past tense to determine the state of performance prior to the
accident. While a test can be performed to see if the level sensor is working now, this does not
necessarily mean that it worked yesterday. Changes in environmental conditions and testing methods
used can result in changes in equipment performance when it is tested. Therefore, the investigator
must be careful when interpreting the test results. Some items can provide information about past
performance, such as fatigue marks on a broken metal shaft, but most physical data cannot provide
much information about its history.

Finally, the order in which the questions are asked is also important. For example, suppose it is
desirable to examine the internals of a pump, but it is also important to test the pump to measure its
discharge flow. If the test is run to measure pump flow, then more internal damage could be caused by
doing the testing. Then, when the pump is taken apart, it might not be possible to determine what
damage occurred from the failure and what occurred because of the testing. If the pump is
disassembled before the testing run, it might not be possible to put the pump back together in quite the
same way, so the operability test results will not really be valid. Therefore, in the planning phase, it
must determined which of the two questions are more important to answer.

All of this points to planning the analysis of physical data. Test plans are usually developed to assist
in the planning process. Example Test Plan Forms are included in the MaRCAT Toolkit in Appendix
7 and will be discussed further in paragraph 4.4, “Use of Test Plans” in this section.

Basic Steps in Failure Analysis

Section 4, Figure 4, “Basic Steps in Failure Analysis”, shows the overall approach to physical data
preservation and analysis. The steps in developing a test plan parallel the steps outlined in the figure
and addressed below.
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FIGURE 4
Basic Steps in Failure Analysis
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4.3.1 Step 1. Conditions of Use

Determine the conditions under which the component operated prior to the failure. How long
had the item been in service? What were the environmental conditions? Did the failure occur
during startup or normal operations? Was it a rotating piece of equipment? Did it abrade
something? Was there any fluid flow past the device? Was the item exposed to the elements,
the cargo or dust?

Next, determine the desired conditions of use. How should the item have been operated and
maintained? Is it supposed to be used outdoors? Must it have a controlled voltage source?
What is its expected lifetime? Is it supposed to be stored in controlled conditions? Should
exposure to certain chemicals or materials be prevented? Differences between the desired
conditions and the actual conditions can often point to the proper data to collect as part of the
analysis. This part of the step may be delayed in order to ensure that the field preservation and
examination of the data are not unduly delayed.

Based on this information, candidate failure mechanisms may be identified. For example, if a
pump was recently installed, failure mechanisms such as erosion, corrosion, wear and fatigue
are unlikely causes of the failure, while overloads caused by manufacturing or installation
issues are likely causes.
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4.3.2
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Step 2. Initial Preservation

This step often involves prevention of further damage to or alteration of the item. Personnel
repairing the item and cleaning up the area often destroy or alter data. Preservation of the data
at this point requires the identification and segregation of the items. This can include roping
off the area or tagging the item to prevent it from being disturbed. The Data Needs Checklist
(discussed in subsection 8 of this section) can be used to help identify items of interest.

Step 3. Visual Examination

Avoid disturbing or touching the item until absolutely necessary. Conduct a visual
examination without alterations. Take pictures of the item and mark its position in the field if
immediate removal is necessary. Remove items in a controlled, careful and methodical
manner. Evaluate the importance of coatings/residues/deposits/impurities before scraping
them off or cleaning the item. Measure the position of the item and document all
observations.

Step 4. General Testing

Many different tests can be used by the team to understand the underlying causes of the
failure.

1. Operational Tests. Operational tests can be performed on components to determine if
they function and to gather further data about the component. For example, attempts
can be made to start and run mechanical equipment. Electrical equipment and
instruments can be tested by providing simulated inputs and observing the output.

2. Field Disassembly. Field disassembly involves removing the equipment from its
installed location in the field. Removal is often required to allow for continued
preservation of the item (see Step 5) or for additional testing. Removal also allows
new items to be installed and the equipment to be returned to service.

3. Sampling. Sampling may be needed to allow for continued preservation of the
material and/or so that additional testing can be performed.

4. Shop/Bench Testing. Shop/bench testing uses additional equipment or equipment that
has greater accuracy than that used in field testing. More accurate measurements may
be able to be taken in the shop environment at a lower cost.

5. Simulation. Testing under simulated conditions can provide additional information
about the methods and consequences of failures. It can also provide a confirmation of
suspected failure mechanisms. Examples of simulation tests include operational tests,
mixing experiments, metallurgical tests and combustion experiments. Some
simulations are very simple, such as determining if two materials separate after
mixing or observing how fast an area cools down without any heating.

Ensure that the simulation is as realistic as possible without reproducing the
consequences of the failure. Ensure that similar parts and samples are used and that
the environmental conditions are recreated as part of the simulation. Assess any
differences between the event conditions and the conditions of the simulation to
determine the effects of these differences on the simulation results.

6. Destructive and Nondestructive Testing. More detailed examination methods may
also be used, such as:

e Mechanical property testing
e Chemical analysis
Atomic absorption

High temperature combustion
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Electrochemical

Ion chromotography

Neutron activation analysis.
e Nondestructive examination

Ultrasonic testing

Radiography

Acoustic emission

Microwave

Thermal testing

Holographic

Visual

Leak tests

Liquid penetrant

Magnetic particle

Eddy current

Document all results as the tests are performed. Testing can involve substantial costs.
Track costs and assess the cost/benefit of these tests to ensure that the testing is worth
performing.

4.3.5 Step 5. Long-term Preservation

Provide a safe, secure and controlled storage location for the physical data. Provide special
storage conditions (temperature control, humidity control, wrapping, etc.) as required. Prepare
the parts or other items for further evaluation, avoiding actions that may destroy/degrade data.

4.3.6 Step 6. Identification of Causal Factors

Use fault trees, causal factor charting data (or other analysis methods) and root cause
identification techniques to look beyond the functional cause of the failure and understand the
causes of the failure.

4.4 Use of Test Plans

As noted above, test plans help with preparation and performance of the analysis of the item.
Developing the test plan is like preparing for an interview, however, unlike the open-ended questions
asked during an interview with a person, questions concerning machinery, equipment or parts can
only answered very specifically and, generally, answers will be stated in the present tense. Examples
of question that could be asked include:

e How does the item work?

e Did the item function as intended?
e How did the item fail?

e Why did the failure occur?
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The test plan must be designed to ensure that questions such as these will be answered. Test plans
should be developed before the analysis of physical data begins. Test plans help:

e Ensure complete collection of required data

e Ensure complete analysis of the data

e Prevent inadvertent destruction of data by the investigators

e Gain agreement from all parties involved in the process and methods to be used in the analysis
o Ensure that the test is worth doing before it is done

e Identify decision points in the analysis

The test plan should include the following:

e Objective of the test

e Methods to be used for preserving the item and performing the test

e Description of the methods/procedure to be used

e Names and qualifications of the persons who will perform the test

e Scheduled times and locations of the testing

e Serial numbers and calibration information for any equipment used in the testing
e How the test results will be recorded

e Information on multiple tests of the same item

e Disposition of the test specimens after the test

The qualifications of the personnel and the accuracy of the equipment used in the testing should be
documented. The qualifications of personnel who perform the testing should be assessed and
documented to ensure that the test will be properly and accurately performed. Calibration records for
equipment should also be assessed and documented to ensure that the equipment is appropriate for the
task.

Test plans should not be lengthy documents and, in some cases, documentation of the plan may not be
necessary. The primary purpose of test plans is to think through the test approach and outline the
purpose and steps of the plan. During the planning process, it is also important to determine what data
will be destroyed in the process of gathering the data. Example Test Plan forms are included in the
MaRCAT Toolkit in Appendix 7.

Chain-of-Custody

Chain-of-custody should be applied to physical data even if legal proceedings are not involved. The
primary purpose of the chain-of-custody is to ensure that the data obtained is valid and true. Establish
a physical data log to ensure the integrity of the physical data. A Data Log form is included in the
MaRCAT Toolkit in Appendix 7. Number or tag each item collected and control access to and use of
data to prevent modification of the data and prevent destruction or disposal of the items. A Data
Checkout Log form is also included in the MaRCAT Toolkit to help track who has custody of each
item.

Use of Outside Experts

The analysis of parts and materials can be a very complex science. The use of outside experts may be
required to adequately perform the required analyses. An assessment of the costs of this outside
expertise should be balanced against the expected benefits from the expert analysis.
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5 Paper Data

Analysis of paper data can help with understanding not only what happened and how it happened, but
also why the incident happened. Paper data can lead to an understanding of the root causes of the
incident because they can help identify factors that mold the environment and influence the attitudes
of the personnel.

Paper data generally provide objective data and are the least fragile of the data types. The biggest
difficulty with paper data is that there tends to be a lot of items to sort through. Paper data resources
are not always obvious, and the most difficult aspect of paper data resources is finding them. Much
time can be expended in sorting through stacks of paper.

Analysis of paper data often involves comparison of various documents to determine the various
methods specified for performing a task. Comparisons can also be made between the descriptions in
the document and actual performance in the field. Documents should also be reviewed to determine if
they describe the proper methods to be used to perform the task. Questions, notes, inconsistencies and
follow-up items can be tagged using self -stick removable (Post-it) notes on the edges of the pages. As
the items are resolved, the self-stick removable (Post-it) notes can be moved to the inside of the page.
This will make it obvious which items still need resolution and provide a location to document
resolution of each issue.

Paper data from instrument charts, such as strip chart recorders and disk recorders, need to be high-
priority items for the team. Careful documentation prior to removing the data from the instrument is
vital. Documenting the time and speed of the recorder must be determined first. The MaRCAT
Toolkit in Appendix 7 contains Paper Chart Data Collection Guidelines for ensuring proper
documentation of each item.

Chain of custody should also be applied to paper data. Establish a document log to ensure that the
team is examining the same documents that were in use during the event. Number each item collected
and inventory the items so that they can be quickly located. Control access to and use of data.
Controlling access also involves tracking where data is sent and to whom. A Data Correspondence
Log form is provided in Appendix 7 to assist with this task.

Transmittal of documents to outside agencies and organizations should also be tracked. This helps
manage the flow of information and assists with dealing with regulators and the press. The same Data
Correspondence Log form mentioned above can be used for this purpose.

6 Electronic Data

Electronic data are very similar in content to paper data. Like paper data, electronic data can lead to an
understanding of the underlying causes of the incident because they can help identify factors that
mold the environment and influence the behavior and attitudes of the personnel.

Because of the ability to easily store large amounts of electronic data, a significant issue with
electronic data is sorting through the data to identify the relevant information.

Unlike paper data, electronic data are one of the most fragile data types. Electronic data can be easily
modified. Therefore, chain of custody should also be applied to electronic data to ensure their
integrity. Controlling access to and the use of data will also help maintain their integrity. As with
paper data, tracking where data is sent and to whom is important. A Data Correspondence Log form is
provided in Appendix 7 to assist with this task.

A final issue unique to electronic data is the potential loss of the data following an event because the
data are not automatically saved or are destroyed as a result of the incident. Inability to recover data
from the time of the incident will make understanding the incident very difficult. Special data-
collection and backup practices may be needed to ensure that data are available to the investigation
team following an incident.
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Position Data

Unique Aspects

Position data are a subset of physical and people data. They are called out as a separate data type to
ensure that investigators focus on the position of physical items and people early in the investigation.
Position data are often lost during the initial stages of the investigation. Emergency response actions
often involve movement of people, items and equipment, such as removal of the injured and
restoration/stabilization/demolition work. Curious investigators and other personnel often move
equipment, switches and indicators in an attempt to quickly collect data. Weather and exposure can
change the levels in tanks and the locations and extent of stains and other markings. Like physical
data, once the data are altered or disturbed, there may be no way to recover the information.

Data Collection

The easiest method to collect position data is through direct observation, however, this does not
produce a permanent record of the observations. Two common methods for recording position data
are the still camera and the video recorder. Cameras and camcorders need to be readily available for
the investigator to use during the initial stages of the investigation.

Documentation of Data Collection

Documentation needs to be generated as photographs are taken to ensure that the contents of what is
in each photo is preserved. When using a camcorder, a voiceover can describe the items being viewed,
and thus provide similar documentation. Photos can record vast amounts of detail and allow
investigators to review the “original” condition of the equipment and site immediately after the
incident. A Photographic Record form is included in the MaRCAT Toolkit in Appendix 7.

Reference items should be included in all photos and videos. A reference item can include a ruler or
other object of known size. The object can also be oriented to the bow to show the overall orientation
of the photo. Self-stick removable (Post-it) notes or other labels can also be used in the photograph to
indicate the contents of the photo. Photography Guidelines (for stills and video) is included in the
MaRCAT Toolkit in Appendix 7.

Other specialized photography methods can also be used. For example, infrared thermography can be
used to record the locations of hot spots in equipment.

Other examples of photographic opportunities include:
e Overview of area

o Site Orientations

e Perspectives of personnel
e Record detail

e Record positions

e Improper use

e Improper assembly

e Environment

e Disassembly stages

e Deterioration

o Failure sequence

e Analysis worksheet

e Training aids
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Alternative Sources of Position Data

Sometimes photos are not practical. In these cases, charts, maps and drawings can be used to capture
the required information. Obtaining drawings of machinery or vessels can allow for rapid
development of a drawing or sketch of the data.

Examples of applications for maps, diagrams and charts include:

o Location of items: vessels, navigational aids, people, equipment, materials, structures
e Navigational charts

e Hull diagrams

e Machinery and flow diagrams

e (Cargo system diagrams

e Fuel system diagrams

e Movement of key actors

e Environmental conditions: noise, temperature, ventilation, illumination, weather
e History of events

e Area sketches

e Process flow sketches

e Equipment/part sketches

e Fragmentation maps

Absolute measurement of the location or dimensions of an item may also be needed. A Position Data
form is included in the MaRCAT Toolkit in Appendix 7.

Overall Data Collection Plan

Each incident investigation is a unique task and should be accompanied by a specific data collection
plan. The initial plan, specific to each incident, must be continuously revised and updated as new
priorities and concerns are identified during the course of the investigation. This specific plan builds
on the general preplanning that has been previously established as part of initiating the incident
investigation. The team leader can use the Data Needs checklist and form to generate a list of data that
needs to be collected. The Data Needs checklist and form are included in Appendix 7.

The Data Needs form contains a column for each of the data types. The investigation team should use
the form to brainstorm a list of data that could be helpful during the investigation. The Data Needs
form is then used as a dynamic checklist. Items should be added to and deleted from the checklist as
the investigation progresses.

To save time during an investigation, a generic data needs form can be developed that will cover the
majority of the data needs for the majority of investigations. During an investigation, a few items can
be deleted or added to the list, as appropriate.

The team leader usually develops an initial plan after he/she has made a brief orientation visit. The
team leader should ensure that access to the area is minimized as much as possible. In addition, he/she
should verify that the personnel who do enter the incident area are aware of data preservation
considerations.

For most small- to medium-sized investigations, the team may only consist of a primary investigator.
For these small to medium investigations, all of these field tasks are typically the responsibility of the
primary investigator.
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The investigator should not only look at what is present, but also note what is not damaged.
Questioning the obvious and looking at all of the physical data is often the key to discovering
important data. The investigation team should make a conscious effort to determine what is absent
that should be expected to be present during the operations that were being conducted. This
determination requires a relatively thorough understanding of the operation, activities and physical
systems on the part of the investigation team.

Once the initial plan is developed, it should be periodically reviewed and altered as new data are
collected. This planning is more important as the scope of the investigation and the size of the
investigation team increase.

Throughout the investigation field activities, the team should always take all the necessary safety
precautions, including using appropriate PPE.

As noted elsewhere, data collection is an iterative process within the data analysis process. As a result,
data collection occurs throughout the investigation and takes a majority of the investigation effort.

Application to Apparent Cause Analyses and Root Cause
Analyses

The techniques for data collection, preservation and analysis discussed in this Section apply equally to
both apparent cause analyses and root cause analyses. Section 4, Table 2, “Application of Data
Collection Methods,” outlines some of the typical differences in the extent of the data collection,
preservation and analysis activities that may be performed for apparent cause analyses versus root
cause analyses. The same techniques are generally used for each of the data types. However, for root
cause analyses, more time is spent in looking at the management system issues. This generally alters
the people interviewed to include more management personnel, and the paper data reviewed to
include more policies and standards in addition to the procedures and proof documents. This table is
only a general guide. During an apparent cause analysis, some of the activities covered during root
cause analysis may also be performed. In addition, not every root cause analysis requires the use of
outside experts to analyze physical data.

Summary

Data collection is the activity that typically takes the greatest amount of time during an investigation.
Using methods that efficiently collect data without altering or destroying the data is vital to getting to
the underlying causes of the event.
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TABLE 2

Application of Data Collection Methods

records

Policies and standards not
reviewed in as much detail as
procedures and proof documents

Data Type Description Apparent Cause Analyses Root Cause Analyses
People data Interviews and initial witness Initial witness statements from a A few to many initial witness
statements few individuals collected by local | statements.
management. Numerous interviews of both
Interviews of selected personnel, | frontline personnel and managers
mostly frontline personnel
Physical data Overview and detailed analyses Overview analyses performed by | Overview analyses performed by
of physical data local staff. Usually no detailed local and organizational staff.
analyses of items Some detailed analyses using
organizational staff and outside
experts
Paper data Retrieval and analyses of paper Detailed analysis of data by team. | Detailed analysis of data by team.

Policies and standards reviewed
in detail in addition to procedures
and proof documents

Electronic data

Retrieval and analyses of
electronic records

Detailed analysis of data by team.
Policies and standards not
reviewed in as much detail as
procedures and proof documents

Detailed analysis of data by team.
Policies and standards reviewed
in detail in addition to procedures
and proof documents.

Retrieval of altered or deleted
files by experts may be required

Position data

Photographs, mapping and
measurements

Photography and mapping
performed by local personnel

Photography and mapping
performed by local personnel and
outside experts.

Detailed measurements of
components
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SECTION 5 Analyzing Data

1 Introduction

Data analysis is at the heart of the incident investigation process. The goal of data analysis is to
identify causal factors and their underlying root causes. For each causal factor, multiple root causes
will be identified. Therefore, for every causal factor that is missed, the investigators will miss multiple
root causes. The use of the structured tools addressed in this section will help ensure that the
investigators identify all of the causal factors.

Data analysis usually takes 15 to 25% of the analysis time, but it feels much longer because the data
analysis techniques drive the data-collection process. Data analysis focuses on organizing and judging
the relevance of data collected and formulating a model of how the problem occurred. The model that
is created stimulates and guides additional data-gathering activities by identifying gaps and
inconsistencies in known information. This makes the most time-consuming part of the investigation,
data gathering, more efficient.

The three basic steps in analyzing data are as follows:

1. Summarizing the relevant facts from data-gathering activities and separating fact from
supposition

2. Developing a loss scenario model based on deductive and/or inductive reasoning approaches
to identify causal factors, items of note, intermediate causes and possibly root causes for the
incident

3. Verifying the completeness and accuracy of the incident model (necessary and sufficient)

Section 5, Figure 1 shows the data analysis step in the context of the overall incident investigation
process.

FIGURE 1
Analyzing Data within the Context of the Overall Incident Investigation

Investigation
Needed?

(Section 2)
No
Yes fttTTTTTTTT T T 1
Jv L 4 1
Generate a Initiate Identify root Develop
Y 2 \
CAR? % Ang\y/te nogvv 3 investigation | Ggathfr tjeﬁa Ansalyie dgta causes  [—P{recommendations
(Section 3) (EeiEme) (Section 3) {Secuonlt) (Section 5) (Section 6) (Section 7)
1 No l
Trend incident Trend root
No formal characteristics causes
L—p analysis (Section 10) (Section 10) |«¢
Analyze data Complete the
to find chronic l Investigation
incidents (Section 8)
(Section 9) l
Enter into Follow up on
incident investigation and
database o s
(Section 10) (Section 8)
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Overview of Primary Techniques

There are three primary data analysis techniques: simplified fault tree analysis, 5-Whys technique and
causal factor charting (although other techniques such as change analysis can also be used).

Fault tree analysis is a structured approach for modeling the combinations of human errors,
structural/machinery/equipment/outfitting problems and external factors that can produce the type of
incident or problem being evaluated. It is used frequently to resolve gaps in causal factor charts, but
can also be used as a stand-alone tool. It is the best tool for analyzing structural/machinery/
equipment/outfitting problems as well as chronic problems. It can also be described as a
troubleshooting approach or a structured guessing approach. Hypotheses (guesses) are put forward as
to what could have caused each event. Then data are systematically gathered and analyzed to
determine if the potential cause is an actual cause of the event.

The 5-Whys technique is very similar to fault tree analysis. The primary difference between the two
methods is that the fault tree approach uses OR and AND logic gates and the 5-Whys technique does
not use any gates. The 5-Whys technique is somewhat simpler than the fault tree technique because no
gates are used. Generally, the 5-Whys method is restricted to small or simple incidents.

Causal factor charting arranges building blocks to graphically depict the timing of events and the
cause-cffect relationships between known events and conditions. It has many of the attributes of a
timeline, but also has logic tests built into the process through “necessity” and “sufficiency” testing of
data. These two tests are similar to the “and” and “or” logic that fault trees use. It is the best analysis
method to use when timing of events is important. It is usually the best tool for incidents with safety
and environmental impacts.

)

Section 5, Table 1, “Applicability of Analysis Techniques,” summarizes the characteristics of the
three analysis techniques that will be discussed. Other techniques can also be used, but discussion of
these supplementary techniques is beyond the scope of this Guidance Note.

TABLE 1
Applicability of Analysis Techniques
Causal Factor Fault Tree 5-Whys
Charting Analysis Technique
Acute Incidents Good Good Good
Chronic Incidents (including most Can only characterize Good for small
. ; Good o

large, acute accidents) typical event incidents
People-or}ented problems (large, Best Good Not very useful
acute accidents)
Structure, machinery, equipment,
outfitting problems (including most Good Best Gopd for small

- incidents
chronic problems)
Incidents where timing is important Best Not very useful Not very useful

56
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3 Fault Tree Analysis

Fault tree analysis begins with a known event (referred to as the top event) and describes possible
combinations of events and conditions that can lead to this event. The top event in the fault tree can be
the loss event under investigation or a specific event that is involved in the incident. In Section 5,
Figure 2, “Tank Spill Example Fault Tree,” the top event is defined as a “Spill from tank area”.

FIGURE 2
Tank Spill Example Fault Tree

Event combinations producing
spill from a tank event:
¢ Valve 1 closed AND valve 2 open

& Normal flow not stopped in time
Spill from ¢ Tank full before fill started
tank area & Failed tank
¢ Failed piping
[ [ |
Misdirected Excessive Failed tank
flow flow or piping
Normal
Valve 1 Valve 2 flow not bT :f';'::‘f‘l'l'l Failed Failed
closed open sto:)is‘leed in started tank piping

The fault tree looks backward in time to describe the potential causes of the top event. In the example,
three possible causes are shown: (1) misdirected flow, (2) excessive flow and (3) failed tank or piping.
Each of these, by itself, was considered to be sufficient to cause the spill from the tank.

AND and OR logic is used to graphically show potential combinations of events and conditions
leading to the top event. This type of logic is commonly used proactively during risk assessments to
identify dominant potential contributors. For incident investigation applications, however, the smallest
possible tree is developed. As soon as a branch is shown not to be credible, development of that
branch is stopped.

Most reactive and proactive analysis techniques only identify single-event failures. One significant
advantage of the fault tree technique is that it can help identify multiple-event failures. Multiple-event
failures are those that require more than one event for a failure to occur. For example, for a fire, three
conditions must exist simultaneously: fuel, oxygen and an ignition source. Most incidents involve
multiple-event failures. Therefore, the ability to model multiple-event failures is an essential element
for any incident modeling methodology.

A fault tree can also show design and operational errors. In some cases, equipment performs to its
capabilities, but its capabilities are insufficient for the task. For example, a generator fails when it is
overloaded or a diesel fails following a loss of its fuel. Examples of fault trees are provided below as
well as an explanation about the building blocks of such trees and a procedure for constructing a tree.

A more complex example of a Fault Tree is provided in Section 5, Figure 3, “Sandblasting Fault Tree
Example”. This example can be contrasted with an analysis of the same event using causal factor
charting. Appendix 2, “Fault Tree Details”, provides information on how to use and construct fault
trees. It provides a detailed procedure for conducting fault tree analysis and examples of fault trees are
provided.
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FIGURE 3
Sandblasting Fault Tree Example
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Mechanically
deformed

Isolated/held
closed by operator

Contaminated with
foreign materials

&

Contaminated with
sand from the
sand pot

Grease/lubricants
from other portions
of the machine

The 5-Whys Technique

Operators fail to
control hazard

A

Operators fail to
detect system is
not depressurized

Operators know
system is
pressurized and
decide to
disconnect the
hose anyway

/AND

Operators fail to
detect system is
not depressurized
before initially
trying to remove
line

Operators fail to
detect system is
not depressurized
after determining
the hose is difficult
to remove

Operators fail to
detect system is
not depressurized
after second
operator is
recruited to help
with removal of the
line

»

Operators have
not been injured in
the past

Strong rewards/
penalties

Operators don't
believe they can
get hurt

The 5-Whys technique is a data analysis technique that is similar to the simplified fault tree approach.
The primary difference between the two methods is that the fault tree approach uses OR and AND
logic gates and the 5-Whys technique does not use any gates. The 5-Whys technique is somewhat
simpler than the fault tree technique because no gates are used. There are a variety of advantages and
disadvantages related to the 5-Whys technique. Some of the advantages include:

This technique can be quicker for small, simpler analyses. However, it can take longer with larger,
more complicated analyses because there is less guidance on how to perform the analysis and

1dentification of root causes.

The technique can also be used as a root cause identification technique or used in conjunction
with the ABS Marine Root Cause Analysis Map™,
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Some of the disadvantages of the 5-Whys Technique include:

e Because the 5-Whys method does not use gates, it is sometimes difficult to ensure that the logic of
the analysis is correct. Fault tree development includes tests to ensure that the AND and OR logic
is appropriate. This is not part of the 5-Whys technique.

e The results of the analysis are inconsistent. Sometimes the analysis may go to the causal factor
level, intermediate cause level or root cause level. Note that this is also true of fault tree analysis.
This issue can be addressed with both methods by using the ABS Marine Root Cause Analysis
Map to perform root cause identification.

e Judgment and experience are key factors in selecting the right level of detail.
e  “Why” may have to be asked more or less than five times to get to root causes.

e Although the result is auditable (can be reviewed by others), the results are not reproducible (the
same from person to person).

The process for developing a 5-Whys tree is essentially the same as that used for fault tree
development, except that the use and testing of logic gates are not part of the process. The primary
difference between the two methods is that the fault tree approach uses OR and AND logic gates and
the 5-Whys technique does not use any gates. Section 5, Figure 4, “5-Whys Technique Example,”
provides an illustration of a sample tree and highlights to the reader the absence of OR and AND
gates. The 5-Whys technique is somewhat simpler than the fault tree technique because no gates are
used. A simplified process for the 5-Whys techniques is as follows:

1. Select an item for analysis. The item could be a loss event, a causal factor or any other item.
This is similar to the top event of a fault tree.

2. Ask why this event occurred (i.e., the most direct cause of the top event).

3. Find answer(s) to this question. The answer may identify more than one sub-event or
condition as the cause. In other words, more than one branch may be identified.

4. For each of the items, ask why it occurred.

5. Identify questions or develop tests to determine if each item is true or false.

6. Use the answers to the questions or results of the tests to determine if each item is true or
false.

7. Cross out the false items and stop development of these branches.

8. Repeat this process at least four more times (a total of at least five times) for all true branches.

9. Identify causal factors and root causes.

10. Develop recommendations for each causal factor and root cause.

It is recommended that the fault tree approach be used for all formal analyses because of the added
structure provided by the fault tree analysis technique and the minimal extra effort to develop the fault
tree (compared to the 5-Whys tree). Informal analyses, such as troubleshooting, that do not require the
rigor of the fault tree approach may benefit from the added structure of the 5-Whys techniques.

A 5-Whys Worksheet is provided in Appendix 7 to aid in the documentation of 5-Whys Analyses.
Appendix 2, “Fault Tree Details,” provides information that could prove useful for constructing
5-Whys Trees since the approach is similar to fault trees.
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FIGURE 4

5-Whys Technique Example
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Fault tree analysis (and the 5-Whys technique) is a good analysis technique for equipment and
machinery-oriented problems. Its structure works very well when dealing with the structured behavior
of the equipment. However, fault trees and 5-Whys trees have one major drawback. They do not show
the relative timing of events.
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Timing is usually important when people are involved in incidents. It is also important in most safety
and environmental incidents. Causal factor charting specifically addresses the timing of events. It also
tries to incorporate some of the logic that is seen in the fault and 5-Whys trees. In other words, it tries
to combine timing and logic into one technique.

Causal factor charting establishes the relative timing of events and sets the time frame of interest for
the incident. It sorts the data (events and conditions) into the following:

i) The loss event(s),

ii) Main events and conditions,

iii) Reasons why the main events and conditions occurred or exist,
iv) Other significant events, and

v) Unimportant, insignificant events that do not affect our analysis.

Like fault tree analysis and the 5-Whys technique, it helps ensure that all data are gathered and
analyzed for causal factors.

Causal factor charts are constructed by working backwards. The loss event/condition is the starting
point and the chart is constructed by working backwards in time. This is essentially the same approach
used to construct fault or 5-Whys trees. The top event in either is equivalent to the loss event in the
causal factor chart. As we work backwards, building blocks (events and conditions) are added to the
chart based on time and logic.

Section 5, Figure 5, “Sandblasting Causal Factor Chart Example,” illustrates the form and content that
such a chart takes. Note that the chart has four major elements:

i) The Main Event Line contains the most important events. Reading the events on the main
event line provides an overview of the events leading up to and causing the loss
event/condition

ii) Events and conditions explains why the events on the main event line occurred. The events

above the main event line explain why the events on the main event line occurred. These
answer the question “Why did this happen?”

iii) Less significant events and conditions that help explain the loss event are located below the
main event line and help put the loss event/condition in perspective. These events provide the
details of the event.

iv) The loss event(s)/condition(s) provides the reason why the analysis is being performed. The
loss event(s)/condition(s) provides a scope for the analysis.

For further information on causal factor charts, Appendix 2, “Causal Factor Charting Details,”
provides information of the how to use and construct causal factor charts. It provides a detailed
procedure for conducting this type of analysis, and examples of causal factor charts are provided.
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Using Causal Factor Charts and Fault (or 5-Whys) Trees
Together during an Investigation

For example, for a typical safety event, the data analysis would begin by using causal factor charting
to show the sequence of events and some of the underlying causes. When structural/machinery/
equipment/outfitting problems are encountered that cannot be explained with the available data, a
fault or 5-Whys tree is begun with the problem at the top of the tree. The investigator then uses these
to explore potential causes of the problem. Multiple fault or 5-Whys trees may be developed as each
unexplained event/condition is analyzed.

Application to Apparent Cause Analyses and Root Cause
Analyses

Fault trees (or 5-Whys trees) and causal factor charts are generally used for all analyses, regardless of
the effort expended. However, the level of the analysis will determine the extent of the tree or chart
development and the level of documentation performed.

For even the simplest of analyses, a tree or chart should be developed, even if it is not formally
documented. Even an investigation that takes 10 to 15 minutes should involve identification of the
loss event and identification of the sequence of events that led to the loss event (a causal factor chart)
or the possible causes of the incident (a fault tree).

At the other extreme, on very large investigations a causal factor chart and numerous fault or 5-Whys
trees may be developed. The causal factor chart is used to explain the sequence of events and the fault
or 5-Whys trees are used to help explain the underlying causes of the human errors and structural/
machinery/equipment/outfitting problems. The trees can show not only the paths that proved to be
valid, but also the other possibilities considered and rejected. For complex analyses, fault trees would
be favored, especially for situations where quantification is desired.

Section 5, Table 2, “Guidance on Using Causal Factor Charts and Fault Trees,” provides guidance on
using causal factor charts and fault trees during different levels of the investigation.

Summary

The goal of data analysis is to identify causal factors, items of note and underlying causes. The three
tools that are used to perform this task are fault trees, 5-Whys trees and causal factor charting. Using
these techniques should help guide the data-collection process and make the overall investigation
more efficient.

Some investigations will only require the use of one of the data analysis tools. However, some
investigations will require using two or three tools together. Often, the analysis is begun using one of
the tools. Then, as the analysis progresses, other tools are used.
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TABLE 2
Guidance on Using Causal Factor Charts and Fault Trees

Item

Levels of Investigation

Simple, Informal
Troubleshooting

Apparent Cause Analyses

Root Cause Analyses

Fault or 5-Whys tree
development

The tree is developed until at
least one of the causal factors
is identified

The tree is developed until all
of the causal factors and
some underlying causes are
identified

The tree is developed until
the causal factors and all of
the underlying causes are
identified. Fault trees are
favored for more complex
analyses.

Fault or 5-Whys tree
documentation

The tree is not drawn, but a
description of the general
possibilities considered may
be listed on the work request
or other document

The tree is typically
documented as part of the
report

The tree is documented as
part of the report. Fault trees
would be favored for more
complex situations or for
where quantification is
desired.

Causal factor chart
development

The basic sequence is
developed until at least one
of the causal factors of the
failure is identified

The sequence of events is
developed until all the causal
factors and some underlying
causes are identified

The chart is developed until
the causal factors and all of
the underlying causes are
identified

Causal factor chart
documentation

The chart is not drawn, but a
description of the general
sequence of events may be
included on the work request
or other document

The causal factor chart is
typically documented as part
of the report

The causal factor chart is
documented as part of the
report

Use of trees and
causal factor charts
together

Usually only one of the tools
is used

Usually only one of the tools
is used, but occasionally both
will be used

Both tools are often used
together
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SECTION

6 Identifying Root Causes

1 Introduction

Identifying root causes is one of the main goals of the incident investigation process, but it is heavily
dependent on finding the causal factors. Root cause identification should not be started until the
causal factors have been identified. Starting this step too early will lead to the identification of invalid
underlying causes and, therefore, invalid recommendations. Section 6, Figure 1 shows this step within
the context of the overall incident investigation process. This step generally requires less time than
most of the other steps.

FIGURE 1

Identifying Root Causes with the Context of the Overall Incident
Investigation Process

Investigation
Needed?
(Section 2)
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Generate a
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For virtually every incident, some improvement(s) in management systems could have prevented most
(or all) of the contributing events from occurring. Even in instances where individual personal
performance is the cause of an incident, the management systems that are used to select, train and
supervise personnel should be reviewed to determine if improvements are necessary. Therefore, the
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absence, neglect or deficiencies of management system features are fundamentally the root causes of
most incidents.
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A root cause indicates a management system weakness and addresses something over which
management has control. This allows recommendations to be developed that address the issue.
Identifying root causes that are outside the control of management does not help resolve the issue and
can often lead to a sense of helplessness. While there are many environmental and organizational
issues that cannot be prevented or directly controlled, how the organization responds to the issue can
be controlled. For example, it may not be possible to control the condition of dock facilities in a
particular port. Preparation for these conditions can be made by having equipment and personnel
available to ensure the timely and safe unloading and loading of vessels. While the weather cannot be
controlled, how preparation occurs for operations in different climates can be.

Root causes are deep enough that identification of deeper underlying causes would be unproductive.
As described in Section 2, deeper underlying causes can be determined; however, at some depth in the
analysis, developing effective recommendations that can be reasonably implemented becomes very
difficult if not impossible. Therefore, root causes, such as those on the ABS Marine Root Cause
Analysis Map, are intended to be as deep as can reasonably be addressed with recommendations.

Finally, there is very rarely one cause for an incident. When investigators try to find the single cause
of the incident or the primary cause of the incident, they usually end up missing significant
contributors. Multiple safeguards exist to prevent or mitigate almost any incident worth investigating.
Therefore, numerous failures of these safeguards have to occur to generate an incident.

Root Cause Analysis Traps

There are several traps that investigators often fall into when thinking about root causes. Some of
these traps include the following:

Trap 1 — Hardware Problems

One common trap that prevents organizations from searching for root causes in the belief that “/¢ just
wore out; nothing lasts forever” or “It was just a bad part”. Rather than adopt such a thought process,
such problems should be viewed as follows:

e Structural/machinery/equipment/outfitting inspections, testing and maintenance can prevent most
failures.

e Bad parts could be identified as part of the quality assurance process.

e Something can always be done to prevent failures. It must be decided whether to take action to
prevent the failures.

Trap 2 — Personnel Problems

Another common set of traps that prevents organizations from searching for root causes in the belief
that “Nobody else would have made that mistake; he has never been one of our best personnel” or
“The procedures are right and she received our standard training; she just goofed up”. Rather than
adopt such a thought process, such problems should be viewed as follows:

e How did this person come to be hired?

e Are the procedures that the person used accurate?
e s the training correct and sufficient?

e Has this person committed this error before?

e Was the error detected before with someone else and were effective actions taken to prevent its
recurrence?

Often it is not the individual who needs correcting, it is the environment in which they work that
needs changing.
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Trap 3 — External Event Problems

Another common trap that prevents organizations from searching for root causes is the belief that “/¢
was a natural phenomena event beyond our control”. 1t is true that an organization cannot prevent
weather from occurring or individuals from choosing to attempt to harm a vessel or its personnel,
however, plans need to be in place for natural phenomena events and other external factors to
minimize the consequences of these events when they do occur.

Procedure for Identifying Root Causes

For each causal factor, it must be determined why the causal factor existed or occurred. This usually
leads to identification of missing, failed or inadequate management systems. These are root causes.
The ABS Marine Root Cause Analysis Map can be used to help stimulate the thinking of the
investigators. In the next Section, information will be provided about how to develop
recommendations for these root causes.

Root cause identification should not begin until all of the causal factors are determined. Jumping to
root cause identification before the incident is understood and causal factors are identified may result
in:

e Developing the wrong recommendations
e Developing ineffective recommendations
e Recurrence of the incident

It is important to verify that the root causes meet the criteria for a root cause by using the Causal
Factor, Root Cause and Recommendation Checklist that is included in the MaRCAT Toolkit in
Appendix 7.

Using the ABS Marine Root Cause Analysis Map

There are many methods for root cause identification. They all have the same objective: to understand
the underlying causes of the incident. Some methods use a predefined list, like ABS’s Marine Root
Cause Analysis Map, while others do not. There are advantages and disadvantages to using the
predefined list approach. These will be discussed after information is presented about how to use the
map.

Using ABS’s Marine Root Cause Analysis Map structures the reasoning process for identifying root
causes. It identifies detailed root causes (management system weaknesses and deficiencies) for each
major root cause category.

One of its primary advantages is that it facilitates consistency across all root cause investigations. By
using a consistent coding scheme, it supports trending of “root causes” and “categories” by using root
cause codes.

Observations About the Structure of ABS’s Marine Root
Cause Analysis Map

The top portion of ABS’s Marine Root Cause Analysis Map parallels the types of causal factors. Items
generally associated with structural/machinery/equipment/outfitting problems appear toward the left
side of the map while items associated with human errors appear toward the right side of the map.
However, the root causes associated with structural/machinery/equipment/outfitting problems may
appear on the right side of the map and the root causes associated with human errors may appear on
the left side of the map. For example, the underlying reason for a failure of a drive shaft can be that
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the shaft was not installed properly. One of the underlying reasons the shaft was improperly installed
was that the proper tools were not available at the time the installation was performed. Another factor
associated with the failure could be that personnel may not have recorded maintenance that was
performed because the normal computer system was not available due to the fact that maintenance of
the system was not performed.

A different arrangement of the map would not change the fundamental use of the map as a graphical
checklist to help provide a comprehensive search for root causes. The ABS Marine Root Cause
Analysis Map is simply a checklist, arranged in the form of a tree, to help investigators identify root
causes. It could also be arranged as an outline with a different order of items. The ABS Marine Root
Cause Analysis Map structure/terminology can be modified to mesh with the culture and management
systems of specific organizations.

The ABS Marine Root Cause Analysis Map terminology is purposely written generically so that it
will apply to many different types of organizations. The terminology can, and should be, modified to
address the specific terminology used by each organization. This will help personnel interpret the
items that are on the map and make it a more effective tool.

The ABS Marine Root Cause Analysis Map

To use the ABS Marine Root Cause Analysis Map, a person would start by selecting a causal factor
from a fault tree (5-Whys tree or causal factor chart). At this point, one would work through the map
for each causal factor and step down each path, noting the following:

e Problem

e Problem category
e (Cause category

e Cause type

e Intermediate cause
e Root cause type

e Root cause

The results would be recorded on the three-column form at each step (see Section 6, Table 1, “First
Example of a Root Cause Summary Table” and Section 6, Table 2, “Second Example of a Root Cause
Summary Table,” and Section 6, Table 3, “Third Example of a Root Cause Summary Table, ”provided
later in this section for examples).

Multiple Coding

Most causal factors have more than one associated root cause. For example, a deckhand fails to follow
a procedure. In investigating the incident, it is found that deckhands are taught to always follow
procedures. There is even a policy that requires deckhands to always follow procedures, but the
deckhands routinely take shortcuts in procedures to get the job done faster. In other words, this
particular policy has never been enforced. In addition, many of the procedures are out of date. As a
result, many of the procedures cannot be performed as written because of changes that have occurred
since the procedures were written.

In this case, there are two root causes. The first is that the standard, policy or administrative control
(SPAC) that requires procedures to be used is not enforced. The second is that the SPACs for
procedure updates do not address the procedures the deckhands use.
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Using the ABS Guidance Notes on the Investigation of Marine Incidents

Using the ABS Marine Root Cause Analysis Map without the ABS Guidance Notes on the
Investigation of Marine Incidents is usually sufficient for identifying root causes. In order to achieve
consistency across investigations, organizations should use these Guidance Notes in conjunction with
the map. Appendix 1, “Marine Root Cause Analysis Guidance,” to these Guidance Notes provides
information on when to use a node (an item on the map) and provides examples of the types of causal
factors that should be coded under each node. To achieve the highest level of consistency, an
organization should customize the information in the Guidance Notes to make the information and
examples specific to their organization.

Typical Problems Encountered When Using the ABS Marine Root Cause
Analysis Map

This subsection addresses some of the typical problems encountered when using the ABS Marine
Root Cause Analysis Map. Many of these problems stem from differences in the use of certain terms.

6.3.1 Policies versus Procedures
Section 6, Figure 2, “Document Hierarchy,” shows a typical document hierarchy. Policies are
the base of the hierarchy and are the most general types of documents. Standards describe the
methods used to measure acceptable performance to the policy. Procedures are step-by-step
documents that describe how a task will be accomplished. Finally, records or proof
documents provide evidence that the policies and procedures are implemented and the
standards are being met.

FIGURE 2
Document Hierarchy
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6.3.2

6.3.3

6.3.4

Policies are at a lower, more basic level than procedures. Policies are statements about how
different types of activities will be performed. For example, there may be policies concerning
design considerations, training, procedures and worker scheduling. The policy on training
may specify that there will be initial and continuing training, and that workers will be
qualified to perform their duties before they begin work on a task. It may also assign general
responsibility for training activities. In some cases, policies are not written. Policies
sometimes evolve over time without being formally documented. Often they are described as
“the way we do things around here.”

Standards are developed to specify the level of acceptable performance. Standards can be
written to address policy or procedure requirements. When an audit is performed,
performance is compared against the standard to determine if the performance is acceptable.
As with policies, not all standards are written.

Procedures describe step-by-step actions that are needed to accomplish a task. For example,
the policy on training requires training for all workers. Standards can be developed to assess
the implementation of the training program. The training group would then write a set of
procedures that describe how it will determine training needs, how training will be conducted,
how competency tests will be administered, etc. These procedures implement the policy. The
Procedure subsection of the ABS Marine Root Cause Analysis Map is reserved for step-by-
step instructions. As with policies and standards, procedures may not be written down.

Records and proof documents result from the use of the procedures. Examples include
training attendance forms and tests, maintenance records, logs, work orders and procurement
records.

Human Factors Versus Design

Human factors issues deal with human-machine interface issues and workload issues. Human-
machine interface issues are related to the ability of a human to operate and maintain the
system. Will the human have difficulty interfacing with the system because of basic human
limitations that were not considered in the design of the system? Often problems related to
human factors can also indicate a problem in the design process.

Workload issues can be related to the hardware in the system or to the method used to operate
it. The hardware may impose an excessive burden on the human using the system. Often
problems related to human factors can also indicate a problem in the design process. Or, the
way the system is operated may also place an excessive workload on the human. For example,
vessel operation, watch rotations and work assignment practices can cause workload
problems.

Design input/output issues are related to the process used to design structures, machinery,
equipment or outfitting. How are the design requirements determined? How is it ensured that
the design requirements are met? How is it ensured that the design is complete?

Communications

Communications issues are restricted to verbal and other types of informal communication.
Examples include orders, notes, e-mails and pages. Procedures, standards and policies are
methods of communication, but these are NOT addressed by the Communications subsection
of the ABS Marine Root Cause Analysis Map. They are addressed by the Procedures or
SPAC subsections of the map.

Personnel Performance (Individual Issue)

The only time the Individual Issue portion of Personnel Performance should be used is when
the causal factor relates to a characteristic that is specific to the individual. In practice, the
Individual Issue portion of the Personnel Performance subsection is very rarely a root cause.
Although color blindness, physical impairments, etc., can contribute to an incident, there
should be management systems in place to ensure that these will not affect job performance.
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Personnel Performance, Individual Issue root causes occur when it is determined that
management systems cannot be significantly improved and the human errors are limited to
one individual. They may also occur when individuals choose not to try to succeed at their
jobs.

Personnel Performance, Individual Issue should only be used when punishing or replacing the
individual will actually improve performance and decrease the potential for recurrence of the
human error. Again, Personnel Performance, Individual Issue is very rarely a root cause.

Advantages and Disadvantage of Using the ABS Marine Root Cause Analysis

Map

The ABS Marine Root Cause Analysis Map uses a predefined list of items to assist in the
identification of root causes. Using a predefined list has both advantages and a disadvantage.

6.4.1

6.4.2

Advantages

e Using a predefined list with numerous categories ensures that the investigator will
consider a minimum set of issues when identifying underlying causes.

e Using a predefined list can speed up the root cause identification process by providing a
starting point for the investigator.

e Using a predefined list can encourage consistency in the identification and coding of root
causes. This increases the validity of trending across investigations.

e Using a predefined list can provide a uniform terminology for the organization to use
when discussing underlying causes.

Disadvantage

Using a predefined list of categories can limit the brainstorming performed by the individual
or team. If the team believes that the list is all-inclusive and that they do not have to think,
then this can be a significant limitation. If there are underlying causes that the team does not
identify because the predefined list does not trigger them to think of the issue, then it can
affect the effectiveness of the recommendations that are identified.

Some organizations and root cause identification methods do not use a predefined list of root
causes, such as the ABS Marine Root Cause Analysis Map, because it can limit the thinking
of the investigator. If the map is treated as an all-inclusive list, then this can be a more
significant issue. However, if the map is used properly (as a trigger to get the investigator to
think about the different possible underlying causes of the event), this limitation is usually not
significant and is balanced by the advantages cited above. As a result, the MaRCAT
methodology uses the ABS Marine Root Cause Analysis Map for root cause identification.

Documenting the Root Cause Analysis Process

Documentation of the investigation process is straightforward. The root cause paths from the ABS
Marine Root Cause Analysis Map are entered into a table with columns for Causal Factors, Root
Causes and Recommendation. By including all three items on the same form, it is easier to ensure that
each causal factor has root causes and recommendations associated with it and vice versa.

1.

For each causal factor, document the paths through the ABS Marine Root Cause Analysis
Map and the associated recommendations.

Use a three-column format as shown in Section 6, Tables 1 and 2. A blank form is included in
Appendix 7, the MaRCAT Toolkit under the title, “Root Cause Summary Table form”.
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3. The background information in the causal factor column provides enough information to
understand why correcting this causal factor is important. This information can be obtained
from the causal factor chart, 5-Whys or fault tree.

4, Verify that the causal factors, root causes and recommendation meet the criteria in the Causal
Factor, Root Cause and Recommendation Checklist that is included in the MaRCAT Toolkit
in Appendix 7.

5. Paths through the ABS Marine Root Cause Analysis Map may be shown using map item

number or numeric node codes from the ABS Marine Root Cause Analysis Map in the back
of the these Guidance Notes.

6. The entries in the second column describe why the Marine Root Cause Analysis Map path is
appropriate for this causal factor.

7. The entries in the third column are the recommendations associated with each root cause.
Section 7, “Developing Recommendations”, provides further guidance on the development of
recommendations.

Application to Apparent Cause Analyses and Root Cause
Analyses

Root cause identification is typically not performed for apparent cause analyses (ACAs). If
information has been uncovered during the apparent cause analysis (ACA) that indicates one of the
underlying management system problems, these root causes can be identified and documented.
However, a real danger is that the wrong underlying and root causes are identified because the
apparent cause analysis does not require an understanding of these issues. Underlying causes that are
identified using an informal and unstructured process can result in developing inappropriate and
ineffective recommendations.

It is certainly not wrong to identify some of the incident’s underlying causes as part of an apparent
cause analysis but, if they are to be identified, the same level of rigor should be applied during the
apparent cause analysis .

Root cause analyses attempt to address all of the underlying causes of the incident. While an apparent
cause analysis may not identify any of the underlying causes or one or two that are easy to investigate,
a root cause analysis seeks to ensure that all of the underlying causes are identified. So while an
apparent cause analysis attempts to learn the most it can from the limited time applied to the analysis,
a root cause analysis attempts to learn the most it can from the incident that occurred.

Summary

The root cause identification process involves identification of underlying causes. The ABS Marine
Root Cause Analysis Map provides guidance to help the investigator identify underlying causes. The
ABS Marine Root Cause Analysis Map does not provide every possibility, but should provide
sufficient triggers to ensure that the investigator considers a broad range of possibilities. Root cause
identification is always performed for root cause analyses, but some root causes may also be
identified during an apparent cause analysis.
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TABLE 1

First Example of a Root Cause Summary Table

Root Cause Summary Table

Example
Causal Factor #1

Paths Through Maritime
Root Cause Map™

Recommendations

An able-bodied seaman
opened valve D-2 instead of
valve B-2.

Background

An able-bodied seaman was
given instruction by "walkie-
talkie" to open a valve. The
instruction was to open Valve
B-2. The seaman understood
the instruction as D-2.

No repeat-back or other
verification was used. No
company policy existed on
this issue. The walkie-talkies
used routinely had a great

deal of static and white noise.

This frequently led to
misunderstandings or
requiring personnel to go to
"good zones" in the vessel to
get them to work. The vessel
had specified the appropriate
model, but it was changed
during the procurement
process by purchasing. The
company has a policy that
requires that all changes to
purchase requisitions be
approve by the requisitioners
to ensure that the change is
acceptable. However, this
policy is rarely used and not
enforced.

* Human (4)

* Permanent/Returning
Officers/Crew (10)

* Communications (220)

* Communication Mis-
understood or Incorrect
(228)

* Verification or Repeat-back
Not Used (231)

* Company Standards,
Policies, or Administrative
Controls (SPACs) Issue
(256)

* No SPACs/Issue Not
Addressed (257)

Conclusion: No repeat-back
was used.

* Human (4)

* Permanent/Returning
Officers/Crew (10)

* Human Factors (143)

* Work Environment (158)

* Tool Issue (163)

» See Purchasing Issue root
cause below

Conclusion: The appropriate

walkie-talkies were not

purchased.

* Human (4)

* Permanent/Returning
Officers/Crew (10)

* Management Systems (72)

 Purchasing Issue (112)

» Changes to Purchasing
Specifications (114)

» Company Standards,
Policies, or Administrative
Controls (SPACs) Not Used
(261)

» Enforcement Issue (265)

Conclusion: Purchasing

changed the walkie-talkie

requisition without checking
with the requisitioner.

Recommendations:
Develop a policy to require
the use of repeat-backs when
using walkie-talkies.

* Timing-long-term

* Level-4

* Type-prevention

* Responsibility-operations

Recommendations:

Assess the problems

associated with the walkie-

talkies to reduce the static

and remove dead-zones.

* Timing-long-term

* Level-4

* Type-improve inherent
reliability

* Responsibility-maintenance

Recommendations:

Develop a policy to require

purchasing to discuss

changes to procurement

specifications with the

purchaser.

* Timing-long-term

* Level-4

* Type-improve inherent
reliability

* Responsibility-purchasing
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TABLE 2

Second Example of a Root Cause Summary Table

Root Cause Summary Table

Example
Causal Factor #1

Paths Through Maritime
Root Cause Map

Recommendations

Description:

Someone incorrectly closed a
cooling water line to a diesel
engine.

Background:

Someone incorrectly closed a
cooling water valve on a
color-coded control system
because he was color-blind.
Although a screening program
existed for the job, it did not
specify the ability to
differentiate colors as a
requirement. As a result, this
individual was not screened
for color blindness.

* Human (4)

+ Company Employee (12)

+ Management Systems (72)

* Human Resource Issue (81)

+ Employee Screening/Hiring
Issue (82)

+ Company SPACs Issue
(256)

* No SPACs/Issue Not
Addressed (257)

The issue of screening for
color blindness was not
addressed in the company
SPACs.

* Human (4)

« Company Employee (12)

» Personnel Performance
(245)

+ Company Issue (246)

* Inadequate Problem
Detection/Situational
Awareness (247)

+ Company SPACs Issue
(256)

* No SPACs/Issue Not
Addressed (257)

A color-blind employee was
hired to perform a task that
required the recognition of
color-coding. The employees'
color blindness was not
detected until the incident
occurred. No
recommendations were
issued to address this root
cause.

Recommendation:

Determine the positions where

recognition of coloring is required

to perform the job.

* Timing — medium-term

* Level-4

* Type — prevention

» Responsibility — human
resources

Recommendation:

Screen current employees in

positions requiring recognition of

color-coding to ensure that they

can sufficiently distinguish the

color-coding schemes used.

* Timing — medium-term

* Level -3

* Type — prevention

* Responsibility — human
resources

Recommendation:

Examine systems that currently
rely on color-coding to determine
if an additional recognition method
can be used. The objective is to
remove the reliance on color-
coding.

* Timing — long-term

* Level -3

* Type — prevention

* Responsibility — engineering

Recommendation:

Modify the design standards to
ensure that color-coding is not the
only method available to identify
equipment/items.

* Timing — long-term

* Level -4

* Type — prevention

* Responsibility — engineering
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TABLE 3

Third Example of a Root Cause Summary Table

Root Cause Summary Table

Example
Causal Factor #2

Paths Through Maritime
Root Cause Map

Recommendations

Description:

A man entered cofferdam
space P7 without properly
testing the atmosphere before
entering.

Background:

A man entered cofferdam
space P7 without properly
testing the atmosphere before
entering. Though the
procedure for confined space
entry required that the
atmosphere be tested, it did
not:

« state what tests should be
used and the required limits

* require a department head
to certify the space before
allowing anyone to enter

As a result, the man entered
the space thinking it to be
safe and passed out within
several feet of the entrance.

* Human (4)

* Newly Assigned/Contract/
Temporary Officers/Crew
(11)

* Procedures (120)

» Misleading/Confusing (125)

* Too Much/Little Detail (133)

* Company Standards,
Policies, or Administrative
Controls (SPACs) Issue
(256)

* Not Strict Enough (258)

The SPAC was not strict
enough in that it did not
address the specific testing
and approvals that should be
implemented in the
procedure.

Recommendation:

Revise the standards for

confined space entry to:

* specify the tests required
before entry

 specify the acceptable test
results prior to entry

* specify the approvals
required before entry

* Timing — long-term

* Level -4

* Type — prevention

* Responsibility — safety
group

Recommendation:

Provide training to individuals

who may perform confined

space entries to ensure that

they are aware of appropriate

requirements.

* Timing — medium-term

* Level -4

* Type — prevention,
mitigation

* Responsibility — training
group

Recommendation:

Revise the training
requirements to ensure that
new personnel who may
perform confined space
entries are aware of
appropriate requirements.

* Timing — long-term

* Level -4
* Type — prevention,
mitigation

* Responsibility — training
group
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SECTION 7 Developing Recommendations

1 Introduction

Recommendations are the most important products of the investigation. In addition to addressing the
higher-level causes of an incident, recommendations should also address system improvements aimed

at a problem’s root causes.

Recommendations are developed after the data analysis and identification of underlying causes (if
performed as part of a root cause analysis) are completed. Section 7, Figure 1 shows this step within
the context of the overall incident investigation process.

FIGURE 1
Developing Recommendations within the Context
of Overall Incident Investigation Process
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Recommendations should be directly tied to causal factors and their underlying causes. Implementing
a recommendation should eliminate the causal factor and the underlying root causes. Therefore, it
should inhibit and disrupt the sequence of events that led to the loss event.
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The only acceptable recommendations are those that are actually implemented and later proven to be
effective. Therefore, recommendations must be practical, feasible and achievable and should be
assigned to someone along with a completion date. What is practical, feasible and achievable varies
significantly from organization to organization and from industry to industry. Different organizations
and industries have different levels of risk acceptance and risk tolerance. As a result, a
recommendation that would be implemented in one industry would be considered impractical in
another. A valid recommendation can be written, but if it is not practical to accomplish, it will not
solve any problems because it will not be implemented.

Most recommendations do not have to be implemented in the short term to continue with operations.
For example, a recommendation suggests making improvements to the design development process or
a change in the way that purchasing is performed to ensure that the equipment and parts used by the
organization meet appropriate safety, environmental or quality standards. These are good ideas for the
long-term operation of the equipment, but they usually do not have to be implemented to ensure
proper operation today. As a result, recommendations need to be assigned to someone along with a
specific date for completion. The organization will also need someone to periodically review the list
of unresolved recommendations to keep their implementation on schedule.

In most cases, the person who will implement the recommendation is not the person who wrote it.
Therefore, the recommendation must clearly state what should be accomplished so that it is carried
out as intended.

Recommendations need to be reviewed as part of a management of change process to ensure that they
solve more problems than they create. Each recommendation introduces new problems into the
organization. The objective is to implement recommendations that have large benefits and minimal
negative impacts or costs. Proactive risk assessment techniques should be used to assess the potential
impacts of recommendations.

Recommendations should be based on conclusions from analysis of the data collected during the
investigation. By ensuring that the recommendations are based on the analysis data, they should be
effective in eliminating the incidents or minimizing the effects of the incidents. Getting management
support for implementing recommendations is also easier when they can be directly connected to the
analysis data.

Finally, recommendations should be written to provide measurable completion criteria. In other
words, it should be possible to definitively determine if the recommendation is complete or not. It is
difficult to determine if the recommendation “improve procedures to reduce errors” has been
completed. However, it is easy to determine if the recommendation “revise procedures to specify how
rigging of bulk cargo should be performed” is complete or not. State specifically what needs to be
done. If it cannot be stated specifically what needs to done, then the issue to be solved is probably not
understood well enough.

A Causal Factor, Root Cause and Recommendation Checklist is provided to ensure that the various
items, including the recommendations, are defined appropriately (see the MaRCAT Toolkit in
Appendix 7).

Timing of Recommendations

Recommendations can be categorized in many different ways. The first type of categorization is
related to the time frame of implementation. Recommendations are generally put into one of three
time-based categories:

i) Short-term. These recommendations are usually implemented within a few minutes, hours or
days of the loss event. Sometimes these are referred to as broke-fix or quick-fix
recommendations.
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ii) Medium-term. Medium-term recommendations are interim recommendations. They are put
into place to address problems while the long-term recommendations are being implemented.
Sometimes these medium-term solutions are very undesirable from a long-term perspective
because of the negative impacts on the organization, but they bridge the gap until the long-
term recommendations are implemented.

iii) Long-term. Long-term recommendations are the permanent fixes that are put in place to
ensure that the organization functions properly months and years from now. However,
because they can take months, or in some cases, years to implement, medium-term
recommendations are implemented until these long-term recommendations are completed.

It should be noted that suggested changes should not conflict with other existing processes,
procedures or policies within the management system, even for a short time. Also, timetables should
be established to audit the effectiveness of implemented recommendations, regardless of whether the
recommendation is short-, medium- or long-term.

Levels of Recommendations

The second type of categorization is related to the depth of the recommendation. There are four levels
of recommendations/actions.

Level 1 — Address the Causal Factor

This corrects the human error or other problem that has occurred. Correcting these allows a return to
operation but will not prevent the problem from recurring. These are generally short-term
recommendations.

Level 2 — Address the Intermediate Causes of the Specific Problem

These recommendations seek to eliminate the gaps in the performance of the person, machinery,
equipment, process, etc. This will increase the level of confidence in preventing the specific problem
from recurring (higher confidence than addressing only the causal factor). Examples of these types of
recommendations are changes to the type of seal installed in a pump, changes to a procedure and
changes in a supplier. Most of these recommendations are short-term or medium-term
recommendations. These recommendations are effective in addressing the specific failure but do not
prevent other similar types of loss events from occurring.

Level 3 — Fix Similar Problems

Fixing similar problems that currently exist is more proactive and will help prevent identical failures
in this area of the process or organization. These types of recommendations examine the potential
extent of the condition. Are there other vessels that should be implementing changes because of what
has been learned during the investigation? Examples of this type of recommendation are:

i) Changes to procedures on all vessels, not just the one that experienced the accident or near
miss,

ii) Determining if other vessels have the same type of relays that caused a fire on one vessel, and

iii) Examining the pilot boarding process at other ports in addition to the one where the injury
occurred.

Most of these are medium-term to long-term recommendations.
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Level 4 — Correct the Process that Creates These Problems

Level 4 recommendations address the root causes. These recommendations prevent similar causal
factors from occurring and, therefore, prevent seemingly unrelated incidents from occurring (the
highest value-added type of recommendation). These are the recommendations that truly prevent loss
incidents from occurring over a broad range of organizational activities. These recommendations are
very proactive. They prevent future losses and keep organizations from having to fix each problem as
it arises (being totally reactive). If Level 4 recommendations are not implemented, the organization
usually has to implement many more Level 1, 2 and 3 recommendations. Level 4 recommendations
are almost always long-term recommendations.

Types of Recommendations

A third recommendation categorization is related to how the recommendation attempts to eliminate or
control the hazard. The most desirable recommendations are generally those that eliminate the hazard,
while the least desirable are those that perform emergency response after the consequences of the
incident have occurred.

Eliminate the Hazard

If the hazard can be eliminated, then it will not be necessary to be concerned with safeguards to
protect personnel from the hazard. For example, if dust generation during loading can be eliminated,
then it will not be necessary to worry about trying to control it or plan responses to dust explosions. If
the storage of flammable materials in the galley can be eliminated, then there will be less concern
about fires. This is an example of engineering the hazard out of the workplace.

In some cases, it is impractical to eliminate the hazards. For example, it is impractical to eliminate all
heat sources from the galley to prevent fires. It is impractical to eliminate flammable materials on an
LNG carrier. In these cases, it will be necessary to move to the next level of dealing with hazards.

Make the System Inherently Safer/More Reliable

Assuming the hazard is present, it is necessary to take actions to make the system inherently safer
and/or more reliable. This could include minimizing inventories of a material, moving from single-
hull to double-hull designs, widening and deepening waterways, using lower speeds in close
maneuvering areas and installing equipment with greater design margins.

Prevent the Occurrence of the Incident

Preventing the occurrence of the incident can involve designing interlocks that largely prevent errors,
installing cargo hold tops with greater strength, installing better navigational equipment and
navigational aids, using maintenance procedures, supervision of personnel, management systems to
control work processes and developing error-proofing methods for equipment.

Detect and Mitigate the Loss

Here, actions are recommended to do a better job of responding to the loss once it happens. For
example, fire detection and firefighting equipment help detect and then mitigate the loss. Trouble
alarms, failure finding maintenance and routine rounds are methods used to detect problems with the
machinery and equipment. Audits, record reviews and supervision are used to detect issues with the
behavior of individuals. Emergency response activities are included in this category.

Depending upon the situation, the organization may choose to implement a number of different types
of recommendations. For example, they may reduce the amount of flammable raw materials stored
onboard (make the system inherently safer), improve general housekeeping in the area (prevent the
occurrence) and improve the training drills for the fire team (mitigate the loss). In most cases, the
potential for an incident cannot be eliminated, but its probability of occurring can be minimized. If it
does happen, then the consequences of the incident should be minimized. To do this, multiple levels
of recommendations may be required.
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5 Suggested Format for Recommendations

For each recommendation, provide a general objective to be accomplished. This should be followed
by a specific example of how it could be successfully completed. This ensures that the
recommendation is clearly described, yet allows flexibility in meeting the general objective. For
example, a recommendation could be written as “Provide a means for engineers to detect slow
changes in tank levels. For example, provide a strip chart recorder that shows trends over eight
hours.” Most organizations will not want to install a strip chart recorder because of the associated
maintenance costs. They may choose to install a computerized recording device instead. By phrasing
the recommendation in the suggested format, it allows both alternatives to be used. If only one of the
alternatives will address the causes of the issue, then the recommendation should be specifically
written to only allow that option.

6 Special Recommendation Areas

Restart/resumption/voyage continuation criteria may be important methods for controlling risks.
Disciplinary actions or commendations should generally be avoided unless specifically included
within the scope of the investigation. The stated objective of the investigation process is to improve
the process. Unless there is clear-cut criminal behavior, disciplinary actions are best handled
separately from the incident investigation process. A heavy emphasis on disciplinary actions will
result in the perception that the process is used to punish personnel rather than change the
management systems. This has the potential to strongly discourage disclosure of information.

“No action” may be an appropriate recommendation for certain instances in which the risk of
recurrence is very low (an acceptable risk) or the cause is beyond the control/influence of the
organization.

7 Management Responsibilities

After the recommendations have been developed by the investigator/investigation team, the
organization must ensure that the recommendations are properly resolved. Resolution of the
recommendations is usually not the responsibility of the investigator/investigation team, so the
organization needs to have a management system to ensure that the recommendations are resolved.

Management has a number of responsibilities to ensure that recommendations are properly resolved.
Their responsibilities include the following:

e Review recommendations to evaluate feasibility, practicality and effectiveness. Management
should review the recommendations from an overall vessel and organizational perspective to
ensure that each recommendation will have a high benefit/cost ratio across the organization.

o FEstablish schedules for implementing accepted recommendations. Management should ensure
that the recommendations are implemented in a timely manner by establishing a schedule and
assigning resources to complete them.

o Assign individuals responsibility for implementing accepted recommendations. In order to ensure
that the recommendations are implemented, clear responsibility for each recommendation must be
established. Management must allocate sufficient resources, personnel and capital for timely
implementation of recommendations.

o FEvaluate recommendations as management of change items. The changes recommended by the
investigator/investigation team should be evaluated and processed as part of the management of
change process. This will ensure that a proper risk/safety/quality/security assessment is performed
before the change is implemented. In addition, it will ensure that all documentation and
configuration changes are appropriately made.
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Ensure that affected personnel receive necessary information/training about the
recommendations. Individuals affected by implementing recommendations need to be properly
trained regarding the changes and effects resulting from implementation of the recommendations.

Ensure that resolutions are documented. Management must ensure that proper documentation of
the resolution of each recommendation is performed. Resolution can include accepting the
recommendation, accepting a modification or similar alternative recommendation, deferring the
implementation until after further evaluation or rejecting the recommendation for cause.

Track recommendations to completion. Track the status of the accepted recommendations to
ensure timely completion.

Look for opportunities to reduce risks in other systems by applying recommendations from the
current investigation.

Examples of Reasons to Reject Recommendations

Not all of the recommendations made by the investigation team should be implemented. As
management reviews the recommendations, they should consider the following reasons to reject or
modify the recommendation:

A detailed analysis following the investigation indicated that the suggestion was not a good idea
because... As management reviewed the recommendation, they found the team did not identify
some of the potential risks of implementing the recommendation.

A detailed review of the recommendation found that the recommendation is not as beneficial as
originally thought. As management reviewed the recommendation, they found that the benefits of
the recommendation were overestimated by the investigation team.

Other information, which was not available to the investigator/investigation team, indicates that
the potential problem is not as significant as the analysis results indicate. As a result, the
recommendation is not needed or can be modified.

The situation has changed; the recommendation is no longer valid because... Typically, this
occurs when the organization has already made some changes following the incident, the
operation of the facility has changed or there is an extended period between the incident and the
analysis.

The recommendation is no longer necessary because other recommendations have already been
implemented or are planned for implementation. For example, a recommendation was made to
have more data collected during routine rounds and tours. However, implementation of new
computer sensors and collection of the data by the computer makes the need for additional manual
data collection unnecessary.

The recommendation, although somewhat beneficial, does not provide as much benefit as... There
is a better way to correct and address the issue. Therefore, the alternative recommendation will
replace the one under consideration.

Therefore, as management takes an overall view of the recommendation, they need to consider the
potential risk reduction provided by implementing each recommendation. In addition, they need to
consider the other implications of implementing the recommendation. Every time a change is made,
additional hazards and risks are introduced. An assessment (often called a management of change
assessment) needs to be made to ensure that the recommendations truly reduce the overall risk for the
facility and the organization.
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9 Benefit-Cost Ratios

A common method for prioritizing recommendations is to assess the benefit-cost ratio for each
recommendation. To estimate this ratio, both the benefits and the costs of implementing the
recommendation need to be assessed.
9.1 Estimating the Benefit of a Recommendation
One means for estimating the benefit of a recommendation is as follows:
Current expected costs of potential losses
minus
Expected costs of losses that could occur while implementing the recommendation
minus
Expected costs of potential losses after implementing the recommendation
equals
Expected benefits
In detailed assessments of recommendations with high benefits, the time when benefits are realized

(e.g., only after five years) may be important because of the time value of money.

9.2 Estimate the Costs of Implementing a Recommendation by Considering the
Total Life-cycle Costs of the Change

Estimating the cost of implementing a recommendation should consider the total life cycle cost of the
change. This can be computed as follows:

Initial implementation costs (design, equipment, installation, procedures, etc.)
plus
Annual costs for ongoing implementation (utilities, maintenance, testing, training, etc.)
plus
Any special cost items in the future (rebuilds/replacements, retraining, etc.)
equals
Expected costs.
In detailed assessments with significant costs, the time when costs are realized may be important
because of the time value of money.
9.3 Cost-Benefit Ratio

Recommendations with the largest cost-benefit ratios should be implemented first, unless the
cumulative benefit of implementing several lower-cost items provides a more attractive return-on-
investment or the resources are simply not available to implement relatively expensive items.

For relatively inexpensive items that seem reasonable, management will often decide to implement
the recommendations without detailed cost-benefit analysis because detailed analysis costs may be
comparable to, or cost more than, the cost of implementation.
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Assessing Recommendation Effectiveness

To determine the effectiveness of a recommendation, an assessment of its effects needs to be
performed. Trending of general incident data (Section 10) indicates the overall effectiveness of the
investigation program. Assessing recommendation effectiveness examines the effectiveness of
individual recommendations. For each recommendation, an assessment strategy is developed and
implemented to determine if the recommendation is correcting the problem it is supposed to address.

The recommendation assessment strategy should look for indications that the recommendation is
changing some measurable behavior. Typical issues to consider during the development of a strategy
include the following:

Identify a measurable parameter that should change if the recommendation is working. It should
be tied directly to the recommendation.

Example: During an investigation, it was noted that surveillance activities were not being
performed for some of the cargo unloading conveyors. This has led to some failures during
loading/unloading operations and delayed departure for the vessel. Certainly, the number of
voyages delayed could be tracked. The number of failures of the conveyors could be tracked.
Alternatively, the number of missed surveillances could be tracked. All three of these
parameters should change if the recommendations are successfully implemented.

The parameter should be proactive or a leading indicator of recommendation effectiveness.
Proactive measures predict when problems occur. Reactive measures determine the number of
problems that have already occurred. One lagging indicator is a repeat of the same types of
incidents. However, it would be better to be able to predict when the incidents are going to occur
rather than wait for them to occur. However, proactive measures are more costly to implement
because they involve actively monitoring the system, can be intrusive and require that time be
invested even on successes.

Example I: Incidents have occurred because of procedures with missing steps. Changes were
made in the way procedures were validated to ensure that all the appropriate steps were in the
procedure. A proactive assessment strategy is to verify that validation is performed for all
appropriate procedures. A reactive strategy is to examine incident reports to determine the
number involving procedures with missing steps. A compromise approach would be to
periodically review a sampling of procedures to determine how many of them have missing
steps or spot-check a few procedures to ensure validation was performed. The compromise
approach may cost less and be more practical to implement.

Example 2: Problems were encountered with purchasing vessel spares that were inappropriate
for the type of equipment used on the vessel. A recommendation was made to inspect certain
incoming parts to ensure that they meet the purchasing specifications. A proactive approach to
assess the effectiveness of this recommendation would be to verify that the inspections are
being performed. Another would be to track failures of these parts that are discovered through
routine maintenance. A reactive approach is to look at the number of accidents that have
occurred because of inappropriate spares.

The measurement of the parameter must be reasonable to implement. If the measurement of the
parameter is not practical from a cost and effort perspective, the measurement will not be
performed. Therefore, the recommendation should be examined from a practicality standpoint to
ensure that it can be reasonably performed.

Example: A problem has been noted with communications during turnovers from watch to
watch. The company specified that 10 minutes should be allocated to perform a turnover.
How could the effectiveness of this recommendation be assessed? Section 7, Table 1,
“Effectiveness of Various Shift Turnover Alternatives,” outlines different approaches and an
assessment of each.
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TABLE 1
Effectiveness of Various Shift Turnover Alternatives
Alternative Assessment
Monitor all turnovers Probably not practical
Document all turnovers The extra paperwork might be beneficial for a while, but

probably would not last.

Periodically audit turnovers This seems more reasonable to implement. It is not the
most proactive measurement strategy, but it is probably
one that is practical to implement.

Monitor the number of incidents A reactive strategy. Less expensive to implement than
caused by poor turnover any other method, but purely reactive in nature.

By measuring the effectiveness of recommendations, it can be determined that the actions taken are
really correcting the underlying causes that have been identified. Tracking the effectiveness of every
recommendation is probably not practical. For recommendations that are not associated with incidents
that had large actual or potential consequences, assessing the effectiveness of recommendations is
probably not practical. Selected application of this tool will provide the organization with the most
learning value with a minimal investment.

11 Application to Apparent Cause Analyses and Root Cause
Analyses

Recommendations are developed for both apparent cause analyses and root cause analyses. The nature
of the recommendations will be different between the two levels of analysis. Section 7, Table 2,
“Recommendations for Apparent Cause Analyses and Root Cause Analyses,” outlines the basic
differences between the recommendations developed for the two analysis levels. This table should be
used for guidance only. The recommendations for any particular analysis will depend upon the extent
of root cause identification performed in the previous step.

12 Summary

Developing recommendations is one of the last steps in the investigation process. Recommendations
can be categorized in many different ways, including:

i) The time frame of the recommendation,
ii) The level of the recommendation, and
iii) The methods it uses to control the hazard.

Disciplinary actions should generally be avoided as part of the investigation process. Management has
numerous responsibilities to resolve and implement the recommendations. Recommendations can be
prioritized by using cost-benefit ratios as a guide. Finally, recommendation effectiveness can be
assessed by using a recommendation assessment strategy.
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TABLE 2
Recommendations for Apparent Cause Analyses
and Root Cause Analyses

Activity

Description

Apparent Cause Analyses

Root Cause Analyses

Time frame of
recommendations

Short-term, medium-term and
long-term recommendations

Most are short-term and
medium-term
recommendations

Recommendations span the
realm from short-term to
long-term

Recommendation levels

Levels 1,2,3 and 4
recommendations

Level 1 and Level 2
recommendations are more
common. However, some
Level 3 and Level 4
recommendations can also be
generated

Recommendations include all
levels. Typically, more Level
3 and Level 4
recommendations are
generated for a root cause
analysis than for an apparent
cause analysis

Types of recommendations

How the recommendation
addresses the hazards

Usually the recommendations
are less desirable in that they
often are more responsive and
less proactive

Recommendations can be
more proactive in nature

Benefit-cost ratios

Calculating the return on the
investment

Usually benefit-cost ratios are
performed informally and
qualitatively or not at all

Because of the potentially
higher cost of implementing
the recommendations, more
formal methods of calculating
benefit-cost ratios are often
used

Assessing recommendation
effectiveness

Tracking the effectiveness of
the recommendation

Recommendation
effectiveness is usually not
performed as part of an
apparent cause analysis

Some recommendations are
usually selected for
assessment
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SECTION 8 Completing the Investigation

1 Introduction

This Section presents four major issues that need to be addressed following the completion of an
investigation. These four issues are:

i) Writing investigation reports

ii) Communicating investigation results

iii) Resolving recommendations and communicating resolutions
iv) Evaluating the investigation process

Section 8, Figure 1 shows this step within the context of the overall incident investigation process.

FIGURE 1
Completing the Investigation within the Context
of Overall Incident Investigation Process
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Writing Investigation Reports

The report is one of the primary tools used by the team to communicate the results of the
investigation. It is the permanent record of what was done during the investigation, including the
team’s conclusions and recommendations. It also provides input into the trending process. Finally, it
fulfills regulatory and company requirements.

Typical Items to Be Included in an Investigation Report

Section 8, Table 1, “Typical Items to Include in Reports,” provides a list of items to be included in
investigation reports.

A predefined report should be completed for all investigations. The predefined report addresses the
basic information needed for all investigations. A Report Checklist and Investigation Checklist is
provided in Appendix 7 to assist with determining that all necessary information is formatted properly
and included in various types of reports.

Causal factors should be identified for all analyses. Root causes, on the other hand, may not be
identified for some of the apparent cause analyses that are performed. Sufficient time and resources
may not be allocated to the apparent cause analyses to identify all of the root causes. Instead, causal
factors and potentially some intermediate and root causes will be identified.

Recommendations should be captured for all analyses. Even if the recommendations are completed by
the time the investigation is started (for example, very short-term items such as broke-fix or quick fix
recommendations), documenting the basic steps taken to fix the problem will help with later
investigations and reviews.

TABLE 1
Typical Items to Include in Reports

Scale of Investigation

liem Small Medium | Large
Level of the analysis ACAs RCAs
Predefined report form Yes Yes Yes
Causal factors Yes Yes Yes
Root causes If identified Generally yes | Yes
Recommendations Yes Yes Yes

Fault/5-Whys tree and/or causal factor chart | If developed Generally yes | Yes

Photographs and diagrams As required As required As required
Formal report developed No Yes Yes
Detailed review of rejected hypotheses No No Yes
List of data collected and reviewed No Generally yes | Yes
Executive summary No Generally yes | Yes

Causal factors, root causes and recommendations should be presented in a manner that clearly shows
the connection between each of these levels of the investigation. A standard method for presenting
this relationship is a table with the causal factors in the first column, the root causes in the second
column and the recommendations in the third column. For some apparent cause analyses, the root
cause column may be left blank.
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Fault trees or 5-Whys trees and causal factor charts may not be formally developed for some apparent
cause analyses. If they are formally developed, they should be included in the report or attached to the
report. Fault trees or 5-Whys trees and causal factor charts can often save the investigator additional
writing by providing a summary of the incident, including what happened, when it happened, who
was involved and how it happened

Photos may be included in the simplest of reports especially if a digital camera is readily available.
Photos of the scene and equipment can often be great time savers because photos save the writer from
generating lengthy descriptions in the report.

A formal report is anything that goes beyond completion of the standard report form. Most incident
investigations (medium-scale and large-scale analyses) should have a formal report. The amount of
information gathered is usually well beyond that which a standard form can capture. However, even
for these analyses, a standard report form should be completed. Formal reports should attempt to use
the documentation and information used for the data analysis (e.g., the causal factor chart, fault tree
and/or 5-Whys tree) to the greatest advantage. In some cases, it is not appropriate to include this level
of detail. However, in most cases, these tools, along with the three-column forms (as discussed in
Sections 5 and 9) showing causal factors, root causes and recommendations, should provide the vast
majority of the information needed in the report.

Detailed reviews of rejected hypotheses are usually documented only for large-scale incident
investigations. Often this is done to refute theories put forth by various groups within or outside the
organization. Often, when an investigation is launched, many preconceived ideas exist concerning the
causes of the incident. In some cases, it is prudent to address each of these theories and describe why
the investigation team believes it is not a valid cause of the incident. Left unaddressed, the validity of
the report may be called into question by individuals or groups, and the effectiveness of the
investigation process can be greatly diminished.

Knowing what data were examined can often add credibility to the investigation process and show the
depth of the investigation. For smaller-scale investigations, a list of the data reviewed is often not
included in the report. As the scale of the investigation gets larger or the visibility of the investigation
to outsiders becomes a larger factor, this list is usually included in the report.

An executive summary or synopsis can help more people get the important points from the report
without having to read all the details. In some cases, busy managers will choose not to look through
the report itself. In this case, an executive summary or synopsis is needed. These are usually only
written for medium- and large-scale analyses (all incident investigations and some apparent cause
analyses).

Tips for Writing Reports

In reviewing numerous investigation reports and participating in many investigations, the authors of
these Guidance Notes have developed a number of tips for writing effective reports. These are listed
below.

2.2.1 Start Writing the Report at the Beginning of the Investigation

Compile the report continually during the investigation process; do not wait until the
investigation is over to begin writing the report. By taking this approach, it will be possible to
see the data that will be needed to complete some of the required fields. This will guide some
of the data gathering and make the investigation more efficient.

2.2.2 Have the Report Reviewed

Have the report reviewed for technical accuracy, writing clarity, grammatical errors and legal
issues. Obvious errors in the report can call into question the technical accuracy of the
investigation.
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Some organizations perform two reviews. The first is a technical accuracy review. The point
of this review is to ensure the accuracy of the sequence of events, as well as the capabilities of
equipment, status of current management systems and organizational information. The second
review examines the conclusions and recommendations determined by the investigation team.

This two-stage review process is usually performed only on larger investigations. For smaller-
scale investigations, a single review is usually conducted.

Using the two-stage review process allows the reviewers to focus on the facts during the first
review and to not get distracted by the conclusions and recommendations reached by the
team. This also allows the team members to verify the facts that support their conclusions and
recommendations before documenting them in the report.

A Report Comment form is included in the MaRCAT Toolkit in Appendix 7. This can be
used to obtain and record comments from multiple reviewers. Most word processing
programs provide a means to number the lines in the report. Using this feature and printing
the file to an Adobe® Acrobat” file will allow reviewers to all refer to the same line number in
the report.

Explain Any Contradictory Information

Do not let the reader guess which information is a fact and which is a conclusion drawn by the
investigation team. In some cases, the team has to make a determination of the most likely
scenario or most likely cause of an incident. There may be contradictory data pointing to
alternative scenarios or causes. The data that are needed to resolve the inconsistency or fill in
the knowledge gap may not be available or may be too costly to obtain. The team should
show the data that support these conclusions. The tools used to analyze the data (causal factor
charts and fault trees) should assist with the documentation of this data.

Identify Facts, Conclusions, Hypotheses and Recommendations

Conclusions, hypotheses and recommendations should be presented as such, not as facts.
Clearly indicate what the team concluded based on the data and what is a provable fact. Some
judgment will be needed to know when enough is enough. For example, for most fires,
proving that there is oxygen in the air will not be needed. But, if a fire takes place in a tank
that normally has an inert atmosphere, then proving that there was oxygen in the atmosphere
will probably be required.

Ensure that the Report Addresses the Needs of the Audience

Recognize that a single report may not satisfy all audiences. You may need to generate
multiple reports to meet the varied needs of your audiences. For example, a report that is used
during onboard safety briefings may only include a paragraph description of the incident and
the two recommendations that apply to the attendee’s work. A report produced for the shore-
based managers will need to include a summary of the incident and all of the causal factors
and recommendations.

Do not Fill up the Report with Unneeded Information

Reference all materials used during the investigation, but only include the information
required to communicate the results to your audience. The objective is to change the behavior
of the organization and its personnel, not to use up paper.
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2.2.7 Do not Use Names of Individuals

Identify items (structures/machinery/equipment/outfitting, etc.) and positions of individuals
involved in the incident in sufficient detail to understand the incident, the causes and the
recommendations, but do not be any more specific than needed. There is no point in including
people’s names in the report. It only serves to embarrass them and make them want to never
cooperate in one of your investigations again. If witness statements are included in the report,
this could inadvertently expose witnesses’ names.

2.2.8 Do not Downplay Sensitive Issues

Do not downplay sensitive issues to the point that potential corrective actions associated with
the issues are not implemented. Many of the issues discussed in the report are not pleasant.
But if they are not discussed sufficiently, no one will understand why the recommendations
need to be implemented.

2.2.9 Use Supplemental Information as Needed

Use standard investigation reporting forms, as required, but feel free to attach any additional
information that may be necessary. The standard report form cannot anticipate all of the
potential reporting needs. Add supplemental data as required.

2.2.10 Issue Reports as Controlled Documents or Records

This includes all drafts of reports. Drafts should be collected before the final report is issued
and destroyed. Final reports should be issued as controlled documents or records so it is
known who has the information. In addition, ensure that the reports are properly marked, such
as “Draft — For Review Only,” and that each version of the report is dated with the revision
number.

2.2.11 Properly Control Proprietary and Other Sensitive Data

Ensure that all reports, including drafts, are marked as proprietary or with other appropriate
markings. The report is supposed to help the organization learn how to improve its operations.
It does not need to help your competitors learn about your operations.

2.2.12 Follow Generally Accepted Technical Writing Guidelines

The following general guidelines should be kept in mind when writing the investigation
report:

e  Write reports in the past tense

e Avoid jargon

e Minimize the use of abbreviations and acronyms

e Do not include information/figures/tables that are not necessary
e Use figures/tables to minimize verbiage when possible

e Use consistent terminology, spelling and report organization

A Report Checklist and Investigation Checklist are included in the MaRCAT Toolkit in
Appendix 7.
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Communicating Investigation Results

Communicating the results of the investigation is an important aspect of the investigation process. In
addition to recommendations to communicate the investigation results to those who are affected by
the corrective actions, it is also important that those personnel who assisted the investigation team be
made aware of the investigation results. Often they are not so much interested in the detailed outcome
of the investigation as in knowing that their investment of time in the investigation paid off for the
organization in some manner. If they invested an hour of their busy workday in helping the
investigation team, they want to see that something useful was done with the information they
provided or helped to acquire. With these dual goals in mind, the steps that follow can provide hints
for communicating the results of the investigation to those who were involved.

Decide to Whom
The following provides some ideas about the possibilities for report distribution:

e Relevant Personnel with Policy and Procedure Responsibility. Those personnel responsible for
managing the upkeep and update of policies and procedures should be provided with the report to
determine if changes to the Management System are necessary as a part of the formal corrective/
preventative action system.

o Affected Employees. Affected employees will want to know what to do differently and what the
company is doing to make sure this type of incident does not happen in the future.

o All Employees. ls there a lesson to be learned by everyone? Keep this type of communication
short and to the point. Tell them what they need to know and why; nothing more or the primary
message will get lost in all the extra information.

o Other Company Vessels/Sites. Can other company vessels learn from this incident? The
communication should be tailored to provide sufficient information without unnecessary detail.

o  Contractors/Subcontractors. Can contractors or subcontractors that your organization frequently
works with learn from this incident? The communication should be tailored to provide sufficient
information without unnecessary detail.

o Others in Industry. Can others in the industry learn from this incident without disclosing
company secrets? The communication should be tailored to provide sufficient information
without unnecessary detail.

o The Public. Is there public interest in the incident? Will telling the public about the incident and
the investigation help the image of the organization? Are there some other benefits in telling the
public about what the organization did in response to the incident?

e  Regulators. Are there regulatory requirements to file a report? Should you tell the regulator to
show your organization’s desire to understand your operation and meet the regulator’s concerns?

Decide How

The following provides some ideas about the how to distribute a report:

e  Routing or Posting the Report or a Summary. When it is desirable to show what is being
accomplished with the incident investigation program, post or route the results. Do not think that
anyone is actually going to read the details, but letting personnel who helped with the
investigation process see that a report was generated can help the long-term sustainability of the
program.
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o General Meetings. If you really want to ensure that a group heard about the incident, include it in
a safety briefing or other formal meeting or training course. They still may not understand the
details of what they need to do, but at least they will have a general idea of the changes that are
coming. Do not expect everyone to like the recommendations, even if they are good ideas; no one
likes to change.

e Formal Training. This should be very targeted. Provide enough background on the incident to
show why you want their behavior to change. Then tell them what THEY need to do differently.
Do not tell them about all the other good recommendations the team came up with that will not
affect them. Most likely, they do not care. Do not expect everyone to like the recommendations,
even if they are good ideas; again, no one likes to change.

o Publish New and Amended Management System Policies and Procedures as Appropriate. Since
the management system policies and procedures may have been amended as a result of
recommendations made in the investigation report, it will be necessary to publish the changes to
make all relevant personnel aware of the differences.

Document the Communication

The following provides some ideas about documenting communications about the investigation status
and results.

o Document your Communication (by memo, e-mail, etc.). Keep track of how you communicated
the investigation results, even if they were just posted. If formal meetings were held, record who
was there.

o Solicit and Document Feedback. There will probably be something else that could be learned
from the incident. Invite personnel to tell you what else they know about what happened and how
the results of the investigation can be applied in other areas.

Resolving Recommendations and Communicating
Resolutions

Tracking Recommendations

All recommendations must be resolved. Resolution does not necessarily require implementation, but it
does require an evaluation and justification for the actions that are taken. Failure to document
resolutions can increase legal and regulatory liability. In addition, failure to document a change to a
resolution during implementation can also increase liability.

Tracking recommendations should continue until implementation of all of the recommendations is
complete. The flowchart in Section 8, Figure 2, “Tracking Recommendations,” illustrates a method
for tracking recommendations (from incident investigations, hazard analyses, audits, etc.) to their final
resolutions.

Resolution Report Phase and Closure of Files

The final closeout of each report should be documented. The final review of the report should verify
that all of the reporting and documentation requirements have been met and that all of the
recommendations have been resolved.
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5 Addressing Final Issues

5.1 Enter Trending Data

If not already entered as part of the normal documentation process, data should be entered into the
tracking system so that trending of the investigation data can be performed. Parameters for trending
must be thought out ahead of time (incident type, root cause categories, etc.) to make trending
effective. Section 10 will discuss the development of a trending program.

5.2 Evaluate the Investigation Process

5.2.1 Types of Evaluations and Communications

Two types of evaluations can be performed: an evaluation of the investigation process and an
evaluation of a specific investigation. A final critique of the investigation process helps
identify any weaknesses in the current investigation and identify suggestions that will
improve future investigations. Ideally, all of the individuals participating in the investigation
should participate in the critique.

Usually, the process involves two methods of communication. The first is a critique meeting.
During the meeting, members share the pluses and minuses of each aspect of the investigation
process and how it worked during this particular application. Most organizations find an
informal tone to the meeting works best; however, each participant should be specifically
asked for his or her input. The second method is one-on-one feedback with the team leader or
incident investigation program manager. This provides a method for those individuals who
are not comfortable sharing issues during the meeting to communicate their concerns.

5.2.2 Example Critique Questions
The following are example critique questions:

i) How well did the investigation satisfy its goals and objectives?

ii) What investigation activities went well?

iii) What improvements could be made?

iv) What additional training would be useful to promote more effective investigations?
v) What additional resources should be available to support investigations?

vi) What items caused inefficiencies in the investigation?

5.2.3 Follow-up of Critique Process

Weaknesses and recommendations for improvement should be passed on to the incident
investigation program manager for incorporation into the incident investigation process.

Some organizations score a sample of their investigations against a score card. The score card
awards points for meeting specific criteria. Trending of the scores can provide an indication
of the performance of the investigation program. The scores can also provide feedback to the
investigators to improve their performance. The Causal Factor, Root Cause and
Recommendation Checklist, along with the Report Checklist and Investigation Checklist
contained in the MaRCAT Toolkit in Appendix 7, can be used as a starting point for
developing a scoring system.
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Application to Apparent Cause Analyses and Root Cause
Analyses

Section 8, Table 2, “Investigation Completion Activities for Apparent Cause Analyses and Incident
Investigations,” outlines some of the differences between apparent cause analyses and incident
investigations for the four activities addressed in this section. As noted in previous subsections, this
table should be used as a guide only. Specific organizational and investigation needs may require
deviation from the guidance provided below.

TABLE 2
Investigation Completion Activities for Apparent Cause Analyses
and Incident Investigations

Activity Description Apparent Cause Analyses Root Cause Analyses

More details and supporting
information provided. Refuted
(disproved) theories may also be
addressed

Less detail and supporting
information is typically
included in the report.
Justification for
recommendations is typically
less thorough because of the
lower cost of most ACA
recommendations

Developing a report to
document the results
of the analysis

Investigation reports

Limited personnel are
informed about the results of

A broader scope of personnel is
informed about the results of the

Communicating
investigation results

Telling others about
the results of the

analysis the analysis. Typically, thisis | analysis. This could include
the group immediately support organizations and others
affected by the incident not directly involved in the
incident
Resolving Resolving the All recommendations are All recommendations are resolved
recommendations recommendations resolved
Evaluating the Looking for potential Typically, no formal critique A formal critique is performed for

investigation process

improvements in the
investigation process

is performed of individual
ACAs. However, an overall

most investigations

review of many ACAs may be
performed to determine how
the system could be improved

Summary

Closeout activities for the investigation need to be performed to ensure that the investigation meets its
goals. The four basic activities include:

i) Generating a report,

ii) Communicating the results of the investigation,
iii) Resolving recommendations, and

iv) Evaluating the investigation process.
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SECTION 9 Selecting Incidents for Analysis

Introduction

This Section addresses the issue of determining which incidents should be analyzed. In some cases,
the choice of performing an investigation is clear-cut. For example, a grounding of a vessel with a
catastrophic spill of cargo would clearly require an investigation. A paper cut while filling out the
ship’s log would clearly not require any investigation. However, what about all the incidents that are
in between these extremes? This Section addresses the methods used to make these decisions.

Section 9, Figure 1 shows this step within the context of the overall incident investigation process.

FIGURE 1
Selecting Incidents for Analysis Within the Context
of the Overall Incident Investigation Process
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Why Be Careful when Selecting Incidents for
Investigation?

If reporting of incidents is encouraged, the number of reported incidents will increase. If a thorough
investigation is carried out for each of these incidents, then the resources required for investigations
will increase greatly. As each investigation is completed, recommendations will be generated;
therefore, the resources required to resolve these recommendations will increase. Thus, the overall
result is that our resources become overloaded and spread thinner and thinner.

In the end, the quality of investigations and recommendation implementation will degrade because
there are fewer resources to address them. This in turn leads to more incidents occurring and,
therefore, more incidents being reported. This just keeps the cycle going. Section 9, Figure 2,
“Investigation Cycle if Too Many Investigations Are Performed,” shows how this cycle can occur.

FIGURE 2
Investigation Cycle if Too Many Investigations Are Performed
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If an organization cannot afford to investigate all incidents, how should a determination be made
about which incidents to investigate?

Most organizations do not have enough resources to analyze all of the incidents that occur. Incidents
are prevalent in all parts of the organization, so there are too many to be properly investigated. Some
incidents are too small and too trivial to invest significant investigative resources. Even if the
investigation and resulting recommendations prevented the incident from recurring, it still would not
be worth the effort of the investigation. Pareto analysis indicates that 80% of the losses are caused by
20% of the incidents. Therefore, it is important to identify these 20%, the significant few, where
efforts will be concentrated.

Root cause analyses (RCA) and apparent cause analyses (ACA) are undertaken to improve
performance and save money. If more money is invested in the investigation than is saved by
addressing the underlying causes, then the organization ends up losing money. It is not necessary to
expend effort on the 80% of the incidents that are only causing 20% of the losses. It usually makes
more sense to live with these incidents and correct the causal factors when they occur.
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Investigations take resources away from other useful risk reduction strategies such as proactive
analyses and development and implementation of safeguards to control risks. If too many resources
are dedicated to reactive analyses, then insufficient resources are available to implement the
recommendations through proactive analyses and the development and implementation of
management systems. Therefore, organizations must be selective in choosing the incidents to analyze.

Investigating one incident correctly usually addresses many underlying causes. If an investigation is
properly performed, then many incidents are prevented in addition to the one under investigation.
Therefore, the payback is usually larger than you might expect.

Solving the significant few (i.e., the 20% of the incidents that cause 80% of the losses) will probably
prevent many of the other insignificant incidents from recurring (i.e., the 80% of the incidents that
cause only 20% of the losses).

There are three potential actions that can be taken after an incident is reported:

i) Investigate
ii) Record the data for trending or do nothing as part of the investigation process
iii) Let routine management systems resolve the issue

For all of the reasons noted, an organization must carefully determine the appropriate course of action
for each incident identified. The key criterion to consider when making the decision to investigate is
the potential opportunity for learning.

3 Some General Guidance
Using the potential opportunity for learning as a criterion for determining which incidents to
investigate results in the general guidance in the following Subsections. Section 9, Table 1, “Learning
Potential from Incidents”, provides a description of incidents and the potential learning value for each.
TABLE 1
Learning Potential from Incidents
Type of Incident Situation Frequency Investigated? Learning Potential
Acute Actual Losses 1% Nearly all investigated High
Non-Acute Near Miss or Near Hit 5% Investigation and trending of Moderate to low
Deviations chronic events
Potentially harmful ~10% Regardless, all data about
circumstances but no actual events should be entered in
loss database to allow potential
for trending
Not classified as Variations or Unsafe Acts 85% Not investigated. Low
an incident or Conditions, Errors or May be dealt with through
Failures Behavior-Based Risk
Management
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Incidents to Investigate (High Potential Learning Value)

Single incidents (acute) that represent a large enough loss (actual or potential) to justify an immediate
investigation are considered high potential learning value.

e Accidents. Incidents with large losses

o Accidents with small losses that are near misses to large potential losses. Incidents with small
losses but with the potential for large losses

o  Near misses with large potential losses. Incidents with no losses but with the potential for large
losses

Incidents to Trend (Moderate to Low Potential Learning Value)

Some groups of incidents (chronic) represent a large enough loss (actual or potential) to justify an
investigation only if they occur on a frequent basis. In these cases, it may be sufficient to trend the
losses until enough losses have occurred to justify an investigation.

e Small losses. Such as incidents with small losses and no reasonable potential for a large loss. If
these incidents were to occur often enough, they would represent a significant loss to the
organization.

o Near misses with small to moderate potential losses. Such as incidents with no losses and no
reasonable potential for large losses. If these incidents were to occur often enough, they would
represent a significant potential loss to the organization.

No Investigation — Behavior-based Risk Management (BBRM) (Low Potential
Learning Value)

Routine human errors and minor equipment failures that occur as part of daily work activities may not
be considered worthy of an investigation since there would be little potential learning value.

Performing the Investigation

All acute incidents should be investigated immediately; all non-acute (potentially chronic) incidents
should be logged into a database.

Incidents to Investigate Immediately (Acute Incidents)

All acute incidents should be investigated as promptly as possible. Acute incidents, by definition, are
worthy of the investment of time to uncover the underlying causes. Company personnel can make
exceptions to this rule if they deem the incident to have low learning value. In such situations, the
incident should still be logged into the database.

Incidents to Trend (Potentially Chronic Incidents)

Incidents that do not meet the definition of an acute incident should be entered into a database, but an
investigation should NOT necessarily be performed. Periodically, a query should be made using the
incident database to determine if any of these incidents are occurring frequently enough to justify an
investigation. If so, management should initiate an investigation of the group of incidents. Chronic
incidents are investigated in the same manner as acute incidents, but much of the specific incident
data may no longer be obtainable.
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Near Misses

Near misses should be investigated or trended when the potential consequences are large enough. In
order to request an investigation of these near misses, the organization needs to know about them. To
get near misses reported, the organization needs to specifically define what a near miss is and address
the barriers to getting near misses reported.

Factors to Consider When Defining Near Misses

When considering whether to investigate an incident as a near miss, the following factors should be
considered:

e What could the consequences of the incident have been? The larger the potential consequences,
the more resources should be committed to an investigation. Would the consequences have been
more severe if:

The circumstances had been slightly different?

It had not been detected so early?

The external conditions, such as the weather, were slightly different?

If a less experienced, but competent, person had been performing the task?

e s the incident considered part of “normal” operation? If so, an investigation may not be
appropriate. Should the incident consequences be considered an acceptable risk?

o s the risk associated with this incident well understood? Is the risk associated with the incident
acceptable? If a decision has been made that the risk from this incident is acceptable, then an
investigation would not result in any significant changes.

e Are adequate safeguards in place to protect the workers and the public against these incidents? If
adequate safeguards are provided, then an investigation would not result in any significant
changes.

Some of these criteria will be difficult to assess before an investigation is performed. The best
judgment will have to be made based on the limited information available. Some investigation may be
needed just to determine the answers to these questions. The criteria should be reassessed as
additional information becomes available during the investigation. If the investigator determines that
the incident did not have the potential for a large loss, then the investigator may make the decision to
terminate the investigation at this point.

Reasons Why Near Misses Should Be Investigated

Near misses share the same causal factors and underlying causes as accidents. By investigating near
misses and correcting the underlying causes of these accidents, other near misses and accidents can be
kept from occurring. Near misses cannot be investigated if they are not reported.

Barriers to Getting Near Misses Reported

There are numerous barriers to getting near misses reported. In most cases, near misses are only
known by the individuals involved in the incident. In most cases, the chances they will “get caught”
are small. So, in effect, these individuals have the option of reporting the incident or keeping it to
themselves. There can be many factors that discourage them from reporting. An organization will
have to effectively deal with these barriers to be effective in getting the incidents reported and
subsequently investigated. The following subparagraphs list typical barriers that organizations
encounter to getting incidents reported.
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5.3.5

5.3.6

5.3.7

5.3.8

5.3.9

Fear of Disciplinary Action

Employees are concerned that they will be punished for reporting an incident. Punishment can
range from being fired to getting undesirable shifts/watches to receiving disparaging
comments from the officers or crewmembers. If the organization does not take a “no-
punishment” approach during investigations, there will be limited cooperation from the
employees.

Fear of Teasing by Peers (Embarrassment).

Personnel are afraid their peers will embarrass them. This may be difficult to deal with
because the organization does not have direct control over this issue.

Fear of Legal Liability

Employees may wonder if they or their company could be held legally liable for the incident
or the future consequences of the incident. Most investigations do not have any significant
legal impact. For those that do, the organization should get its legal staff involved in the
investigation process to limit the organization’s legal exposure. Reporting of incidents should
be encouraged by the organization’s legal department. Preventing incidents will have a long-
term beneficial impact on the organization’s operations and legal exposure.

Disincentives for Reporting Near Misses

While there may not be outright punishment for reporting, there may instead be a more subtle
form of discouragement. Issues including the extra work involved to report the incident, the
many forms to complete, interviews and potentially having to leave work/stay on duty later
than normal can discourage reporting.

Multiple Investigation Programs

If there are different programs and procedures for reporting safety, reliability, environmental
and business issues, the person reporting the incident may be shuffled around to multiple
personnel or have to report the incident multiple times. One person should be designated to
receive incident reports. That person should be able to determine who else needs to be
notified.

Lack of Management Follow-through

Personnel have reported near misses or have seen others report incidents and nothing was
done. They conclude that reporting near misses is a waste of time and does not generate any
meaningful changes in the organization. Personnel need to receive feedback on the changes
made through the investigation program.

No Incentive to Report Near Misses

There is no reward for reporting near misses. Rewards can include money, hats, travel cups
and pocketknives. Focus on items that are personally valuable to the individuals whose
behavior you are trying to affect. Just because you do not wear a hat does not mean that it will
not work for the deckhands.

Apparent Low Return on Effort to Report

There is more work involved in reporting than the benefit to the individual or organization. Of
all the things that need to be done, reporting near misses will not be high on the individual’s
list if the anticipated return is very low. Provide feedback to personnel on what you have done
as a result of the investigations.

Lack of Understanding of a Near Miss versus a Non-incident

Define what should be reported and what should be ignored. Specify what the organization
wishes to know. Personnel need a clear definition of what should be reported.
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5.4 Overcoming the Barriers

The reasons why near misses are not reported are listed above in decreasing level of difficulty to
address. The easiest of these can be solved in a week or two. The most difficult of these may take one
or two years to address. It is important to tell personnel what is wanted from them. Changing the
organizational culture so that personnel believe they will not be punished for reporting incidents will
take many years of consistent behavior from management.

The key to overcoming all of these barriers, however, is an effective investigation program. By
performing investigations properly, personnel will see how the recommendations that are generated
and implemented improve the workplace and how workers are not punished for participating in
investigations. With positive changes to the work environment and rewards for participating,
employees will want to assist in investigations.

5.5 Acute Analysis versus Chronic Analysis

The main basis for deciding whether to do an acute or a chronic analysis relates to the opportunity for
learning — whether enough can be learned from analyzing an incident as a single incident to justify the
cost of the analysis. The organization needs to decide what should be investigated using an acute
analysis, a chronic analysis or no analysis at all. There is no hard-and-fast rule governing whether the
incident warrants an acute or a chronic analysis. Each group (safety, quality, operations, engineering,
environmental, etc.) must decide this for itself. The best way to do this is to create examples to show
people what is expected.

For example, if a person gets a bad cut, an acute analysis might be appropriate. However, if there was
an incident where a person forgot to wear his or her gloves, it could suffice to simply record the
details around the incident and add this to our database. Eventually, if it was found that this was a
recurring type of incident or if it was observed that many people were not wearing their gloves while
performing the task, all of the incidents could be investigated together to determine why people
frequently do not wear their gloves.

It is important to remember that even though an incident is investigated with an acute analysis, the
incident still should be added to the incident database so that a chronic analysis could be performed
later using the complete data set.

6 Identifying the Chronic Incidents that Should Be Analyzed

6.1  Pareto Analysis

Pareto analysis is based on the theory that the majority of the problems or losses are the result of a
few key contributors. The intent is to find the key contributors to the organization’s losses. By
addressing these few items, the greatest return on investment should be achieved.

To perform a Pareto analysis, organize the incidents by a particular attribute (e.g., vessel type,
equipment type, time of the day, root cause type, cargo). Then plot the data as a bar chart (many
statistical software packages and spreadsheet programs such as Excel include simple ways to
construct a bar chart). Examine the Pareto chart to see if the Pareto principle applies — roughly 80% of
the incidents come from 20% of the causes or categories. If it is found that the bars are approximately
the same length across all values of the attribute (i.e., it looks flat), then this attribute is not one of
concern. An effort should be made to keep trying other attributes to plot the data until one is found
that shows the sharpest decline (i.e., is not flat).

Once the correct attribute is identified, the analysis focuses on the largest group(s) on the chart.
Efforts to eliminate incidents associated with this group should have a significant impact on the
operations since it is related to the greatest number of incidents. Investigate the entire group at once.
Determine the underlying causes of these events, striving to identify the root causes for this group and
define the appropriate recommendations.
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Performing an analysis of a group of historical incidents may be difficult because much of the data
may no longer be available. The data that are usually available as part of a chronic analysis may have
been destroyed or altered before the investigation is begun. The memories of the individual incidents
may not be clear for the personnel. They may confuse one incident with another. This poor data
quality may make a detailed analysis and investigation impossible.

Once the largest group of incidents is analyzed, focus attention on the next largest group. If there is a
significant portion of the losses from this group or category, solving these problems should also help
the organization. Do not assume that the underlying causes are the same for each category.

During this initial stage, focus on characterizing the group of incidents, NOT on underlying causes. It
is not YET important what is causing the incidents. Investigation techniques can be used to identify
the causes of the incidents that have significant risk associated with them. This initial data analysis
will allow us to focus our analysis efforts on a few select incidents. At this point in the data analysis,
the causes are kept very broad. They are only used to trigger our memories of failures that have
occurred.

Examples of Pareto Analysis

Two Pareto charts are shown in Section 9, Figure 3, “Pareto Charts Developed Using Two Different
Attributes”. In this example, the data were first sorted and plotted by departure port. This first Pareto
chart is not very useful because the bars are all approximately the same height. Thus, the departure
port attribute does not contain useful trending information for this set of incidents. However, it does
tell us that whatever is causing the incidents appears to be present at all of the ports.

FIGURE 3
Pareto Charts Developed Using Two Different Attributes
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Next, the data were sorted and plotted by equipment type. The source of most of the incidents is from
the first two equipment types. This is a useful trend from the Pareto chart.

This second chart shows that the best opportunity for reducing risk will come from analyzing the
underlying causes of failures for Equipment Type A and Equipment Type B. Therefore, the focus
would be first on incidents associated with these two equipment types. Once the size of these bars
have been reduced or eliminated altogether, other attributes can be focused upon, if applicable. Notice
that choosing the proper attributes is essential for performing the chronic analysis. Thus, it is
necessary to record all the correct attributes for our incidents. Section 10 will discuss methods for
determining the types of parameters to trend.
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6.3 Weaknesses of Pareto Analysis

As good as the Pareto method is, it has some significant weaknesses. These weaknesses should be
considered when the analysis is performed.

6.3.1 Focus is Only on the Past

Pareto analysis develops characteristics for an organization, area, vessel or equipment type
based solely on the characteristics of problems encountered in the past. While Pareto analysis
offers a valuable look at key contributors to past incidents, the exclusive reliance on historical
data can be misleading in the following ways:

i) Incidents that have luckily not happened yet (or have occurred rarely), but that are
just as statistically likely as incidents that have unfortunately occurred more
frequently, are underrepresented by the data. This situation can skew decisions and
resource allocations, especially when a relatively small total number of problems
have occurred for individual systems.

ii) Recent changes in operating practices, maintenance plans, equipment configuration,
etc., may invalidate (or at least lessen the accuracy of) historical trends. This situation
can also skew decisions and resource allocations, especially when relatively recent
changes have not been in place long enough to affect the data (or when data is
analyzed over extremely long time intervals during which numerous changes would
have been made).

6.3.2 Variability in Levels of Analysis or Resolution

Deciding how to group elements of a vessel, organization or system for a Pareto analysis is
subject to the judgment of the individuals involved in performing the analysis. This can
produce significant variability in (1) the time required to perform the analysis and (2) the
level of resolution of the results. Grouping elements at too high of a level may mask
significant variations among the elements in the groups. Conversely, grouping elements at too
low of a level will require more work to perform the analysis and may falsely indicate relative
importance of individual components.

6.3.3 Availability and Applicability of Data to Analyze
The quality of Pareto analyses is completely dependent on the availability of relevant and

reliable data for the organization, vessels and systems being analyzed. A diligent focus on
collecting meaningful data is critical to a successful Pareto analysis.

6.4 Other Data Analysis Tools

Other tools may also be helpful in analyzing the available data. If you are already familiar with these
other tools or use them in other applications, they may provide you with additional insights into the
trending of data. Example methods include:

i) Relative ranking

ii) Failure modes, effects and criticality analysis (FMECA)
iii) Fault Tree Analysis

iv) What-if analysis

v) Hazard and operability (HAZOP) analysis

Vi) Influence diagrams

vii) Design of experiments
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Of these methods, Fault Tree Analysis is generally the most effective and efficient method (beyond
Pareto analysis) for determining the incidents to be addressed through an investigation. It also has an
advantage in that it is one of the tools typically used in the investigation process for organizing and
analyzing data. Therefore, the general methodology is already familiar to the investigation personnel.

Application to Apparent Cause Analyses and Root Cause
Analyses

The methods covered in this section help us determine which incidents should be analyzed
immediately as either an apparent cause analysis or a root cause analysis. It also describes the
methods for selecting near-miss incidents and chronic incidents for analysis. Chronic incident analysis
can occur at the apparent cause analysis or root cause analysis level.

Summary

This section addressed the need for identifying near misses and chronic incidents for investigation.
Much can be learned from analyzing near misses without having the associated loss event. These are
free opportunities to learn about the limitations of an organization’s operations. Analyzing chronic
incidents allows the organization to learn from a series of small losses. Collectively, these small losses
may have a significant impact on the organization, so learning what causes these incidents should
prove beneficial.
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SECTION 10 Results Trending

1 Introduction

This section deals with setting up an effective trending program. Trending programs allow
organizations to collect and analyze data over a wide spectrum of different types of incidents.

Investigation teams typically focus on the one specific incident they are analyzing and the
recommendations they can identify to prevent recurrence of the incident. Organizations, on the other
hand, must identify systemic problems that contribute to incidents. Trending of incident data is the
key to unlocking this information.

Section 10, Figure 1 shows this step within the context of the overall incident investigation process.

FIGURE 1
Results Trending Within the Context of the
Overall Incident Investigation Process
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Benefits of a Trending Program

Trending of incident investigation data provides information on the overall effectiveness of the
incident investigation system and the recommendations implemented as a result of the investigations.
If near misses and accidents are properly reported and investigated, and if the recommendations
derived from the investigations are implemented, similar types of incidents should not recur. By
performing a trending analysis, the overall effectiveness of our incident investigation efforts can be
assessed.

Correlation provides the basis for a more holistic investigation of systemic or widespread problems.
Some of the benefits of an effective trending program include the following:

i) Facilitates performance status and projections

ii) Identifies persistent management deficiencies (root causes)

iii) Highlights unique, previously unrecognized or improperly defined risks

iv) Identifies misallocated management resources

v) Flags sudden changes in performance (positive and negative)

vi) Provides correlation of changes in performance to incidents producing such changes
vii) Highlights investigation weaknesses

Trending can provide a correlation to a wide variety of parameters. As already discussed in Section 9,
trending of data allows a chronic analysis of incidents to be performed, therefore, the trending
program needs to be set up with the purpose of identifying incidents for chronic analyses.

Determining the Data to Collect

There are an infinite number of data that can be collected about an incident. Examples include:
e Countries of operation

e Flag

e Divisions

e Industry sectors

e (Cargo type

e Vessel type

e Vessel age

e Equipment type (system, component, subcomponent)
e Equipment supplier

e Types of incident

e Job position of individuals involved in incidents

e Operating modes of equipment

e Timing (seasons, days, time of day, etc.)

e Environmental conditions

e Contributing events

e Event sequences

e Root causes
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3.1  Deciding What Data to Collect

What data should an organization decide to collect or not collect? This is a difficult decision because
the decision has to be made before the data are collected. It is necessary to predict what data will be
useful in identifying incidents for a chronic analysis and in performing a chronic analysis itself. In
Section 9, Pareto analysis of data was discussed as well as the need for charting data to show a
difference between various data categories. As a result, it becomes clear that organizations must
predict which parameters will help to identify patterns.

For example, it could be predicted that as vessels age, there may be more reliability-related failures.
The types of incidents that older vessels experience might be different from those experienced by
newer vessels. Therefore, it seems reasonable to collect data for or be able to calculate this parameter
for each incident.

The weather conditions would influence some of the incidents that might be of interest to analyze.
More severe weather could result in different types of incidents, so this also seems like a reasonable
parameter to track.

Would the clothing an individual was wearing at the time of the incident be important to track? In
some cases, this appears to be significant. For example, footwear might be important for incidents
involving slips, trips and falls, but not for vessel grounding incidents. Therefore, it may be decided to
collect the data only when the incident is a personnel injury.

Another parameter that might be helpful to trend is the period that has elapsed since the individual
was trained on the task involved in the failure. This may tell us that the period between training is too
long for some types of tasks. Determining the periods for every incident could be a time-consuming
process. The effort to collect the data may be greater than the payback available from analyzing the
data.

3.2 Defining the Data to Collect
The steps involved in defining the data to collect are as follows:

1. Determine what types of decisions should be made based on the data analysis.

2. Identify the trends that are necessary to make these decisions. Determine the information that
would be required to determine the actions the organization needs to take.

3. Determine the data that are necessary to identify these trends. Identify the information that
can be collected from incidents to identify these trends.

4. Determine if these data can be reasonably collected. Identify the personnel who will be
assigned to collect the data. Is it reasonable to think they will allocate the time to collect the
data? Can other tasks be eliminated to allocate resources to the data collection task?

5. Determine if there is a synergy with other recordkeeping systems or a way to calculate the
data from other information that is already collected. For example, vessel age at the time of
the incident can be calculated knowing the incident date and the date the vessel was placed in

service.

6. Determine how the data collection and storage system will be managed. Who will ensure that
the data that are input into the system are valid?

7. Identify who will analyze the data. Will they know what to look for?

8. Determine a frequency for performing the data analysis.

9. This information will determine the parameters that should be collected as part of the trending
system.
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Other Data Collection Guidance

3.3.1 Do not Collect More Information than You Need for Decision Making

Determine what data will really be used for decision making, then start collecting that data.
As analyses are performed, monitor the effectiveness of the data-collection efforts. Drop
items that do not appear to be useful. Add items to get greater data resolution in appropriate
areas.

3.3.2 Develop a Standard Data Collection Form

This form should contain all appropriate fields for investigation teams to complete. This will
help speed up the data collection process, making it more likely that the data will be identified
by the investigators.

3.3.3 Provide Guidelines for Using the Data Collection Form

This will encourage consistent data reporting. The guidelines should be modified based on
experience. As you identify consistent incidents with data reporting, develop guidance to
reduce the potential for these same incidents in the future.

3.3.4 Use an Electronic Database to Facilitate Data Management

Electronic databases are the only practical way to track and analyze numerous incidents. One
person cannot keep track of all of the information necessary to perform a trending analysis.

3.3.5 Consider How to Incorporate Information from Sources Outside of the Organization.

Can industry data be used to supplement or confirm some of the conclusions from analysis of
internal company data? In the absence of organizational data, industry information can often
be useful in directing the initial efforts of the organization.

Data Analysis

Entering detailed incident data into an elaborate database is a waste of resources unless someone takes
the time to analyze the information contained in the database. This may seem obvious, but too many
organizations collect data on incidents and then fail to analyze the data in any meaningful way.

Schedule queries of the database at regular intervals. By having the queries on a schedule, they are
much more likely to be accomplished. The queries can even be entered into the organization’s action
tracking or scheduling system to ensure that completion of the task is tracked and delays or omissions
are easily identified.

Develop standard queries of the database. Run standard queries every time the analysis is performed.
Examine the results using standard graphing and statistical analysis methods for trending. By looking
at the differences in the results over time, additional trends may be identified. Once these standard
queries are run, analyze the data to determine where you need to dig more deeply to understand the
data trends.

Use the techniques discussed in Section 11, “Developing Incident Investigation Programs”, to
perform a chronic analysis of the data.
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Interpreting Data Trends

Trends that are uncovered through data analysis must be carefully interpreted. Many factors influence
the number and types of incidents reported and coded into a database, including the following:

411

41.2

41.3

41.5
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Prior History of Reporting

The number of incidents reported might be influenced by the personnel who are reporting. For
example, some vessels may be more reluctant to report incidents. As a result, it appears that
fewer incidents are occurring on that vessel than on others. The person charged with entering
data into the database may choose not to report incidents. When that person leaves, the
replacement begins reporting at a higher level. It appears that the incident rate has climbed
even though it has not.

Actions taken following Incident Reports

The corrective actions taken following an incident will usually reduce the number of reported
incidents. Sometimes, though, the new focus on investigations will increase the reporting rate.

Organizational Culture

Some organizations will report minor incidents or report different types of incidents. For
example, one organization or division may use the system to track customer complaints while
another organization or division will not.

Organizational and Regulatory Measurements

The amount of day-to-day involvement of regulatory personnel in operations can affect
reporting rates. In industries where regulators are routinely watching or stationed at
organizational facilities, the organization will often report incidents at higher rates. In some
cases, this is to get on the good side of the regulator (to show the regulator that they are
reporting everything and, therefore, the regulator should trust the company). In other cases,
this is the result of knowing that if they do not report the incident, the regulator will probably
find out anyway.

Organizational and Regulatory Goals

Is the organization aggressively pursuing a goal of minimizing the occurrence and
consequences of incidents? The more proactive the organization is in dealing with incidents,
the more conservative they generally are in reporting.

Investigation Methods and Tools

More structured methods tend to help investigators identify more causes. This leads to
different trends. In addition, more structured methods tend to be better at developing effective
solutions to problems. This means that the programs are generally more effective and better
accepted by employees. This generally leads to a higher reporting rate.

Communication of Reporting Requirements to Employees

When employees have a better understanding of what to report, their reporting rate usually
increases.

Changes in Personnel

Personnel with a greater interest in developing proactive solutions are more likely to report
incidents. Personnel who are less concerned with the potential negative impacts from
reporting incidents will also be more likely to report incidents.

All of these factors should be considered when interpreting trends found in the data. The
investigator needs to look beyond the surface trends to determine their underlying causes.
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Application to Apparent Cause Analyses and Root Cause
Analyses

The methods for developing and implementing a trending program that are addressed by this section
apply to both apparent cause analyses and root cause analyses. Depending upon the results of the data
trending analysis, an apparent cause analysis or root cause analysis may be initiated. Data trending
applies to all events that are entered into the database, regardless of the type of analysis (apparent
cause analysis or root cause analysis), if any, performed.

Summary

Data trending is designed to detect broad trends across multiple investigations. Because investigators
typically focus on one incident at a time, it is often difficult for them to identify the overall trends. A
data trending program is the key to addressing this issue. Once the data trends are identified, the
investigator must be sure to analyze the underlying causes for the observed trends.
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SECTION 11 Developing Incident Investigation
Programs

1 Introduction

This section discusses the process of putting together the overall incident investigation program, as
well as some issues that will affect all investigations. Topics include the following:

e Incident investigation program implementation

e General considerations for your program

e Legal issues

e Media concerns

e Training guidelines

e Management’s influence on the program’s success

e Common incident investigation program problems and solutions

Section 11, Figure 1 illustrates the overall incident investigation process.

FIGURE 1
Overall Incident Investigation Process
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Note:CAR is an acronym for Corrective Action Request
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Program Implementation Process

Putting an incident investigation program in place should include the following four steps:
1 Design the program.

2 Develop the program.

3. Implement the program.
4

Monitor the program’s performance.

Design the Program

The first step in designing an incident investigation program or revising an existing program is to
establish the goals, roles and responsibilities for the program. In other words, decisions need to be
made about how the program will be run. In the development stage, details will be needed for each of
the individuals in the process to carry out their incident investigation-related job functions.

2.1.1 Define the Program Scope

First, decide on the scope of the program. Decide if the program will cover all types of
incidents or only a subset of these issues. A list of loss types to consider includes the
following:

e Traditional occupational injuries and illnesses
e Equipment failures

e Quality problems

e Personnel safety concerns

e Security problems

e Reliability incidents

e Public safety concerns

e Environmental impact

e Loss of revenue

e Missed or late deliveries

e Business interruption

o Customer satisfaction

e Loss of reputation

e Dockside problems

e Cargo handling problems

e Problems with other organizations
e  Motor vehicle accidents

Initially, the organization may only want to address a subset of these loss types. This allows
the program to gain a hold in a portion of the organization before trying to roll it out to the
entire organization. By only selecting a subset of the loss types, fewer people in the
organization will initially be involved and fewer investigations will be required. This will
make it easier to make decisions and get the program up and running. Once the process is
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proven in one application and in one part of the organization, it will be easier to sell to other
portions of the organization. However, it can have the downside of alienating portions of the
organization that are not involved in the initial development of the program. In addition,
revisions to the program may be needed to address concerns of the previously uninvolved
groups.

2.1.2 Define the Important Elements for Effective Investigations

The following questions can be used to define the important elements for effective
investigations.

e Decide who will be responsible for administering the program
e Define the types of incidents (losses and near misses) that should be reported
e Define a categorization scheme for incidents (see Section 4 for guidance)

e Define the means for responding to incidents based on their categorization. Who will
respond and what methods will be used to contact them?

e Develop a policy to address logistical issues, such as travel arrangements, hiring experts,
renting storage space, etc.

e Develop guidelines for conducting investigations. What tools should generally be used?
Provide guidance for when exceptions can be made to these rules.

e Define how management will be involved in the investigations. Will they require periodic
briefings during an investigation? Will they review the final results of an investigation?
Will different reviews be required based on the level of the investigation? Will
management review and prioritize all recommendations? Define the management groups
that will be involved in each of these activities.

e Will a database be used to track investigations and recommendations? If so, who will
design it? Who will administer it and who will analyze the data stored in it?

e How will the data be entered into the database?

2.1.3 Define Interfaces with other Practices and other Programs

Throughout this process, consideration should be given to interfaces with other existing
organization practices and programs (especially emergency response plans. management of
change, auditing) when possible. It may be possible to make minor modifications to existing
programs to meet the incident investigation needs rather than developing a parallel process.
The closer the incident investigation process can be integrated into existing programs, the
easier it will be to get buy-in from your organization’s personnel.

2.1.4 Define Roles and Responsibilities of Personnel

Establish the roles and responsibilities of positions associated with each element of the
investigations so that everyone knows what is expected of them.

2.1.5 Define Training Needs

Develop initial and ongoing training guidelines for those who will participate in
investigations. Ensure that this training includes hands-on or skill-oriented training. It is one
thing to read about the topic or attend a lecture on the topic; it is quite another to be able to
put it into practice.

The results of responding to the items in the list above should address most of the design
considerations for your program.
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Develop the Program

After high level decisions have been made about how the program should operate, attention is needed
to develop more detailed guidelines to allow each individual involved in the process to perform his or
her role consistent with the management decisions made at the program design stage.

2.2.1 Provide Basic Investigation Guidelines

These guidelines should be detailed enough so that the average person performing an apparent
cause analysis or a root cause analysis will be able to perform them in an acceptable way.
Guidelines should be developed for the following issues:

Develop a list of individuals who can lead or participate on investigation teams and
ensure all members have sufficient and up-to-date training in incident investigation.

Determine how the investigations will be launched. Develop specific methods for
notifying team leaders and team members that they are needed for an investigation.
Develop methods of notifying others not on the team of the incident.

Determine the protocols of working with others in your organization, such as emergency
responders.

Develop a list of the types of data that should typically be collected based on the incident
classification. Attempt to make this list as specific to your organization as possible.

Identify methods for securing and preserving the incident scene, such as capturing data
from computer systems and roping off areas.

Identify methods to gather people, paper, electronic, physical and position data.

Provide guidelines for the analysis of data. Detail what methods are to be used. Provide
specific guidance on such as the procedures for developing causal factor charts, 5-Whys
diagrams and fault trees (See Section 5 and Appendices 1 and 2 for reference material).

Identify the different types of recommendations that should be developed for each
category of incident. For incidents of smaller magnitude, the organization may decide to
only analyze the event to the causal factor level (an apparent cause analysis). Therefore,
recommendations aimed at the root causes of the incident may not be developed.

Develop report forms and formats to make report development easier. Standard report
forms may be all that are required for the incidents with smaller consequences. Writing a
report may only be required for higher-level incidents. Having standard forms and
formats will speed up the report generation process.

Designate a method to perform follow-on activities, such as tracking recommendations to
conclusion and assessing the effectiveness of recommendations.

Develop a system for communicating investigation findings and recommendation
resolutions (including modifications to the investigation procedures) to affected people.

Establish auditing requirements for the program.
Develop and obtain appropriate approval of a written investigation program.

Distribute the program as a controlled document or record.
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Provide Practical Investigation Tools Such As:

e Investigation process checklists

e Witness statement and interview forms

e Data-logging forms, tags and kits

e Tools associated with the various investigation techniques

e Interim and final report forms/outlines

Provide a Program Team that is Diverse

The team that develops the program should include personnel with a broad range of
backgrounds. Typical individuals involved in the process include a corporate safety
representative, representatives from some of the corporate sites or vessels, facility safety
representatives and operations personnel.

A basic incident investigation program can be downloaded from the ABS website at
“http://www.eagle.org/rules/downloads.htm]” under the publication entitled “ABS Guidance
Notes on the Investigation of Marine Incidents”. This program is intended to serve only as an
example of the basic content of such programs. Programs with much more detail exist, and
your organization may require a more definitive program to effectively manage incident
investigations.

Implement the Program

2.3.1

232

Provide Training

Perform training of personnel at various levels throughout the organization. For example,
most personnel only need a broad overview of the goals of the program while others will need
more detailed training. The organization may not need to or want to train individuals to
address the most severe incidents that occur. Outside assistance may be the best method to
deal with these large, resource-intensive investigations rather than to try to train personnel to
the level necessary to conduct large-scale investigations.

Define Program Roll-out

Conduct controlled tests of the program. Start with limited application of the program to work
through implementation issues. Address these problems before rolling out the program to the
rest of the organization. Controlled rollout can also be used to show the benefits of the
process. By beginning the rollout of the program in departments or on vessels that are most
supportive of the process, there is a greater probability of initial success.

Monitor the Program’s Performance

Routinely evaluate the performance of the program by looking at the results of individual analyses
and overall data trends. Monitor the incident reporting rate. Watch for changes in the rate that may
indicate potential problems or potential improvements.

Compliance audits should be conducted to ensure that the program is being implemented as intended.

A detailed Incident Investigation/Root Cause Analysis Program Evaluation Checklist is included in
Appendix 7 of these Guidance Notes. It is useful for auditing the implementation and effectiveness of
an incident investigation program.
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Key Considerations

Legal Considerations

Most investigations do not involve legal issues. Most investigations are intended to improve the
overall reliability, environmental performance and safety level of your operations. However, some
sensitivity to legal concerns can help in those instances where there is a potential for litigation
resulting from the investigation.

General Legal Guidelines

It is important to consider and be sensitive to legal issues. However, both the investigation team and
the legal group must remember that the objective is to prevent similar incidents.

Liability is more of an issue in some countries than in others. It should be noted, however, that an
accident that occurs in one country can be used in litigation in another country to show a pattern of
unsafe conditions, lack of management follow-through on key points or recommendations, etc. Even
without direct legal liability, opponents of an organization can use reports to sway public opinion
against a company.

Any documentation that is generated during an investigation may be discoverable. Although barriers
can be put in place through a variety of legal doctrines such as the attorney-client privilege, the items
may still be discoverable in some jurisdictions. The documentation can be used to demonstrate
negligence and sway public opinion. It is important that organizations work with their attorneys to
develop the best method for controlling documents.

The following are general guidelines to highlight potential legal considerations:

3.2.1 Legal Assistance

Contact your organization’s attorney for advice before, during and after investigations. He or
she can help guide you with specific advice during an investigation.

3.2.2 Technical Focus

Focus the incident investigation on the “technical causation.” Do not try to answer the
ultimate question of legal responsibility. That is a job better left to the legal council.

3.2.3 Investigation Team Credentials

Ensure that investigators and other professionals involved in the investigation have the
appropriate credentials. A properly conducted investigation will greatly aid in any legal
defense the organization must put forth.

3.2.4 Requirements and Regulations

Follow the requirements of all relevant incident investigation regulations. Ensure that you are
meeting your organization’s requirements and applicable regulations. In the absence of
pertinent regulations, follow the most widely accepted industry practices.

3.2.5 Quality and Ethical Standards

Maintain the highest quality and ethical standards to ensure credibility. Where appropriate,
protect confidential information through attorney-client privilege. Follow organization-
approved guidelines for protecting proprietary and confidential information.
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3.2.6 Witness Statements

Document witnesses’ statements “in their own words”; technical and legal jargon may lead
others to question the validity of statements if wording is clearly inconsistent with the
witnesses’ way of speaking. Have witnesses read and initial each page of documents
recording their statements. Never misrepresent your identity or purposes to witnesses during
interviews. Although audio or video recording will assist in getting word-for-word
documentation of the interviews, you should balance this with the desire to gather as much
information as possible from the witness. Recording the interview will most likely make the
witness nervous and less willing to share information. Remember that if you cannot find out
what really happened, mounting an effective legal defense will be difficult and correcting the
underlying causes will be impossible.

3.2.7 Formal Interviews

If there is a high probability of legal issues associated with the incident, interviews may have
to be performed under more controlled conditions. Depositions may be required with a formal
court reporter performing the documentation. Under these conditions, the witnesses should be
informed that the interview is being documented in detail. As discussed in the previous
subparagraph, try to do all that can be done to relax the witness under these conditions.
Although the witness may not share much information, the witnesses should be treated
respectfully. The goal of the interview should be to obtain the most information possible from
the interview.

3.2.8 Chain-of-Custody

Establish a chain of custody for all evidence. Be aware of legal limitations of access to others’
property while collecting data. Be certain that all interested parties approve and/or attend
destructive evaluations of evidence or any other activities that permanently alter the physical
data. Remember that even taking something apart can be a permanently altering activity. It is
not possible to restore the item back to its original condition. Therefore, it is generally a good
idea to invite all interested parties to any activity that permanently alters physical data. Using
test plans that are agreed upon by all parties will help to ensure that all activities are
performed in a systematic, controlled manner.

3.2.9 Clarity in Writing

Use simple and unambiguous wording during interviews and in reports. Have organization
attorneys review all incident investigation work products.

3.2.10 Legal DOs

i) Do follow through on each recommendation and document the final resolution,
including why it was rejected (if that is the final resolution).

ii) Do involve the legal department as soon as possible if the incident appears to have
potential liability for the organization.

iii) Do report, investigate and document near misses to demonstrate the organization’s
commitment to (1) learning where there are weaknesses and (2) improving risk
controls.

3.2.11 Legal DON'Ts

i) Don’t use inflammatory statements such as disaster, lethal, nearly electrocuted and
catastrophe.

ii) Don’t use judgmental words such as negligent, deficient or intentional.

iii) Don’t assign blame.
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iv) Don’t speculate about potential outcomes (for near misses and minor accidents), lack
of compliance, liabilities, penalties, etc.

v) Don’t offer opinions on contract rights, obligations or warranty issues.

Vi) Don’t make broad conclusions that can’t be supported by the facts of this
investigation.  (Let queries of the database demonstrate these conclusions as
necessary.)

vii) Don'’t offer unsupported opinions, perceptions and speculations.

viii)  Don’t oversell recommendations; allow for alternative resolutions of the problems
and weaknesses found.

Media Considerations

Following a major incident, it is best to have individuals deal with the media who are specially trained
in facing the media. Many organizations provide effective workshop-oriented training to address this
need.

The following guidelines should help you avoid problems when dealing with the media.

i) Avoid releasing names of victims until families are notified. Not only does this avoid
misleading and inaccurate information in the media, it also conveys the organization’s
concern for its personnel and their families.

ii) Always be truthful. It is not necessary to tell the media all that is known, but whatever is said
should be the truth. Do not speculate or guess about what is not known. This could cause
repercussions later. For example, someone may ask you whether you were misleading them
(or lying to them) before when you gave them inaccurate information or if you are misleading
them (or lying to them) now.

iii) Avoid speculation. Avoid expressing opinions, beliefs, speculations and hypotheses before
completing the investigation. Describe only confirmed events and solid conclusions. If asked
to comment beyond the established facts, highlight the work-in-progress nature of the
investigation.

iv) Be prepared and willing to describe the investigation process and methods. Tell them what
you are doing to discover the underlying causes of the incident to ensure that it does not
happen again. Sometimes, being organized will go a long way towards satisfying the public.

v) Do not bring up old history. Only discuss the incident under investigation, not other incidents
or other organizational problems. There is no need to give them more ammunition to use
against the organization.

Some Regulatory Requirements and Industry Standards

Worldwide, there are many regulations, rules and guidelines that may potentially govern or influence
your incident investigation program. This section lists some of the more broadly applicable
regulations, codes, rules and guidelines.

When setting up an incident investigation program, an organization should review the appropriate
governing documents to ensure that the investigation program will meet all of the applicable
requirements. Appendix 4, “Marine Organizations of Interest,” provides a more complete listing of
references and organizations. A sampling of potential sources of information is provided in Section
11, Tables 1 through 3 below.
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TABLE 1
Regulations and Codes

Code or Regulation

Website

International Convention for the Safety of Life at Sea
(SOLAS)

International Convention for the Prevention of
Pollution from Ships (MARPOL)

International Convention on Standards of Training,
Certification and Watchkeeping for Seafarers (STCW)

Convention on the International Regulations for
Preventing Collisions at Sea (COLREG)

International Convention on Load Lines (Load Lines)

International Maritime Organization (IMO)
Resolutions. Circulars and Conventions

International Safety Management Code (ISM)

International Security Code (ISPS)

Port State Code

http://www.imo.org/home.asp

Flag Administrations (example — US Coast Guard)

http://www.gpoaccess.gov/cfr

TABLE 2
Classification Information and Rules

Class Society

Website

International Association of Classification Societies

http://www.iacs.org.uk/index1.htm

American Bureau of Shipping (ABS)

http://www.eagle.org

Bureau Veritas

http://www.veristar.com

DNV

http://www.dnv.com

Germanischer Lloyd’s

http://www.gl-group.com

Lloyd’s Register

http://www.Ir.org

Korean Register

http://www krs.co.kr/

Nippon Kaiji Kyokai

http://www.classnk.or.jp/hp/top.asp

Registro Italiano Navale

http://www.rina.org

TABLE 3
Guidelines from Organizations

Organization

Website

International Chamber of Shipping (ICS)

http://www.marisec.org/ics/index.htm

International Shipping Federation (ISF)

http://www.marisec.org/isf/index.htm

Society of International Gas Tanker & Terminal
Operators (SIGTTO)

http://www .sigtto.org

Oil Companies International Marine Forum (OCIMF)

http://www.ocimf.com

International Association of Independent Tanker
Owners (Intertanko)

http://www.intertanko.com

International Council of Cruise Lines (ICCL)

http://www.iccl.org

American Waterways Operators (AWO)

http://www.americanwaterways.com
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Management Influence on the Program

Management can have a strong influence on the way the incident investigation program is
implemented.

A primary driver of the process is how the organization evaluates its investigations, investigators and
investigation program. What criteria are used to assess the program and the investigators? Using the
criteria in the left-hand column in Section 11, Table 4, “Destructive and Supportive Investigation
Evaluation Criteria,” will tend to deter the effectiveness of the program. Using the criteria in the right-
hand column will encourage thorough investigations that generate effective recommendations.

Think about the criteria your investigators use to judge themselves and their analyses. This is what
controls how they will perform their analyses.

Destructive and Supportive Investigation Evaluation Criteria
Destructive Evaluation Criteria Supportive Evaluation Criteria
Was the investigation completed quickly? | Did they take the time to discover the underlying
causes of the incident?
Was there minimal impact on mission Did the investigation gather the data needed to reach
operations? valid conclusions in the most efficient manner?
Did they get to the answer management Was the investigation thorough, with factual support
thought of before they began? for each conclusion and recommendation?
Did they emphasize short-term costs or Did they develop recommendations that will be
long-term savings? effective in preventing future losses?

Typical Reasons Why an Incident Investigation Program
May NOT Work

The following are typical reasons why most incident investigation programs fail to live up to the
organization’s expectations.

There Is No Business Driver to Change

If the organization is performing acceptably with its current practices, then there is no significant
driver to get personnel to change from their current practices. The organization and the individuals in
the organization need a reason to change. Most people do not like change. Investigating and learning
from mistakes usually require a change in the organization’s mindset or behavior. A powerful reason
is needed to drive this change.

There Is No Organizational Champion for the Program

A program that changes the way the organization operates needs a champion. This champion within
the organization needs to lead by example. They need to participate in investigations and review the
reports generated by the teams. They need to take an interest in ensuring that corrective actions are
implemented.

The program champion should be someone in a leadership position who can reassure the investigators
and investigation team members that performing investigations is consistent with the organization’s
expectations.
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5.3 The Organization Never Leaves the Reactive Mode

Operating in the reactive mode means that the organization reacts to incidents rather than planning
ahead. Planning does not occur in reactive organizations; if it does, the plans are seldom carried out or
used to guide decisions.

Investigating accidents is reactive because the investigation only takes place after the loss incident has
occurred. But investigating near misses is proactive because near misses have to be investigated
before actual losses have occurred.

Incident investigation is also proactive in that the corrective actions are taken to prevent the next
occurrence. The investigation process requires personnel to stop, analyze what happened and
implement corrective actions that eliminate the causes of incidents to prevent them recurring in the
future.

Organizations that remain in the reactive mode never have time to conduct thorough incident
investigations. They may label them root cause analyses but they do not dig deeply enough to identify
the underlying causes. They view investigations as a waste of time. “Let’s get on with it and do the
investigation when we get time.” No one ever gets adequate time to perform the investigation.

Management must be willing to take a longer-term view. This requires a change in workplace culture.
Management must also be convinced/willing to see the value of performing quality investigations.
This is the only way they will be willing to invest the resources now for a payoff in the future.

To help make this change, the organization needs to find areas where repeated problems/failures/
accidents or near misses are occurring and estimate the true cost of these losses in terms of lost
production, repair costs, labor costs, wasted product and wasted resources. An investment in incident
investigations now will prevent/reduce these losses in the future.

5.4 The Organization Must Find an Individual to Blame

If management insists on blaming someone rather than figuring out how to prevent the losses from
occurring in the future, then the investigation program is destined to fail. It is easier to blame someone
than to fix the real problem, which is the management system. Assigning the blame to someone is
quick, pinpoints the problem and can be ecasily fixed by training, relocating or terminating the
individual, or so it is believed. It eliminates all the effort required to understand the operation of the
organization and to fix the underlying causes.

However, there is no perfect employee who can perform flawlessly in a flawed environment, and
organizations are left with the recurring, underlying management system problems. In addition,
placing blame discourages reporting of near misses.

Focus on the management system, not blaming individuals. This will lead to the long-term solution of
the organization’s problems.

5.5 You Are Unwilling to Critique Management Systems

This goes along with the previous point. Management may not be willing to admit that it has ever
done anything wrong. A management system focus indicates that somewhere in the management
system, something needs improvement. Some managers are unwilling to accept that they could
contribute in any way to a deficiency in the organization. In addition, they usually have an incentive
not to admit that things did not go quite right.

Again, keep the focus on what needs fixing: (i.e., management system, not managers). Focus on the
system, not the individuals who created and manage them. This will lead to long-term solutions and
better performance from your managers in the long run.
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If you want your managers and other staff to implement the recommendations, you will need to
provide some sort of incentives. Reward the implementation of preventative and corrective actions at
all levels in the organization, including management, whether successful or not in eliminating the
cause(s). There is no means to ensure that all first-time implemented preventative or corrective
measure are the right solutions. Follow-up will determine that. The rewards may need to be different
for the different levels of the organization. Not everyone views the rewards as having the same value.

The Organization Tries to Investigate Everything

“We really need to do incident investigations, and the more we do, the better off we’ll be. Therefore,
let’s investigate everything!”

Trying to investigate too many incidents usually results in many poorly performed investigations. It is
better to do a couple of investigations correctly and then implement the recommendations. By limiting
the number initially performed, the investigator team gets a chance to practice their skills and
eliminate the problems in the investigation process before launching it organization-wide. Once there
is an improvement of investigation efficiency, it will be easier to handle a larger number of analyses.
The phased implementation noted above is consistent with this approach.

Start with a limited definition of incidents to be reported and investigated. Once personnel have some
practice in performing the investigations and have proven the process, expand the definition to include
more incidents. Review the guidance on program development and phased implementation in sub-
section 2.0 of this section.

The Organization Only Performs Incident Investigations on Large Incidents

If an organization only investigates the big incidents, 80 to 98% of the data available to the
organization to prevent the big accidents will be missing — investigating only the big ones is not much
different than simply relying on emergency response instead of focusing on accident prevention.
Personnel will not be ready to do a good job on the big incidents if they do not practice with the
smaller incidents.

Change the focus of your investigations to near misses instead of the large disasters. Include near
misses in the definition of incidents that you analyze. Establish a minimum reporting goal of 10 near
misses for every loss incident. Hold management and employees accountable for reporting near
misses and meeting this goal.

Recommendations Are Never Implemented

Good investigations are performed but the recommendations are never implemented. As a result, the
investigation effort is wasted. Before, personnel did not know what they were doing wrong. Now, it is
known yet implementation of recommendations does not occur. This is not a smart way to operate a
business.

Typically, this occurs when recommendations are not tracked to completion or there are no
rewards/punishments for not implementing the recommendations.

Assign someone the responsibility for tracking recommendations to completion. Review the
implementation status periodically with management to raise the visibility of recommendations that
are behind schedule. Reward individuals and departments for implementing recommendations and
discipline those who do not implement them.

Summary

This section addresses some of the programmatic issues that are involved in putting an effective
incident investigation program in place. In addition, it addresses some of the global program issues
such as legal and media issues.

Finally, some of the typical reasons why incident investigation programs fail were reviewed, along
with strategies for dealing with these challenges.
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Guidance

Background

The marine industry experiences incidents that range from major casualties to near misses. These
incidents should be investigated since many flag administration regulations require it; international
agreements mandate it (such as the IMO “International Safety Management Code”) and industry
initiatives encourage it. Incident investigation is a process that is designed to help organizations learn
from past performance and develop strategies to improve safety.

Instructions for Using this Appendix with the ABS Marine
Root Cause Analysis Map

Types of Information Provided

This Appendix provides detailed information about each and every item that appears on the ABS
Marine Root Cause Analysis Map. An explanation is given about the nature of each item. This will
assist you with making a decision about which items may have contributed to an incident under
investigation.

For each item, general information is provided under the title of “Typical Issues”. “Typical Issues”
can help you distinguish between similar items on the map. For example, the information provided
under “Typical Issues” can assist you with differentiating between whether a problem is related to
“Machinery/Equipment” or “Outfitting”.

For many items, detailed information beyond “Typical Issues” is given. The categories of
information include:

e Typical Recommendations
e Examples
e Standard References

Appendix 1, Figure 1, “Numeric Identification of ABS Marine Root Cause Analysis Map Items”,
demonstrates how Map Item numbers on the tops of the pages in this appendix correlate to the map
item or node number beside each entry on the ABS Marine Root Cause Analysis Map.
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FIGURE 1
Numeric Identification of ABS Marine Root Cause Analysis Map Items
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2.2
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Method

Beginning with each causal factor (determined from data analysis), select the nature of the problem
(i.e., Structural, Machinery/Equipment, Outfitting, Human or External Factors). Read the “Typical
Issues” under these problems to determine the correct nature of the problem.

Use the following pages in this appendix to identify appropriate paths through the Root Cause
Analysis Map until Root Causes can be determined. This process will take you through the
identification of problem categories, cause categories and cause types to intermediate causes. All are
listed on Page 1 of the ABS Marine Root Cause Analysis Map. Intermediate causes are symbolized on
the map by a hexagon (hexagon shape).

After identifying intermediate causes on Page 1 of the map, continue on to Page 2 to identify a “Root
Cause Types” and “Root Causes”. Appendix 1, Figure 2, “Page 2 of the ABS Marine Root Cause
Analysis Map”, shows the path you would use to move from Page 1 to Page 2. Using Page 2, you will
select Root Cause Types and Root Causes by making choices based on the predefined taxonomy. For
some problems, it may be necessary to choose several paths and determine several root causes.

FIGURE 2
Page 2 of the ABS Marine Root Cause Analysis Map
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Special Considerations

Some of the branches on Page 1 of the map do not end in a hexagon. Examples include Human -
Other (Third-party employee), Sabotage/Terrorism/War (under the External Factors causal factor
type) and the asterisked items under Personnel Performance. ldentification of root causes for these
items is not anticipated because these issues are generally outside the control of the organization.
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Structural

Structural

Causal Factor or Problem Type

Typical Issues

These include problems related to vessel hull and structure.

Standards Reference
ISM 10
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Machinery/Equipment

Machinery/Equipment
Causal Factor or Problem Type

Typical Issues
These include problems related to machinery and equipment such as:
e Engines
e Propulsion systems
e Steering gear
e Maneuvering systems
e Mechanical cargo handling systems
e Mooring system
e Hydrocarbon production and process systems
e Dirilling support system
e Mechanical or electronic systems,
e Control and monitoring systems
e Electrical equipment,
e Piping

e Deck machinery.

Standards Reference
ISM 10
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Outfitting

Outfitting

Causal Factor or Problem Type

Typical Issues

These include problems related to furnishing a vessel with fittings other than those related to structure
(addressed under Structural) and equipment (addressed under Equipment). Outfitting includes items
such as:

e Accommodations furnishings
e Doors, ports

e Hatches, closures, vents

e Deck/hull fittings

e Life saving devices

e Fire fighting equipment

e Navigational safety appliances
e  Stairs, ladders, walkways

e Signs/warning notices

e Manuals and reference books.
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Human

Human
Causal Factor or Problem Type

Typical Issues

These include problems related to personnel.
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External Factors

External Factors
Causal Factor or Problem Type

Typical Issues

These include miscellaneous problems not included in the other causal factor or problem types.

134 ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005



Appendix 1 Marine Root Cause Analysis Map Guidance Map Item 6

Design Problem

Design Problem
Problem Category

Typical Issues

These include problems related to the design process or the design itself or problems related to the
specifications of the vessel structure, machinery, equipment or fittings. This category also includes
problems related to design reviews or verifications.

These causal factors usually involve structures/machinery/equipment/outfitting that failed to perform
as expected or that were improperly used because of poor design.
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Reliability
Program
Problem

Reliability Program Problem

Problem Category

Typical Issues

These include issues related to the design and implementation of the maintenance program, such as:

Specifying the wrong type of maintenance for the equipment

Problems with the analysis process used to determine the appropriate maintenance requirements
(such as the reliability-centered or based maintenance process)

Problems related to performing the maintenance activities
Problems with monitoring activities implemented to detect deteriorating equipment

Problems related to the scope of the repair activity.

Standards Reference
ISM 10
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Misuse/Overload Problem

Misuse/Overload Problem

Problem Category

Typical Issues

These include problems related to misusing or overloading the vessel structure, machinery, equipment
or fittings. Examples include human errors where the equipment was incorrectly used, resulting in an
overload of the item or system.

Standards Reference
ISM 7
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Installation/Fabrication
Problem

Installation/Fabrication Problem
Problem Category

Typical Issues

These include problems with improper installation or fabrication of steel, structure, equipment,
systems and machinery.
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Permanent/Returning
Officers/Crew

Permanent/Returning Officers/Crew

Problem Category

Typical Issues

These include problems with permanent officers/crew member(s) or those returning to the vessel or
company after multiple tours of service.
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Newly Assigned/Contract/
Temporary Officers/Crew

Newly Assigned/Contract/Temporary Officers/Crew

Problem Category

Typical Issues

These include problems with officers/crew member(s) who are on their initial period of service aboard
the vessel or with the company, as well as problems with officers and crew member(s) who are not
company employees but contractors. This category would include short-service employees who may
be assigned to a mentor.
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Company Employee

Company Employee
Problem Category

Typical Issues

These include problems with company employees who are not part of the vessel’s officers or crew.
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Other
(Third-party Employee)

Other (Third-Party Employee)
Problem Category

Typical Issues

These include problems associated with contractors, regulatory personnel, working gangs and

shipyard employees, including pilots, government employees, longshoremen, dockworkers, crane
operators, etc.

Note: It may not be possible to further define intermediate causes or root causes associated with this problem category.
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Uncharted/Unknown
Hazard to Navigation

Uncharted/Unknown Hazard to Navigation

Problem Category

Typical Issues

These include problems associated with hazards that have not been identified on a chart or through
chart correction services such as Notice-to-Mariners and Navtex.

Note: It may not be possible to further define intermediate causes or root causes associated with this problem category.

Typical Recommendations
Verify that appropriate updates to navigational charts are being provided to each vessel.

Verify that updated charts are available on each vessel.

Example

A small sailing vessel recently sank in the Zombie River channel. The sinking was not reported by the
vessel’s owner, and the sunken vessel was not shown on any charts.
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Sea/Weather Condition

Sea/Weather Condition

Problem Category

Typical Issues

These include problems associated with a freak sea or weather conditions that was not foreseeable by
means of weather reporting and mapping services.

Note: It may not be possible to further define intermediate causes or root causes associated with this problem category.

Typical Recommendations

Verify that appropriate sea and weather condition information is available to vessels and shore
facilities.

Verify that appropriate equipment is functional aboard each vessel to obtain the information.

Example

A sudden storm came up during a vessel’s passage across Lake Superior. The storm was not predicted
early enough for the vessel to get to a safe harbor in time. The vessel weathered the storm but
sustained damage.
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Sabotage/Terrorism/War

Sabotage/Terrorism/War

Problem Category

Typical Issues

These include problems associated with unforeseen attacks on the vessel. Acts that cause or contribute
to an incident are identified under this node. Malicious lack of action that contributed to a problem is
also identified under Sabotage.

Note: Dual coding under Personnel Performance or Management Systems — Human Resource Issue may be appropriate
if the sabotage was committed by someone who is part of the vessel’s crew or someone hired by the vessel owner
or operator.

Typical Recommendations
Ensure that security plans and equipment are adequate.

Ensure that personnel are properly cleared and that credentials and qualifications are properly verified
prior to employment aboard the vessel.

Vessel security procedures should not allow unscheduled vendors/contractors/other persons to board
the vessel.

Threats made by disgruntled employees should be taken seriously and reported for follow-up and
possible action.
Examples

A mechanic intentionally damaged a piece of equipment. He was disgruntled about being placed in a
new assignment.

As a practical joke, vessel engineers sent the cadet to check out the electrical zerts (there are no such
things) on the generator. As a result of trying to find the electrical zerts, the cadet accidentally shut
down the generator.

Standards Reference
ISPS Code, SOLAS Chapter XI-2
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Suicide/Homicide

Suicide/Homicide*
Problem Category

Typical Issues

These include suicides and murders.

Note: It may not be possible to further define intermediate causes or root causes associated with this problem category.

Typical Recommendation

Verify that appropriate means are used to identify unstable individuals.

Example

One of the deckhands committed suicide after he learned his wife had died in a shooting accident.

* Note: Detailed explanation is provided for this problem category since no further investigation may be possible given the
nature of this problem. The exception may be that the organization may wish to review its personnel hiring and
screening procedures.
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External Events

External Events*

Problem Category

Typical Issues
These are problems stemming from external events over which the vessel has no control.
Was the event a result of problems at adjacent facilities or vessels moored nearby?

Was it the result of activities external to the vessel that are not under the organization’s or vessel’s
control?

Note: Coding under Management Systems, Safety/Hazard/Risk/Security Review Issue may also be appropriate.

Typical Recommendations
Coordinate emergency response and planning with nearby facilities.

Develop contingency actions for external events.

Examples
A chlorine tanker accident on a nearby railroad spur required the evacuation of the vessel.
An emergency shutdown of cargo transfer operations was initiated by the terminal facility.

A fire broke out at the terminal facility, forcing shutdown of cargo operations and requiring the vessel
to leave the berth.

A vessel maneuvering into the harbor experienced a power failure and drifted into moored vessels
along the wharf.

Another vessel ran aground in the harbor approaches, impeding access to the harbor.

* Note: Detailed explanation is provided for this problem category since no further investigation may be possible given the
nature of this problem. The exception may be that the organization may wish to review its personnel hiring and
screening procedures.
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Other

Other*

Problem Category

Typical Issues

These include issues that cannot be coded elsewhere on the map (e.g., problems that cannot be coded
because of insufficient information).

Note: It may not be possible to further define intermediate causes or root causes associated with this problem category.

Typical Recommendations

Analyze the causal factors that are coded under this node. Determine if additional nodes should be
added to the map to categorize these issues.

Determine methods for gathering additional information for this type of event when it recurs.

Examples

A buyer complained that the cargo received was out of specification. However, when the lab sample
was tested, it was acceptable. When the buyer retested the cargo, his test also indicated that the cargo
was acceptable.

A spurious shutdown of a computer in the chartering department caused a delay in fixing a cargo. The
problem could not be recreated. It could not be determined whether it was equipment failure or human
error that led to the shutdown.

* Note: Detailed explanation is provided for this problem category since no further investigation may be possible given the
nature of this problem. The exception may be that the organization may wish to review its personnel hiring and
screening procedures.
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Design
Input/Output

Design Input/Output
Cause Category

Typical Issues

Were all the appropriate design inputs considered during the design phase? Was the design output,
such as drawings and specifications, complete? Were the design input and output consistent and
complete?

Typical Recommendations

Conduct a feasibility review prior to beginning design to ensure that the criteria can be met and that
no conflicting criteria exist.

Develop a pre-construction planning and review process to help ensure that all the specifications are
in agreement.
Examples

A valve failed because equipment conditions during operation, such as corrosivity, were not
considered during design.

A pump failed to deliver enough cooling water in an emergency because emergency requirements
were not considered in the design.

A pump failed in service because of inadequate maintenance. The design output documentation did

not specify a critical alignment requirement. Because it was not performed, the pump failed in service.
Standards References

ISO 9001: 2000: Sec 7.3

TMSA 6A: 4.1, 10B: 4.1

SEMP 2.3.5,3.3.2,4.2.a,8.3

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 149



Appendix 1 Marine Root Cause Analysis Map Guidance Map ltem 21

Design Input Issue

Design Input Issue

Cause Type

Typical Issues

Problems include those related to the design process or the actual design itself or problems related to
the specifications of the vessel structure, machinery, equipment, or fittings. Were all the appropriate
design inputs considered during the design phase? Were the design criteria so stringent that they could
not be met? Were some criteria conflicting? Were requirements out of date? Were the wrong
standards or bases used? Were the necessary codes and standards available to the designer?

Typical Recommendations

Conduct a feasibility study prior to beginning design to ensure that the criteria can be met and that no
conflicting criteria exist.

Develop an independent review process to help ensure that appropriate standards are used in the
design.

Develop a tracking system to help ensure that design problems and conflicts are resolved prior to
being placed in service.

Develop a tracking system to help ensure that current design criteria are used.

Develop comprehensive system design requirements.

Examples

A valve failed because the designer used obsolete materials requirements.

A flow controller could not adequately control flow of liquid into the vaporizer. The controller’s
sensing range was far too broad for the application, causing the controller to hunt and the control
valve to continually cycle.

Operating the bow thruster frequently resulted in the bow thruster circuit breaker tripping on the main
switchboard. The circuit breaker was not designed to handle the transient loads caused by large
changes in direction and speed of the bow thruster.

Standards Reference
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ISO 9001: 2000: Sec 7.3
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Design Scope
Unclear

Design Scope Unclear
Intermediate Cause

Typical Issues

Was the objective of the design effort clearly identified? Were design needs and requirements clearly
specified? Were the design boundaries clearly specified? Were interfacing systems and equipment
identified so that there are no unknown implications for their functionality? Are requirements
changing rapidly?

Typical Recommendations

Establish a requirement to develop a design description and design requirements document prior to
development of detailed design documents.

Develop a requirement to have the end users accept the design description prior to development of
detailed design documents.

Hold meetings between the design staff and the end users and other stakeholders to ensure that design
requirements are adequately understood.

Examples

The design requirements indicated that the equipment should be “capable of handling all appropriate
cargos that would be handled by the vessel”. However, the specific cargos anticipated were not
specified.

The design requirements specified that the “controls should provide sufficient capability to allow for
minimal monitoring by vessel personnel”. However, no further clarification was provided.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Design Input
Obsolete

Design Input Obsolete

Intermediate Cause

Typical Issues
Was design input timely? Did design input reflect design goals and specifications for functionality
and use? Was design input based on current drawings and design specifications?
Typical Recommendations
Conduct a pre-design review to verify that design criteria are current and accurate.
Develop a tracking system for use in the final design to enable verification that criteria are still current
and that accurate design criteria are used during a project.
Example
A generator failed because it had inadequate capacity. It had been designed under the original
operating requirements and did not address the additional loads added during the design process.
Standards Reference
ISO 9001: 2000: Sec 7.3
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Design Input
Incorrect

Design Input Incorrect
Intermediate Cause

Typical Issues

Was design input based on false assumptions or rapidly changing requirements? Was design input
provided by capable and reliable personnel?

Typical Recommendations

Conduct a feasibility review prior to beginning design to ensure that the design criteria can be met and
that no conflicting criteria exist.

Include “satisfaction of design input criteria” as a specific review item during intermediate and final
design reviews.

Develop a tracking system to help ensure that impractical and/or conflicting criteria are resolved prior
to placing the equipment in service.

Include research and design engineers in the interim and final design review to help ensure that the
correct process requirements and bases are used in the design.

Develop an independent review process to be used during the design process to help ensure that the
appropriate standards are used.

Examples

A flow controller could not adequately control flow during an infrequent operation. The flow
requirements for normal, emergency and infrequent operation covered too wide a range for a single
controller to operate properly under all of the conditions.

An O-ring failed because the design input specified the wrong operating environment.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Necessary
Design Input Not
Available

Necessary Design Input Not Available

Intermediate Cause

Typical Issues

Was design input provided by capable and reliable personnel? Were the design boundaries clearly
specified? Were requirements changing rapidly? Was sufficient design time allocated? Was sufficient
funding available?

Typical Recommendation

Include end users in the design process to ensure that the design requirements address all of the needs.

Example

The design team attempted several times to obtain needed information from the end user, but was not
able to obtain the required information in time to meet the project schedule.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Design Output Issue

Design Output Issue
Cause Type

Typical Issues

Was the design output, such as drawings and specifications, complete? Were all operating conditions
(normal, startup, shutdown, emergency, close maneuvering, at sea, under way) considered in the
design? Were the design documents difficult to read or interpret? Did the final design output include
all changes? Were there differences among output documents? Did the design output address all
requirements specified in the design input? Did the design output documentation provide sufficient
information to develop all required procedures (operating, maintenance, etc.) and all required training
materials?

Typical Recommendations

Include satisfaction of design input criteria as a specific review team item during design reviews.

Include experienced operations and maintenance personnel in design reviews to help ensure that all
possible operating conditions are considered in the design.

Include designers in construction and pre-startup reviews to help ensure that design information is
properly interpreted.

Conduct an independent technical review of the final design to help ensure consistency among various
design documents.
Examples

A valve failed because the material specifications were incorrect. The specifications did not agree
with the design criteria. The criteria stated that the valve must operate in a corrosive environment, but
the specifications did not indicate this condition. Therefore, the valve was constructed of improper
materials.

A line ruptured because a gasket failed. The gasket was constructed of the wrong material because the
design did not consider all the possible chemical cargoes that might be carried.

A pump did not provide the necessary cooling water during an emergency. The pump was sized
incorrectly because the final design specifications did not include changes identified in the safety
analysis.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Design Output

Unclear

Design Output Unclear

Intermediate Cause

Typical Issues

Were design objectives clear? Did design requirements change during design? Were design
objectives ambiguous? Were there verification and validation efforts performed throughout design?
Were prototype tests conducted? Were the specifications difficult to understand? Could the
specifications be interpreted in more than one way? Were the documents difficult to read?

Typical Recommendations

Include designers in construction and pre-startup reviews to help ensure that design information was
understood.

Provide additional training to designers to help ensure that design output information is clear and not
subject to misinterpretation.

Involve end users in the construction phase to ensure that the design requirements are appropriately
interpreted.

Example

A relief valve was improperly sized for a line because the specification sheet for the relief valve was
difficult to read; therefore, the wrong size was installed.

Standards Reference
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ISO 9001: 2000: Sec 7.3
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Design Output
Incorrect

Design Output Incorrect
Intermediate Cause

Typical Issues
Were the drawings and other specifications incorrect? Did the final design output include all changes?
Were prototype tests conducted? Were compatibility studies and tests performed?

Typical Recommendations

Develop a tracking system for specification changes and design changes to help ensure that the final
design includes all changes.

Develop an independent review process during design to help ensure that calculations and analyses
are correct and complete.
Example

A display did not show the appropriate range of flow during an emergency. The display did not
account for emergency and unusual operating conditions because the design requirement was never
addressed.

Standards Reference
ISO 9001: 2000: Sec 7.3

ABS GUIDANCE NOTES ON THE INVESTIGATION OF MARINE INCIDENTS * 2005 157



Appendix 1 Marine Root Cause Analysis Map Guidance Map Item 29

Design Output
Inconsistent

Design Output Inconsistent

Intermediate Cause

Typical Issues
Were there differences among output documents? Did the drawings and other design specifications
contain inconsistent requirements?

Typical Recommendations

Develop an independent review process to be used during the design process to help ensure that the
output requirements are consistent.

Develop a database of design requirements to assist in identification of inconsistent requirements.

Examples

The procurement specifications for electrical cable were inconsistent with the requirements on the
design drawing.

The acceptance test requirements for a fire protection pump were inconsistent with the design
requirements.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Design Input Not
Addressed in
Design Output

Design Input Not Addressed in Design Output
Intermediate Cause

Typical Issues
Were there management practices in place to track requirements, inputs, designs and design outputs?
Did the specifications include all of the requirements? Were some criteria left out of the design
output?

Typical Recommendations

Develop an independent review process to be used during the design process to help ensure that all of
the design inputs are addressed in the final output.

Develop a tracking system to help ensure that all design inputs are addressed in the design output.

Example

During the initial design review, the company requested that an additional flow indication be added in
the cooling water line. The requirement was added to the design requirements document. However,
this requirement was never transmitted to the design staff. As a result, the item was not addressed in
the design drawings for the system.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Design
Review/Verification

Design Review/Verification
Cause Category

Typical Issues

Were end users and operations personnel consulted on design alternatives? Was a peer review
performed? Did operations personnel and end users review the design and walk through tasks and
jobs on mock-ups or drawings? Did the review process fail to detect design errors? Was the scope of
the review sufficient to address all operating modes and requirements?
Typical Recommendation
Ensure that the design review is performed by someone other than the designers, preferably the end
users of the equipment.
Example
A computer monitor was difficult to operate under close maneuvering conditions. The end users had
not been asked to walk through tasks under these conditions, so they had not identified this issue.
Standards References
ISO 9001: 2000: Sec 7.3
SEMP 8.3,9.1.a
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No Independent
Review/
Verification

No Independent Review/Verification

Intermediate Cause

Typical Issues
Were end users and mariners consulted on design alternatives? Was a peer review performed? Were
consultants brought in to perform an independent design review?

Typical Recommendations

Ensure that the design review is performed by someone other than the designers, preferably the end
users of the equipment.

Periodically audit the design change process to verify that independent design reviews and
walk-throughs are being performed.
Example
The design of a new loading platform was not wide enough to allow two-way flow of container trucks
on the dock. The design was not reviewed as part of the “Management-of-Change” process.
Standards Reference
ISO 9001: 2000: Sec 7.3
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Review/
Verification Issue

Review/Verification Issue

Intermediate Cause

Typical Issues
Did operations personnel and end users adequately review the design and walk through tasks and jobs
on mock-ups or drawings? Were consistency checks performed (labeling terminology, control and
display conventions, etc.)? Did the review ensure that the input and output agreed?

Typical Recommendations
Develop and implement procedures and training for properly conducting a design review/verification.

Periodically audit the design review process.

Example

Personnel incorrectly opened the wrong valve during a startup of an air compressor. The valve had
been mislabeled on the drawings, and the discrepancy was not identified during the design
review/verification process.

Standards Reference
ISO 9001: 2000: Sec 7.3
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Maintenance Program
Design

Maintenance Program Design
Cause Category

Typical Issues

These include problems related to the design and implementation of the maintenance program. Was
the wrong type of maintenance specified for the equipment? Are there problems with the analysis
process used to determine the appropriate maintenance requirements?

Typical Recommendations

Improve equipment operational and maintenance records to enable selection of the proper type of
maintenance.

Assign additional resources to equipment with a demonstrated history of problems.
Reduce maintenance on equipment that has no significant impact on operations, safety or pollution
prevention and that can be easily repaired or replaced.

Examples

Maintenance activities had been specified for the running components of an inert gas generator (e.g.,
bearings, fans), but no maintenance activities had been specified for the safety interlocks associated
with the machine. The analysis procedure did not require safety interlocks to be addressed. As a
result, the machine began panting and did not shut down before damage had occurred.

A number of pump bearings have failed recently. Predictive maintenance was selected as the
appropriate type of maintenance for the pump bearings. However, there was no requirement for
periodically monitoring the pump bearings.

Corrective maintenance was assigned to an auger in the garbage processor. This selection was based
on a very low expected failure rate and a quick repair time. Actual experience indicates that the
failures took much longer to repair than the analysis team estimated. As a result, the risk associated
with the failures was much higher than the team thought.

Standards References
ISM Sec 10
ISO 14000: 2000: Sec 4.4.6
TMSA 4A: 1.2, 12A:1.1,1.2,2.1,2.2

OHSAS 4.4.6
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No Program

No Program

Intermediate Cause

Typical Issues

Has a maintenance program been assigned for this piece of equipment? Have the maintenance needs
for this piece of equipment been analyzed?

Note:  If the maintenance needs were analyzed and it was determined that no maintenance was appropriate, code this
under “Program Inadequacy (Acceptance Criteria Inadequate)”.

Typical Recommendations

Determine the appropriate level of maintenance for all equipment aboard the vessel that is important
to safety or reliability.

Identify high to medium risk equipment and assign the appropriate type of maintenance.

Examples

Hydraulic hoses on the stores crane were failing once every year. A review of the maintenance
program records indicated that proper maintenance for these hoses had never been determined.

A new fire detection system was installed in the diesel room. No proactive maintenance program was

specified for the system prior to startup of the equipment. As a result, numerous false alarms occurred.
Standards References

ISM Sec 10

ISO 14000: 2000: Sec 4.4.6

OHSAS 4.4.6
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Program Inadequacy

Program Inadequacy
Cause Type

Typical Issues

These include problems related to the design and implementation of the maintenance program. Was
the wrong type of maintenance specified for the equipment? Are there problems with the analysis
process that is used to determine the appropriate maintenance requirements?

Typical Recommendations

Ensure that the proper level of risk acceptance is used in determining the level and type of
maintenance to perform on equipment.

Ensure that the analysis process addresses all aspects of equipment operation important to safety,
pollution prevention and reliability.

Identify high to medium risk equipment and assign additional resources to the maintenance of this
equipment.

Improve equipment operational and maintenance records to enable the selection of the proper type of
maintenance.

Assign additional resources to equipment with a demonstrated history of problems.

Reduce maintenance on equipment that has no significant impact on operations, safety or pollution
prevention and that can be easily repaired or replaced.

Examples

Maintenance activities had been specified for the running components of an inert gas generator (e.g.,
bearings, fans), but no maintenance activities had been specified for the safety interlocks associated
with the machine. The analysis procedure did not require safety interlocks to be addressed. As a
result, the machine began panting and did not shut down before damage had occurred.

A number of pump bearings have failed recently. Predictive maintenance was selected as the
appropriate type of maintenance for the pump bearings. However, there was no requirement for
periodically monitoring the pump bearings.

Corrective maintenance was assigned to an auger in the garbage processor. This selection was based
on a very low expected failure rate and a quick repair time. Actual experience indicates that the
failures took much longer to repair than the analysis team estimated. As a result, the risk associated
with the failures was much higher than the team thought.

Standards References
ISM Sec. 10 SEMP 8.1, 8.5, 8.6.a
ISO 14000: 2000: Sec 4.4.6 OHSAS 4.4.6

TMSA 4B: 4.1, 10B: 2.1
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Critical
Equipment/
System Not
Identified

Critical Equipment/System Not Identified
Intermediate Cause

Typical Issues

The failure of a critical piece of equipment or system resulted in a hazardous situation.

Typical Recommendations

Identify critical equipment and systems whose sudden operational failure may result in hazardous
situations and establish measures to promote their reliability.

Ensure that the personnel are provided with sufficient guidance for selection of critical equipment.

Example

The ship’s radar had not been identified as a critical system to be incorporated into the ship’s
maintenance program. The vessel relied on the radar to continue operation in limited visibility. As a
result of a lack of servicing, the radar went out in restricted visibility along a coastline. The vessel was
left to maneuver blindly with the exception of the global positioning system (GPS) and a compass in
an area with traffic.

Standards References
ISM Code 10.3
ISO 14000: 2000: Sec 4.4.6
TMSA 4B: 1.1, 2.1

OHSAS 4.4.6
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Inappropriate
Maintenance
Type Applied

Inappropriate Maintenance Type Applied

Intermediate Cause

Typical Issues

Was the wrong type of maintenance specified for the equipment? Should corrective maintenance be
used instead of proactive maintenance? Should predictive maintenance be assigned instead of
proactive maintenance?

Typical Recommendations

Review equipment failure records to determine if the failures occur at specific intervals of operation
or calendar time. Assign preventive maintenance tasks if the risk associated with equipment failure is
high enough.

Determine if the failures can be predicted by monitoring a parameter (e.g., pump vibration,
temperature, flow). Assign condition monitoring maintenance tasks if the risk associated with
equipment failure is high enough.

Determine if failures occur shortly after certain events (e.g., startup, shutdown). Assign planned
maintenance tasks if the risk associated with equipment failure is high enough.

If other types of maintenance are not appropriate or if the risk associated with the failure is low
enough, assign corrective maintenance.
Examples

Corrective maintenance was assigned to an auger in the garbage processor. This selection was based
on a very low expected failure rate and a quick repair time. Actual experience indicates that the
failures took much longer to repair than the analysis team estimated. As a result, the risk associated
with the failures was much higher than the team thought.

Records indicated that tube failures were occurring in heat exchangers shortly after plant startup. The

failures were determined to be caused by hot spots that developed when contaminants collected in

portions of the heat exchanger. Proactive maintenance activities were implemented to clean out the

system prior to startup. This removed the contaminants and prevented the heat exchanger failures.
Standards References

ISM Sec 10

ISO 14000: 2000: Sec 4.4.6

OHSAS 4.4.6
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Acceptance

Inadequate

Criteria

Acceptance Criteria Inadequate

Intermediate Cause

Typical Issues

Were the wrong acceptance criteria used for analyzing the maintenance needs? Was corrective
maintenance assigned even though the consequences of failure are very high?

Typical Recommendations

Ensure that the proper acceptance criteria are used in determining the level and type of maintenance to
perform on equipment.

Provide guidance in the analysis procedure to allow consistent assessment of risk.

Provide guidance in the analysis procedure to allow for consistent application of the risk acceptance
criteria. Use specific examples.

Examples

The analysis team assigned predictive, proactive and preventive maintenance activities to equipment
with failures that resulted in large consequences. They assigned corrective maintenance to equipment
with failures that had only low consequences. However, the risk associated with the low consequence,
high frequency events was larger than that associated with some of the high consequence, infrequent
events. The risk acceptance criteria outlined in the analysis procedure led them to believe that they
were not assigning the correct type of maintenance to these different types of risks.

Corrective maintenance was assigned to the cooling water pumps because they were redundant and
one would always be on standby should the pump online fail. Experience indicated that repair of a
cooling water pump might take up to 24 hours, during which time there would be no standby
arrangement available should the standby pump fail. The analysis procedure did not consider
potential repair times in regard to overall risk.

Standards References

168

ISM Sec 10
ISO 14000: 2000: Sec 4.4.6
OHSAS 4.4.6
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Maintenance Program
Implementation

Maintenance Program Implementation
Cause Category

Typical Issues

These include problems related to the implementation of maintenance activities. Was the repair
incorrectly performed? Was the troubleshooting less than adequate? Did the monitoring activity fail to
detect a failing component? Was maintenance performed when it should have been (i.e., following a
shutdown, before a startup, when vibration readings reached a trigger point)?

Typical Recommendations

Provide troubleshooting guides based on equipment failure analyses for diagnosis of failed
components.

Review the frequency of preventive maintenance. If the same activity routinely needs to be performed
between scheduled intervals, shorten the preventive maintenance interval.

Ensure that equipment monitoring for condition monitoring maintenance is appropriate for the
component.
Examples

A number of pump bearings have failed recently. Condition monitoring maintenance was selected as
the appropriate type of maintenance for the pump bearings. However, periodic monitoring of the
pump bearings was never performed even though it was identified as a requirement in the equipment
reliability program. As a result, the pump failed before the condition monitoring maintenance activity
was implemented.

Preventive maintenance (a calibration) was being performed on cargo level sensors every six months.

However, vessel personnel performed additional calibrations about once every three months as they

noticed the scale drifting. The frequency of the calibration was changed to once every three months.
Standards References

ISM Sec 10

ISO 14000: 2000: Sec 4.4.6

TMSA 4A:1.1,1.2,1.3,2.2,2.3,2.5,3.1,3.2,3.3,4.1,4.3,4B:4.2,43,4C: 1.1, 2.1, 3.1, 4.1, 5A: 2.1

SEMP 1.2.1.g all of Sec 8

OHSAS 4.4.6
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Planned Maintenance

Issue

Planned Maintenance Issue

Cause Type

Typical Issues

These include routine maintenance performed at assigned intervals.

Was the frequency of the planned maintenance correct (i.e., too long or too short)? Was the scope of
the planned maintenance activity appropriate (i.e., too broad or too narrow)? Was the activity
incorrectly performed?

Typical Recommendations

Review the frequency of planned maintenance. If the same activity routinely needs to be performed
between scheduled intervals, shorten the planned maintenance interval.

Review maintenance procedures to ensure that they provide adequate guidance based on the
experience level of personnel.

Provide training for personnel on preventive maintenance techniques.

Examples

Zinc anodes on the generator lube oil coolers were required to be inspected every 6 months. If they
were more than approximately 50% wasted, they were to be replaced with new anodes. The anodes
were found to be approximately 20% to 25% wasted. The planned maintenance for the generator lube
oil coolers was changed to require inspection of zinc anodes at 12-month intervals.

Planned maintenance (a calibration) was being performed on cargo level sensors every six months.
However, vessel personnel performed additional calibrations about once every three months as they
noticed the scale drifting. The frequency of the calibration was changed to once every three months.

Standards References
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ISM Sec 10.2

ISO 14000: 2000: Sec 4.4.6

TMSA 4A:4.3,4B:1.2,3.1,3.2,6B: 1.1, 1.2
OHSAS 4.4.6
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Scheduling Issue

Scheduling Issue

Intermediate Cause

Typical Issue

Was the frequency of the planned maintenance correct (i.e., too often or not often enough)?

Typical Recommendations

Review the frequency of planned maintenance. If the same activity routinely needs to be performed
between scheduled intervals, shorten the planned maintenance interval.

Review the frequency of planned maintenance. Consider reducing the frequency of planned
maintenance on components. Monitor equipment performance to determine the effects of a reduced
frequency.

Examples

Zinc anodes on the generator lube oil coolers were required to be inspected every six months. If they
were more than approximately 50% wasted, they were to be replaced with new anodes. The anodes
were found to be approximately 20% to 25% wasted. The planned maintenance for the generator lube
oil coolers was changed to require inspection of zinc anodes at 12-month intervals.

Planned maintenance (a calibration) was being performed on cargo level sensors every six months.
However, vessel personnel performed additional calibrations about once every three months as they
noticed the scale drifting. The frequency of the calibration was changed to once every three months.

Standards References
ISM Sec 10.2.1
ISO 14000: 2000: Sec 4.4.6
OHSAS 4.4.6
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Appendix 1 Marine Root Cause Analysis Map Guidance Map Item 43

Scope Issue

Scope Issue
Intermediate Cause

Typical Issue

Was the scope of the planned maintenance activity appropriate (i.e., too broad or too narrow)?

Typical Recommendations

Ensure that the scope of planned maintenance activities covers all portions of the equipment that need
repair or service.

Ensure that all of the components requiring planned maintenance are covered by the procedures.

Examples

An auxiliary diesel engine was scheduled to have its oil changed periodically as one of several routine
maintenance tasks performed at the same time. The maintenance activities did not include changing
the lube oil filters. As a result, over time the lube oil filters became clogged, impeding the proper flow
of lube oil to the engine.

Planned maintenance procedures require rotating equipment that is not in operation to be rotated to
prevent bearing damage from vessel vibration. Equipment that is shut down is scheduled to be rotated
once per week. However, spare rotating equipment carried aboard the vessel is not covered by the
procedure. As a result, the bearings in a piece of equipment that had remained idle for over six months
failed soon after start up.

Standards References
ISM Sec 10.1
ISO 14000: 2000: Sec 4.4.6

OHSAS 4.4.6
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Appendix 1 Marine Root Cause Analysis Map Guidance Map Item 44

Implementation
Issue

Implementation Issue

Intermediate Cause

Typical Issues

Was the planned maintenance activity incorrectly performed? Were all required components serviced?
Were some items included on the schedule that were never performed?

Note:  Dual coding under “Training/Personnel Qualifications or Procedures” may also be appropriate.

Typical Recommendations

Review maintenance procedures to ensure that they provide adequate guidance based on the
experi